COMMITTEE FOR PURCHASE FROM PEOPLE WHO ARE BLIND OR SEVERELY DISABLED

Procurement List; Proposed Addition

AGENCY: Committee for Purchase From People Who Are Blind or Severely Disabled.

ACTION: Proposed addition to the procurement list.

SUMMARY: The Committee is proposing to add a service to the Procurement List that will be provided by a nonprofit agency employing persons who are blind or have other severe disabilities. The service is proposed for the University of California at Berkeley.

The notice will be available for public comment from November 14, 2014, to December 14, 2014.

FOR FURTHER INFORMATION CONTACT: Barry S. Lineback, Director, Business Operations, Naval Support Fleet Contracting Activity, 5521 Defense Highway, Suite 20319, Fort McNair, Washington, DC 20319–5066.

BILLING CODE 6390–65–P

DEPARTMENT OF DEFENSE

Office of the Secretary

Notification of an Open Meeting of the National Defense University Board of Visitors (BOV); Revision

AGENCY: National Defense University, DoD.

ACTION: Notice of open meeting; revision.

SUMMARY: On October 27, 2014 (79 FR 63906), the Department of Defense published a notice announcing an open meeting of the Federal Advisory Committee meeting of the National Defense University Board of Visitors (BOV). The time of the meeting on the second day (November 18) has changed and is updated in this notice.

DATES: The meeting will be held on Monday, November 17, 2014 from 12:00 p.m. to 5:00 p.m. and will continue on Tuesday, November 18, 2014, from 8:00 a.m. to 9:45 a.m.

ADDRESSES: The Board of Visitors meeting will be held at Lincoln Hall, Building 64, Room 1105, the National Defense University, 300 5th Avenue SW., Fort McNair, Washington, DC 20319–5066.

FOR FURTHER INFORMATION CONTACT: The point of contact for this notice of open meeting is Ms. Joycelyn Stevens at (202) 685–0079, Fax (202) 685–3920 or StevensJ@ndu.edu.

SUPPLEMENTARY INFORMATION: This meeting is being held under the provisions of the Federal Advisory Committee Act of 1972 (5 U.S.C. Appendix, as amended), the Government in the Sunshine Act of 1976 (5 U.S.C. 552b, as amended), and 41 CFR 102–3.140. Pursuant to 5 U.S.C. 552b and 41 CFR 102–3.140 through 102–3.165, and the availability of space, this meeting is open to the public. The future agenda will include discussion on accreditation compliance, organizational management, strategic planning, resource management, and other matters of interest to the National Defense University.

Limited space made available for observers will be allocated on a first come, first served basis. Pursuant to 41 CFR 102–3.105(j) and 102–3.140, and section 10(a)(3) of the Federal Advisory Committee Act of 1972, written statements to the committee may be submitted to the committee at any time or in response to a stated planned meeting agenda by FAX or email to the point of contact person listed in FOR FURTHER INFORMATION CONTACT. (Subject Line: Comment/Statement to the NDU BOV.)
Due to difficulties beyond the control of the Department of Defense, the Designated Federal Officer was unable to submit an amended Federal Register notice pertaining to the Board of Visitors, National Defense University’s meeting agenda for its scheduled meeting of November 18, 2014, that ensured compliance with the requirements of 41 CFR 102–3.150(a). Accordingly, the Advisory Committee Management Officer for the Department of Defense, waives the 15-calendar day notification requirement pursuant to 41 CFR 102–3.150(b).

Dated: November 7, 2014.
Aaron Siegel,
Alternate OSD Federal Register Liaison Officer, Department of Defense.

[FR Doc. 2014–26939 Filed 11–13–14; 8:45 am]
BILLING CODE 5001–06–P

DEPARTMENT OF DEFENSE
Office of the Secretary

[DoD 2014–OS–0147]

Privacy Act of 1974; System of Records

AGENCY: Office of the Inspector General (IG), DoD.

ACTION: Notice to alter a System of Records.

SUMMARY: The Office of the Inspector General is altering a system of records notice in its existing inventory of record systems subject to the Privacy Act of 1974, as amended. The system notice is entitled CIG–06, “Investigative Files.” This system of records is used to conduct criminal investigations, crime prevention, and criminal intelligence activities; to conduct management studies involving analysis, compilation of statistics, and quality control; and to ensure that completed investigations are legally sufficient and result in overall improvement in techniques, training and professionalism.

DATES: Comments will be accepted on or before December 15, 2014. This proposed action will be effective the day following the end of the comment period unless comments are received which result in a contrary determination.

ADDRESSES: You may submit comments, identified by docket number and title, by any of the following methods:


Instructions: All submissions received must include the agency name and docket number for this Federal Register document. The general policy for comments and other submissions from members of the public is to make these submissions available for public viewing on the Internet at http://www.regulations.gov. As they are received without change, including any personal identifiers or contact information.

FOR FURTHER INFORMATION CONTACT:
Mark Dorgan, DoD IG FOIA/Privacy Office, Office of Defense, Defense Inspector General, 4800 Mark Center Drive, Alexandria, VA 22350–1500 or telephone: (703) 699–5680.

SUPPLEMENTARY INFORMATION: The Office of the Inspector General notices for systems of records subject to the Privacy Act of 1974 (5 U.S.C. 552a), as amended, have been published in the Federal Register and are available from the address in FOR FURTHER INFORMATION CONTACT or from the Defense Privacy and Civil Liberties Web site at http://dpclo.defense.gov/.

The proposed systems reports, as required by 5 U.S.C. 552a(r) of the Privacy Act, as amended, were submitted on November 7, 2014, to the House Committee on Oversight and Government Reform, the Senate Committee on Homeland Security and Governmental Affairs, and the Office of Management and Budget (OMB) pursuant to paragraph 4c of Appendix I to OMB Circular No. A–130, “Federal Agency Responsibilities for Maintaining Records About Individuals,” dated February 8, 1996 (February 20, 1996, 61 FR 6427).

Aaron Siegel,
Alternate OSD Federal Register Liaison Officer, Department of Defense.

CIG–06

SYSTEM NAME:
Investigative Files (October 15, 2008, 73 FR 61084)

CHANGES:

SYSTEM LOCATION:

Decentralized locations: Defense Criminal Investigative Service Field Offices, Resident Agencies, and Posts of Duty.”

CATEGORIES OF RECORDS IN THE SYSTEM:
Delete entry and replace with “Reports of Investigations (ROIs), Information Reports (IRs) and criminal intelligence reports containing statements of witnesses, suspects, subject(s) and special agents; laboratory reports, polygraph records to include charts, reports, technical data, rights waivers, polygraph waivers, numerical score sheets, interview logs, test questions sheets, and all other documents relating to the polygraphs, all consensual or nonconsensual monitoring, documentary evidence, physical evidence, summary and administrative data pertaining to preparation and distribution of the report; basis for allegations; investigative information from Federal, State, Tribal and local investigative and intelligence agencies and departments and all correspondence relevant to the investigation, location of investigation, year and date of offense, personal identifiers such as names, date of birth, place of birth, Social Security Number (SSN), alien registration number, driver’s license number, and photos of persons who have been subjects of electronic surveillance, suspects, subjects’ witnesses and victims of crimes, report number which allows access to records noted above; agencies, firms, and Defense Department organizations which were the subject(s) or victim(s) of criminal investigations; and disposition and sentence of offenders listed in criminal investigative files, agents notes, working papers, confidential source documents, subpoenas, Grand Jury documents, finger print cards, requests approvals for case openings and or closings, special investigative techniques requiring approval by management.”

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES:
Delete entry and replace with “In addition to those disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act of 1974, as amended, these records or information contained therein may specifically be disclosed outside the DoD as a routine use pursuant to 5 U.S.C. 552a(b)(3) as follows:

To the U.S. Secret Service in conjunction with the protection of persons under its jurisdiction.”