
Cyber-L Program
•  Certificate
•  Concentration in Government 
Information Leadership MS Degree
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LCW -  Leading the 21st  Century Workforce

DMG -  Decis ion Making for Government Leaders

WGV -  Web-Enabled Government

MAC -  Mult i  Agency Information-Enabled Col laborat ion

IPC -  Internat ional  Perspect ives on Cyberspace*

CST -  Cr i t ical  Information System Technologies*

SPA -  Pr ivacy Rights & Civi l  L iber t ies

GIC -  Governance in Cyberspace*

CBL -  Cyberlaw

NIC -  Nat ional  Intel l igence & Cyber Pol icy*

CIP -  Cr i t ical  Infrastructure Protect ion

TCC -  Terror ism & Cr ime in Cyberspace

The NDU iCollege’s NEW Cyber-L program connects the concepts of secure 
information sharing and collaboration across U.S. government agencies, the 
international community, and the private sector.  This program develops leadership 
skills critical to navigating the current cyberspace domain and to successfully promoting 
future integration of cyberspace with the physical domains.  

Cyber-L is a strategic program that:
• Examines the nature of organizations and the people who collaborate using shared information 
• Discusses securing, protecting, and defending knowledge capital and cyber assets 
• Integrates the behavioral, cultural, and national intelligence perspectives with legal, digital forensic, 

and technology aspects 
• Leverages cyberspace advantages

Students tailor their Cyber-L program of study by selecting 8 courses from 4 different 
competency areas.  

Cyber Leadership 
(Cyber-L) Program

For more information, scan QR Code
www.ndu.edu/iCollege



Location:
Fort Lesley J. McNair, Marshall Hall 
300 5th Avenue, SW, 
Washington, D. C. 20319

Conferences and Events:
The NDU iCollege conducts domestic and international conferences.  For a list of upcoming 
events, please visit the web at: www.ndu.edu/iCollege/events.

•	 Master of Science in Government Information 
Leadership

•	 Chief	Information	Officer	competencies
•	 Chief	Financial	Officer	competencies
•	 Chief	Technology	Officer	competencies
•	 Cyber Security and Cyber Leadership 
•	 Information Operations
•	 Domestic Preparedness, Homeland Security 
•	 Cloud Computing

About the NDU i College

The Global Hub for Educating, Informing, and Connecting 
Information Age Leaders.

NATIONAL DEFENSE UNIVERSIT Y
Information Resources Management College

www.ndu.edu/iCollege

Office of Student Services: 202-685-6300

• DoD military and civilian
• Private Sector

• Non-DoD Federal Agency, 
state and local government

• International

Information leadership education (more than 50 
courses, over 250 offerings per year):

Students: 

Flexible Options:
• On Campus (Resident)
• On-Line (Distributed Learning)
• Customized Services and Education 

Laboratories:
• Attack and Defend
• Biometrics

• Crisis Management
• Telepresence

• Ci Center
• SCADA

• Enterprise Architecture
• IT Program  and Project Management
• IT Acquisition 
• Government Strategic Leader competencies

• Combination of Resident and On-line
• 14-week Advanced Management Program
• Graduate Credit or Professional Development 

10-18-2011


