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Abstract

This report records the personal experiences and recommendations developed during a year spent as a Secretary of Defense Corporate Fellow working for the Chief Information Officer of Sun Microsystems, Incorporated in Santa Clara, California.  Duties and responsibilities during this 11-month Fellowship included serving as an active member of the Sun Microsystems Information Technology Management Group (IMG).  Additionally the assignment included a seat on the Sun Leadership Council and a role with Corporate Strategy Group.  The Leadership Council is a group of ten senior Vice Presidents who serve as an advisory board on leadership development at Sun for the Chief Executive Officer, lead the design of the Corporate Leadership Conferences and drive other highly important leadership projects.  The Corporate Strategy Group was chartered to develop and implement a three-year strategic plan for Sun.  This was an extraordinary time to be placed in corporate industry.  The fervent growth seen during the Dot Com boom period of the late 1990's has given way to a strong inward focus on efficiency, cost savings, and customer value. While this has been a challenging year for industry, I can't think of a better time to observe how business leaders think and react during challenging times.  While not all lessons from the corporate world apply to DoD the number of similarities was staggering.  Large organizations of any type face similar challenges regarding their structure, processes, people, and use of technology.  As DoD seeks to transform itself we need to be willing to look outside our own organizations using an entrepreneurial approach and adopt/adapt best practices wherever we find them.  This paper summarizes my experiences and provides recommendations for consideration to assist in the transformation of the DoD.

Executive Summary


This executive summary provides an overview of my observations and recommendations while serving as a Secretary of Defense Corporate Fellow at Sun Microsystems, Inc. in Santa Clara, California from August 2002 to June 2003.  

Assignment Overview.  During this assignment I served as a Special Assistant to Sun's Chief Information Officer and worked directly for three corporate Vice Presidents on a variety of projects.  This 11-month Fellowship provided the opportunity to serve as an active member of the Sun Microsystems Information Technology Management Group (IMG) a $500 million global operation providing all of Sun Microsystems' needs for information, network communications, data processing and knowledge management.  Additionally the assignment included a seat on the Sun Leadership Council and role with the Corporate Strategy Group.  


This has been a year full of opportunity and discovery in the areas of organization structure, process improvement, business innovation, and technology.  I was given full access to the company's top executives and observed first hand how they lead a highly adaptive and innovative business culture.  The ability to freely discuss the company's challenges and pressing issues firsthand with the CEO, CFO, CIO, head of Human Resources, and a wide range of corporate Vice Presidents provided an unparalleled insight into the inner workings of a large-scale global enterprise.  The focus and action on alignment, teamwork, and integration were pervasive in the day-to-day operations of the company.  This was also a hands on assignment and enabled me to learn while contributing in the fast paced environment of Silicon Valley.

Transforming During Challenging Times.  In July, as we started the Fellowship, the reports about corporate scandals and creative accounting at Enron, Arthur Andersen, WorldCom, and others were the talk of the day.  Despite this news the Secretary of Defense Corporate Fellows observed that these companies were outliers and that the overwhelming majority of companies were working diligently to do the right thing, the right way, for the right reason.  It was an especially interesting and challenging time to observe the high tech industry of Silicon Valley as they faced the third year of a down economy.  The rapid growth seen during the “dot.com” boom period of the late 1990's has been replaced by a strong inward focus on efficiency, cost savings, and customer value.  While this has been a difficult year for industry I can't think of a better opportunity to observe how business leaders think and react during challenging times.  Sun Microsystems faced a particularly tough year and came through it a much stronger company by focusing on process improvement, quality, strategic planning, and innovation.

Company Background.  Sun Microsystems was an ideal company to be immersed in to glean best practices and ideas for transformation.  Sun has a reputation as a disruptive innovator in an industry known for innovation and rapid change.  A 21 year-old company with 35 thousand employees in 170 countries and 12.5 Billion dollars in annual revenue, Sun ranks #155 in the Fortune 500, # 77 in Fortune's Best Companies to work for and # 38 in Fortune's Global Most Admired Companies.  It is also a company with impeccable integrity and values.  Sun was founded in 1982 and while their products, services and scope of operations have changed dramatically over the years their forward looking vision of network computing has remained remarkably constant.  Sun's vision is a world where everyone and everything is connected to the network.  

Strategy and Core Competence.  Sun's Strategy is Network Computing.  The company's core competence is to provide the technology infrastructure for network computing.  A key part of Sun's strategy is choosing what not to do.  Sun is a network infrastructure company, a products offered company and not a services company or a commodity producer.  They don't operate a network (they even outsource their own) and they don't make video games, cell phones, cameras or printers.  Their intense focus on core competencies provides an interesting frame of reference for study by DoD.  Sun emphasizes the choice, innovation and value they provide to their customers by building their systems on industry accepted open standards instead of closed proprietary solutions.  As a systems company their products are both integrated and integrable – all layers of their software stack are integrated and tested, but are also integrable with other vendor products.   Sun doesn't compete with its customers and partners, instead they believe in forming business alliances and partnerships to deliver better value in a highly competitive marketplace.  This approach has some interesting similarities and applicable lessons to DoD's focus on joint Service operations and cooperation.  

Investing for the Future.  Despite the current economic conditions Sun remains committed to investing heavily in disruptive innovation to make their products more reliable, scalable, secure, and affordable.  The company realizes that research and development (R&D) is the lifeblood of the company and the key to its transformation.  While many areas have been scaled back during the past two years, R&D continues to be fully funded receiving 15 percent of revenue ($1.9 Billion) and very few headcount reductions.  Perhaps even more important than the financial investment is the cultural component of innovation.  Sun recognizes and rewards those who take risks and innovate new products or technologies.  DoD needs to have a similar outlook if we hope to maintain our technical and competitive advantage.  

Organizational Structure and Integration.  As I arrived at Sun the company was in the process of completing a major corporate reorganization from five separate business units or profit centers, each charged with making money and winning in their respective market or technology area to a matrixed process and functional organization with a shared services layer.  In the previous model each business set their own R&D, marketing, manufacturing, sales, support and business strategies.  This structure worked fine while the technology sector was rapidly expanding, but there were lots of redundancies and waste.  Under the current model the CEO's executive staff serves as both Process and Functional Leaders ensuring an appropriate balance of power.   By emphasizing the integration points across the enterprise, Sun cut out much of the duplication of effort that previously existed reducing expenses by $1B from FY01 and significantly improving efficiency.  Sun's dramatic growth over the past 10 years all came organically, there was no growth by slight of hand, financial engineering, or by acquisition.  It is all based on their core competence. 


The IT organization where I was assigned provided a spectacular model for the delivery of shared services across the enterprise.  As you can imagine, the Chief Information Officer (CIO) organization of an IT company like Sun faces many challenges, not the least being that almost all of the companies employees consider themselves IT experts with very high demands and expectations.  In July of 2002 Sun restructured it's IT organization from a model where each line of business had independent control over its own IT organization to a shared service model.  In the new model IT strategy and architecture is centrally managed across the entire enterprise.  Strong governance and process controls have been put in place, including a business systems council and sourcing council, to ensure prioritization of IT projects and decisions regarding major acquisitions are handled consistently.  These councils are driven by the business requirements and run by the company’s business or “Line” leadership.

Corporate Best Practices.  The Department of Defense is an organization with a reputation and a culture that is unmatched anywhere in the world.  Industry, and corporate executives in particular, admire our military's leadership, accountability, commitment to service, and values.  While DoD may be our nation's oldest, largest, and most successful business, there is also plenty of room for improvement.  We need to be willing to look outside of our own organizations using an entrepreneurial approach and adopt/adapt best practices wherever we find them.  While it is true that the corporate world has different goals and motivations, such as the “profit factor,” we would be sorely remiss if we did not apply the many applicable and beneficial lessons learned by industry.  

Recommendations for DoD.  The following recommendations are proposed for consideration by DoD and are discussed in greater detail in my personal report:

  Organization

· Focus on the Core Competencies-Corporations have discovered that they need to focus on the core aspects of their business and partner or outsource non-core areas.  DoD  needs to do the same by focusing our warfighters on the right things and not on specialized services that should be someone else’s core business.  If something is not core and can be viewed as a commodity it should be a candidate for outsourcing, keeping in mind our unique requirements to deploy and fight globally.

· Break down the Stovepipes-Organizationally the corporate world is breaking down old stovepiped organizations and making very effective use of the concepts of dynamic teaming, modularity, integrated matrixes and integrated product teams.  The key to success is focusing on the integration that enables the components of the organization to work as one team towards common goals.  Jointness is the answer to this for DoD. 

· Implement a Clear and Effective Shared Services Layer-Common services such as IT, logistics, and HR should be delivered across the DoD enterprise instead of doing the same thing differently within each Service.  This recommendation does not advocate a centralized, bureaucratic, “Defense Agency” model – but rather competitively benchmarking the service against industry standards and holding the provider fully accountable for cost and quality.

  Process Improvement

· Invest in Process Improvement-The Corporate world has recognized that automating inefficient processes with modern IT solutions is not the answer to reducing inefficiencies, improving effectiveness, or cutting costs.  The effort must be put in up front to define the objectives and design end-to-end processes and procedures that achieve the desired outcome efficiently and effectively.

· Put the Right Tools in the Toolbox-Clearly evident in every meeting at Sun was fact based, data driven, decision making.  Performance metrics, dashboards, scorecards along with techniques such as Six Sigma, and Lean are practical tools that can be used to help leadership make informed decisions.  DoD should find practical ways to educate our people and put these tools into their personal toolboxes.  

· Enterprise Wide Systems, Standards and Architectures are the key to interoperability.  DoD should implement strong governance and process controls to enforce architectural compliance and consider establishing a Business Systems Council to identify common requirements across the Services, prioritize, develop integrated roadmaps, and field systems. 

  People

· Change Management is essential to transformation-A perfect solution that is not well communicated and accepted is not going to be as effective as a less perfect solution that has the support of the organization.  The principles of change management are essential to successfully implementing and institutionalizing DoD's transformation efforts.

· Inverting the Human Relations Pyramid-The corporate trend in HR is to spend more time on organizational effectiveness and less time on the traditional transaction type work associated with pay, services, and benefits.  The quality of service remains high, but the level of effort has been reduced because the processes are more efficient and are supported by modern tools.  A similar focus in DoD would help with our efforts to attract and retain top quality people. 

  Technology 

Technology is an enabler and not an answer.  It is the organizations, processes, and people that make the difference.  That said I would be remiss having spent a year in heart of Silicon Valley not to address some of the cutting edge technologies, which are enhancing the corporate world's processes and performance.  DoD should: 

· Implement enterprise wide architectures and systems 

· Adopt and enforce industry accepted Open Standards

· Develop and implement a common DoD portal architecture focused on knowledge management and content delivery 

· Web enable all applications, tools, and processes and deliver them to the portal

· Take full advantage of DoD Common Access Card capabilities, including public key encryption (PKI) to vastly enhance digital Mobility with Security for DoD personnel. 

· Run a series of pilots to replace desktop computers with Thin Client technology

· Outsource non-core IT functions

· Consolidate applications and servers

This has been a very unique and productive year.  The Secretary of Defense Corporate Fellowship broadened my perspective and provided me with a host of new ideas, tools, and frames of reference.  The success of DoD and corporate America are inextricably tied together.  We should continuously seek to engage each other and share leadership lessons and best practices.  There is no doubt both will benefit immensely from the exchange.      
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Secretary of Defense Corporate Fellowship Overview 


The Secretary of Defense Corporate Fellowship program was initiated by Secretary Perry and continued today by Secretary Rumsfeld to provide a long-term investment in transforming our forces and capabilities.  Annually, two officers with extensive operational command and staff backgrounds from each Service are exposed to businesses reshaping organizational structures and methods of operations.   Participants in the fellowship receive their senior service college credit outside the traditional career path by training with Corporate America.  Fellows glean the best of change, innovation, and leading edge business practices from their corporate experiences and bring those ideas back to assist with transforming DoD.  Alumni of this program form a cadre of future Service leaders more knowledgeable of today’s corporate realities, such as change management, adaptive and collaborative structures, knowledge management, the virtual workplace, and how to leverage the best of new technologies and human intellect.  This year's Fellows served at Boeing Aerospace, Federal Express, IBM Business Consulting, Pfizer, Raytheon Aerospace, Sun Microsystems, and Southern Company . 


Prior to commencing our individual assignments all seven Fellows participated in a month-long orientation program in Washington, DC to become acquainted with the strategic issues and factors affecting DoD.  This orientation included lectures by an impressive list of subject matter experts on current political/military issues and leading edge technologies; meetings with senior DoD officials, business executives, Members of Congress, the press, and former Fellows and sponsors; and graduate business school executive education.  Approximately once a month the seven Fellows and our program director assembled as a group to conduct discussion-level meetings with the senior leadership of each sponsoring company, and to update senior leaders in OSD and the Services on relevant observations and recommendations.  At the conclusion of the assignment we presented our common findings to the Deputy Secretary of Defense, Service Secretaries and Chiefs, and over three dozen other senior OSD and Service leaders.

Assignment Overview-Sun Microsystems


During this assignment I served as a Special Assistant to Sun Microsystems' Chief Information Officer (CIO) and worked directly for three corporate Vice Presidents on a variety of projects.  This 11-month Fellowship provided the opportunity to serve as an active member of the Sun Microsystems Information Technology Management Group (IMG) a $500 million global operation providing all of Sun Microsystems' needs for information, network communications, data processing and knowledge management.  Additionally the assignment included a seat on the Sun Leadership Council and role with the Corporate Strategy Group.  


The Leadership council consisted of a group of ten Vice Presidents formally appointed by the CEO to improve leadership skills and practices throughout the company.  In addition to working on high priority leadership projects, the council also put together two corporate leadership conferences and a series of quarterly meetings.  My military background and experience enabled me to make significant contributions to the leadership council.  These contributions included a series of leadership lectures and workshops to hundreds of employees throughout the company, serving as a a lead member of the corporate values team, and coordination of a high level strategic off site with the Navy’s Center for Executive Education on the topic of Excellence in Execution.  The Corporate Strategy Group was chartered to put together a three-year strategic plan for the company taking into account global and market trends, the competition, and a host of other factors.  My participation with the Strategy Group provided tremendous insights into corporate America’s approach to planning, change management, innovation, corporate finances, and risk.  


This has been a year full of opportunity and discovery in the areas of organization structure, process improvement, business innovation, and technology.  I was given full access to the company's top executives and observed first hand how they lead a highly adaptive and innovative business culture.  The ability to freely discuss the company's challenges and pressing issues firsthand with the CEO, CFO, CIO, head of Human Resources, and a wide range of corporate Vice Presidents provided an unparalleled insight into the inner workings of a large-scale global enterprise.  The focus and action on alignment, teamwork, and integration were pervasive in the day-to-day operations of the company.  This was also a hands on assignment and enabled me to learn while contributing in the fast paced environment of Silicon Valley.

Sun Microsystems


Sun Microsystems was founded in 1982 by Andreas (Andy) Bechtolsheim, Vinod Khosla, Scott McNealy and Bill Joy.  These four 27-year-old entrepreneurs had a vision for the future of computing and the drive to bring that vision to reality.  They took Andy's SUN  (Stanford University Network) computer and put together a business plan to build and sell the SUN workstation.  Despite stiff competition they focused on the notion of open systems and networking where others developed closed proprietary solutions.  By using off-the-shelf components Sun was able to price their products very competitively.  The founders also believed that the vision for the future was distributed computing.  The Ethernet allowed users to share information, which meant that all of the computing power didn't have to be located in one place.
  From day one, all of Sun's systems included a network interface and all employees were using electronic mail.  


While the concepts of open public Application Programming Interfaces (API's), industry accepted open standards, networking, and bandwidth proliferation may seem obvious today, in the early 1980's they were big bets for this fledgling company.  These bets paid off as Sun burst into the computer industry, qualifying for the Fortune 500 in less than 5 years and reaching the $1 Billon revenue hurdle in just over 6 years.  Sun's rapid growth is virtually unmatched, even in the dynamic environment of Silicon Valley. 

Over the years Sun has established a history of innovation and leadership that stretches from the protocols that propel the Internet to their widely adopted Java technology--used in everything from smart cards to supercomputers. Sun’s breakthrough technologies have changed the way people work and the way companies do business.   


Sun Microsystems was an ideal company to be immersed in to glean best practices and ideas for transformation.  Sun has a reputation as a disruptive innovator in an industry known for innovation and rapid change.  A 21 year-old company with 35 thousand employees in 170 countries and 12.5 Billion dollars in annual revenue, Sun currently ranks #155 in the Fortune 500, # 77 in Fortune's Best Companies to work for and # 38 in Fortune's Global Most Admired Companies.  It is also a company with impeccable integrity and values.  Sun was founded in 1982 and while their products, services and scope of operations have changed dramatically over the years their forward looking vision of network computing has remained remarkably constant.  Sun's vision is a world where everyone and everything is connected to the network.  

Strategy and Core Competence.  Sun's Strategy is Network Computing.  The company's core competence is to provide the technology infrastructure for network computing.  A key part of Sun's strategy is choosing what not to do.  Sun is a network infrastructure company, a products offered company and not a services company or a commodity producer.  They don't operate a network (they even outsource their own) and they don't make video games, cell phones, cameras or printers.  Their intense focus on core competencies provides an interesting frame of reference for study by DoD.  Sun emphasizes the choice, innovation and value they provide to their customers by building their systems on industry accepted open standards instead of closed proprietary solutions.  As a systems company their products are both integrated and integrable – all layers of their software stack are integrated and tested, but are also integrable with other vendor products.   They accentuate the security benefits of their product by building it into their operating system.  Sun doesn't compete with its customers and partners, instead they believe in forming business alliances and partnerships to deliver better value in a highly competitive marketplace.  This approach has some interesting similarities and applicable lessons to DoD's focus on joint Service operations and cooperation.  

Investing for the Future.  Despite the current economic conditions Sun remains committed to investing heavily in disruptive innovation to make their products more reliable, scalable, secure, and affordable.  The company realizes that research and development (R&D) is the lifeblood of the company and the key to its transformation.  While many areas have been scaled back during the past two years, R&D continues to be fully funded receiving 15 percent of revenue ($1.9 Billion) and very few headcount reductions.  Perhaps even more important than the financial investment is the cultural component of innovation.  Sun recognizes and rewards those who take risks and innovate new products or technologies.  DoD needs to have a similar outlook if we hope to maintain our technical and competitive advantage.  

Corporate Organizational Structure and Integration.  As I arrived at Sun the company was in the process of completing a major corporate reorganization from five separate business units or profit centers, each charged with making money and winning in their respective market or technology area to a matrixed process and functional organization with a shared services layer.  In the previous model each business set their own R&D, marketing, manufacturing, sales, support and business strategies.  This structure worked fine while the technology sector was rapidly expanding, but there were lots of redundancies and waste.  Under the current model the CEO's executive staff serves as both Process and Functional Leaders ensuring an appropriate balance of power.   By emphasizing the integration points across the enterprise, Sun cut out much of the duplication of effort that previously existed reducing expenses by $1B from FY01 and significantly improving efficiency.  Sun's dramatic growth over the past 10 years all came organically, there was no growth by slight of hand, financial engineering, or by acquisition.  It is all based on their core competence. 

The new functional organization includes the following key areas: People and Places (Human Resources), Storage[image: image1.png]el e
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, Volume Systems Products, Enterprise Systems Products, Corporate Resources (CFO), CTO chief technology officer, chief scientist, Worldwide Operations (includes manufacturing), Software, Sun Services, Marketing and Strategy, Processor and Network Products, and Global Sales Operations.  The five core business processes identified by the company include: Portfolio Management, Product Lifecycle Management, Suspect to Order, Order to Collect, and Customer Problem Management.  These core processes transcend the functional areas and help streamline the way Sun does business and interfaces with its customers. The processes will be addressed in more detail later in this report.

Also factored into the reorganization process was a very rigorous balancing of management ratios.  During the boom period as Sun rapidly expanded it hired large numbers of new employees and grew to be too top heavy with too many layers of management.  Under the new organization, strict ratios of 1 manager to 10 direct reports are monitored and enforced.  The result is a much flatter, streamlined, and agile organization.  There are typically not more than 3-4 levels between any employee and the CEO.  This helps facilitate communications. 


The IT organization where I was assigned provided a spectacular model for the delivery of shared services across the enterprise.  As you can imagine, the Chief Information Officer (CIO) organization of an IT company like Sun faces many challenges, not the least being that almost all of the companies employees consider themselves IT experts with very high demands and expectations.  In July of 2002 Sun restructured it's IT organization from a model where each line of business had independent control over its own IT organization to a shared service model.  In the new model IT strategy and architecture is centrally managed across the entire enterprise.  Strong governance and process controls have been put in place, including a business systems council and sourcing council, to ensure prioritization of IT projects and decisions regarding major acquisitions are handled consistently.  These councils are driven by the business requirements and run by the company’s business or “Line” leadership.

Business Climate

In July, as we started the Fellowship, the reports about corporate scandals and creative accounting at Enron, Arthur Andersen, WorldCom, and others were the talk of the day.  Despite this news the Secretary of Defense Corporate Fellows observed that these companies were outliers and that the overwhelming majority of companies were working diligently to do the right thing, the right way, for the right reason.  It was an especially interesting and challenging time to observe the high tech industry of Silicon Valley as they faced the third year of a down economy.  The rapid growth seen during the “dot.com” boom period of the late 1990's has been replaced by a strong inward focus on efficiency, cost savings, and customer value.  While this has been a difficult year for industry I can't think of a better opportunity to observe how business leaders think and react during challenging times.  Sun Microsystems faced a particularly tough year and came through it a much stronger company by focusing on process improvement, quality, strategic planning, and innovation.

This year has perhaps been an even more valuable time to observe industry's actions because every dollar spent on process improvement and information technology today must be justified by a significant and near term return on investment (ROI).  Each company participating in this year's Fellowship program viewed IT as a strategic resource to enhance the people, process and organizational issues which drive the success of their business.  It was also interesting to observe the global nature of the corporate world and see how they leveraged leading edge technology in a global environment.  While not all lessons form the corporate world apply to DoD the number of similarities was staggering.

Observations and Recommendations for DoD


This year provided an eye-opening look into the high tech world of Silicon Valley and a unique exposure to the inner workings of Corporate America.  While I’m fascinated by technology this paper is not about IT.  The technology can server as an enabler but as was observed in all of the companies participating in this year’s Secretary of Defense Corporate Fellows program it is the organizations, processes and people that make the difference and not high tech gadgets.   In a recent study of over a thousand corporations by Dr. Lorin Hitt from the Wharton School it was noted that IT investments alone did little to improve the performance of companies, but when coupled with a complimentary investment in the organization there was a disproportionate return on their IT investments.  Companies with “High Org” and “High IT” had a dramatically higher market capitalization than those who invested in IT but failed to make a corresponding investment in their organization. 
   My observations and recommendations to DoD will be presented in the categories of Organization, Process Improvement, People and Technology.

Organization

Focus on the Core Competencies

Corporations have discovered that they need to focus on the core aspects of their business and partner or outsource non-core areas.  This was a common theme at many of the corporations we visited this year.  During the company day visit to Sun Microsystems Scott McNealy went to the white board and drew up the diagram that appears below.  He used this to describe where a company should focus its attention and maximize its headcount.  His belief was that a company should concentrate in the lower three left quadrants as shown by the shaded “X”.  The upper right would be an example of a service that could be viewed as a commodity, for example running the cafeteria at Sun.  Food service is not core to Sun’s business and doesn’t need to be performed by a Sun employee; this area has been outsourced and is shown as the core business of another company (the catering company in this case).


DoD Should:

Focus our warfighters on the right things and not on specialized services that should be someone else’s core business.  If something is not core and can be viewed as a commodity it should be a candidate for outsourcing, partnering or a shared service; keeping in mind DoD’s unique requirements to deploy and fight globally.  We need t ask the question is this really a role for a uniformed member of our armed Services and what would we be giving up if we had someone else do it.

Break Down the Stovepipes

Corporations are moving from old stove-piped independent structures to interdependent, networked forms.  These organizational changes are motivated by the need to improve the efficiency and effectiveness of operations while simultaneously cutting costs and eliminating wasteful redundancies.  It is especially notable that the power of this integration was observed in organizational structures of many different sizes and scales. The parallels and potential for application to the transformation of DoD are significant.

Open-System Modular Organizations:  Corporate America makes exceptional use of their talent and organizations through the concepts of modularity and dynamic teaming.  Modularity in this context refers to an organization having all the basic components and interfaces (program, system, procedural, etc.) to optimally accomplish the task and be able to plug in and take full advantage of available resources.  By creating modular organizations the corporate world capitalizes on a wide range of efficiencies and rapidly changes to meet the needs of the environment, which is very similar to DoD's goals for transformation.


During a year spent working in industry the Secretary of Defense Corporate Fellows observed how Sun Microsystems employs modularity in their R&D, Product, and Software Development organizations by facilitating the movement and exchange of people.  New product concepts originate in the Labs and are followed through by moving key staff members along with the transfer of new technologies to the business and product teams.  Scott McNealy at Sun refers to open systems, modularity, and interoperability in terms of “Lego” building blocks that can be moved and interconnected throughout the business.


Another example of a modular organization structure is Boeing's Integrated Product Teams' ability to assemble cross-functional expertise focused on a specific product.  By bringing talent from across the company into the group, Boeing takes advantage of enterprise knowledge.  Each team member makes inputs throughout the concept, design, build and sustainment process, which provides the best product and processes to meet the cost and performance objectives.  The previous sequential approach frequently led to surprises, such as design engineers not paying attention to the location of high maintenance parts.   This often caused problems with operations and support.  


DoD faces many similar challenges.  As VADM Cebrowski (Director of the DoD Office of Force Transformation) notes, the era of mass is over.  The advantage now goes to “the small, the fast, and the many.”  With fewer platforms and a greater emphasis on interconnecting systems and Network Centric Warfare (NCW) basic skills or functions can no longer be split apart and isolated in stovepiped organizations such as the Training, Test and Evaluation, Operations, and Doctrine commands.  To adapt to the realities of NCW, DoD must embrace integrated, flexible, “open-system” organizations and operating units that combine these traditionally isolated roles.  These types of modular organization will reduce the problems observed in existing structures with accretion, seams, and scale.

DoD Should:

Embrace Open-System modular organizations to Improve Agility.  Open-system modular organizations and operating units would dynamically combine roles traditionally held in separate stovepiped organizations in order to best develop and conduct joint NCW.  These more network centric, modular and dynamically formed organizations will enable increased speed of operations, the ability to scale, and seamless integration into the overall common enterprise architecture of DoD.   As seen in the corporate world this will give the modular organization increased ability to operate independently, make rapid decisions, change direction, and yet take advantage of the entire spectrum of enterprise resources when needed.  Being a part of such a combined and empowered unit would encompass more variety and provide the members a more enjoyable and rewarding experience.

Disconnect our People from Platform/Job-Scope Lock-in.  Platforms become obsolete, people don’t.  DoD must emphasize the skill sets people need to exist in integrated organizations over a platform centric view.   Skill set examples include training, test, experimentation, evaluation, program management, planning, integration, strategy, acquisition, and the whole gamut of warfighting skills (flying, maritime operations, land warfare, etc.).  Another critical aspect is fostering a Joint (Enterprise) perspective early in the career path.  DoD should then employ this Joint perspective at the lowest organizational levels possible.

DoD Organizations Must be Transparent and Readily Connect to the Network Architecture.  DoD Organizations must be transparent in the sense that their capabilities, organization structure, and ability to connect into the network architecture are known to all other organizations they may need to operate with.  The focus today is too platform/weapons system centric and needs to shift to a capabilities based approach.  Perhaps even more important is the organizations ability to connect to the network, clearly exchange information, accept appropriate tasking, and cooperate synergistically with other “modules” to achieve combat effects.  Organizations must make themselves “plug and play” and easy to employ so specialized liaison officers won't be required at every command post around the world to evangelize about unit X or platform Y.  These new type of organizations should have characteristics of the information system that supports them - they need to be open, available, secure and easy to use.

Foster Mission-Specific Teaming and Unit Level Joint Operations.  DoD needs to establish the mechanisms, within both administrative and operational commands, to dynamically form teams and bring the best and brightest talent to bear on a given problem.  Joint operations and training should also receive a greater focus at the unit level to encourage innovation and prepare for future NCW operations.  When assembling mission-specific teams leaders must be given true authority over its members, including the writing of performance evaluations.  A collateral issue related to this is the need for DoD to develop a common officer performance report.  This would go a long way to making mission specific teaming and the joint world work better.  

On a Larger Scale:  


The previous discussions on modular organizations and dynamic teaming describe some of corporate America's efforts on a small to medium scale, comparable to the individual command or unit level in DoD.  At a more global level it has been interesting to observe how organizations have broken down their traditional stovepipe structures and integrated them.  As used in the following discussions “Integration” refers to getting all of the pieces and parts of an organization to work together seamlessly.  A “Silo” or “Stovepipe” refers to those aspects of an organization that focus on a single objective without regard to parallel efforts in neighboring divisions or efficiency cost/benefits.  They often ignore the relationships between component organizations and the overall “game plan” of the enterprise. By ignoring the tension between efficiency and effectiveness they tend to cause sub-optimization.  Organizational design in the corporate world is typically strategy driven, resource constrained, and situation dependent.  It is best used to shape patterns of performance towards what is valuable to the organization.

Breaking down the Stovepipes:  


As much of corporate America makes the leap from the industrial age to the information age many organizations have found that their structures have significant problems with seams and scale.  Organizations historically divided up tasks into parts and gave each part to one branch of the organization.  These parts and branches give rise to the stovepipes or silos, and the interface difficulties between silos are the “seams.”  Non-integrated seams become problems, which are extremely difficult to reengineer.  Industrial age organizations also have accretion problems with people, processes and systems.  They tend to grow like a reef, becoming increasingly inflexible and defying the ability for any individual or group of individuals to change them.  


The Secretary of Defense Corporate Fellows observed several examples of companies that had reorganized themselves to break down their stovepipes.  Boeing Integrated Defense Systems (IDS) reorganized in July 2002 from the merger of Boeing Space and Communications and their Aircraft and Missiles Companies.  Loss of the Joint Strike Fighter competition provided the imperative for change in an organization that had relied too heavily on old practices. IDS is now a $23 billion business with 78,000 workers and capabilities in defense, intelligence, communications, and space.  Boeing’s matrix has a functional axis that supports the implementation of common processes and systems across all business units.  These functions develop common processes and systems and provide resources for program execution to support the business units while reducing transaction costs.  


Sun Microsystems also recently reorganized from five separate business units or profit centers, to a matrixed process and functional organization with a shared services layer.  In the old model each business set their own R&D, marketing, manufacturing, sales, support and business strategies.  They were charged with making money and winning in their respective market or technology area.  This structure worked fine while the tech sector was rapidly expanding, but resulted in inefficiencies and redundancies.  Under the current model the CEO's executive staff serves as both process and functional leaders ensuring an appropriate balance of power.   By emphasizing the process axis Sun has been able to cut out much of the duplication of effort that previously existed reducing Selling, General, and Administrative (SG&A) expenses expenses by $1B from FY01 and significantly improving efficiency.  

DoD Should:

Drive Integration throughout its Organizations.  The key observation and recommendation for DoD centers around the value of integrating the organizational structures.  Stovepiped organizations lack lateral connectivity or coordination.  Matrixed organizations seek to achieve a balance where world-class process efficiency can marry up with the needs of the “customer.”  The challenge then becomes how to resolve the natural tension that exists between two or more axes in a matrix style organization for the greater good of the company.  It is important to design and implement a well-integrated organization structure with clear lines of authority, accountability and responsibility.  This will provide a unified sense of purpose that is vital to success in an environment where multiple bosses must be served simultaneously.  Given the current economic pressures, corporations are seeing a need for their organizations to be more aligned and integrated than ever before to wring out cost and inefficiencies.  DoD has the same needs and would benefit from a similar focus on integration.

Focus the Organization Structure on Core Competencies.    DoD should adopt some of corporate America's recent lessons regarding matrix organization by focusing the axes to really hone in on our core competencies.  A well-defined and integrated matrix allows the executive leadership team to focus the organization on a particular axis or on multiple axes without having to reorganize to meet each new priority.    As the corporate world is seeing, this can be a very powerful quality, especially when effecting transformational changes in a challenging economic environment.  With a matrix model it is especially important that every member has a very clear understanding of the organizations vision and strategy and specifically how their role or function fits into the big picture.  Common goals and wide spread communications are the key.  

Create an Effective DoD Shared Services Layer.  Many corporations are identifying shared or common services that can be delivered across the enterprise more efficiently and effectively than within individual lines of business.  This concept of shared services helps prevent confusion and enables a true focus on core competencies.  For the corporate world these services typically include HR, Finance, IT, Logistics, and Marketing.  DoD must do the same across the services to ensure warfighters are focused on the right things and not a specialized service that should be someone else’s core business.   Our current system of creating independent solutions, processes and systems to common problems is wasteful, inefficient and fails to take advantage of enterprise wide architectures and systems.  

Avoid Scale and Seam Limitations.  The corporate world is painfully discovering the adverse impact created when scale limits and seams are unwittingly built into their organizations and processes.  This is unfortunately a very familiar problem for businesses and one that also exists throughout DoD.  Corporate examples include organizations and systems created to support a limited number of products only to find that expansion becomes constrained by the very systems needed to support and grow the business. Some systems, processes and organizations don't scale down gracefully either and can create additional problems during transitions or challenging economic conditions.  The costs of incremental modifications to systems and organizational structures at this point are typically excessive and the results are often a disappointing compromise.


DoD must take a “reverse engineering” approach to avoid similar scale problems in its organizations and processes.  During the design phase, when an idea or process is still limited in size and scope, DoD needs to ask how much bigger it would have to become before seams or scale limits would cause a drastic change in approach or re-engineering of the organization or process in design.   Changes must be made early on to avoid building in these seam and scale limits.  

Create Incentives for Cooperative Behavior.  DoD needs to create incentives for the sharing of systems, processes, and information amongst its various Services and agencies.  The current organizational structures, reporting relationships and competition for resources between the Services do not foster an environment where the objective is to serve two bosses (Service and Joint for example) well.  While some amount of healthy competition amongst the Services and organizational structures of DoD fosters innovation and new ideas, better mechanisms to work together are needed.  Without proper incentives the current behavior should come as no surprise.   

Address the Issue of Shadow Groups.  There is a tendency in many organizations to develop “shadow” groups that duplicate the functions that should be performed by another part of the organization.  This occurs when an organization wants to accomplish something but can't get the resources or priority it needs to realize the project.   Shadow groups are a symptom of poor integration.  DoD needs to be aware of this issue and monitor to ensure shadow groups aren't forming and duplicating the old silo behaviors.

Sun is actually studying this issue to address its impact in terms of $ and headcount.  As previously mentioned Sun recently established a centralized IT organization that was formed by consolidating IT assets that previously reported into stovepiped business units.  The current organization is around 2100 people of which approximately 1500 are in the development area and another 600 or so are in the operations space.  Sun IT fits the shared service model we are discussing as a recommendation for DoD.


The problem at Sun as you can imagine is that almost everyone (down to the 

Administrative Assistants) has the talent and ability to develop and code systems, so if they don't feel their pet project is getting the attention they need they go off  and do it on their own.  In some cases they will even bring in contractors if they need a specific skill that they don't have already in house.  In the past there were even instances of purchasing hardware and software on their own.  Many of the projects typically involved building web sites and customizing reports, but there are also instances of stand-alone solutions to a particular problem.  These days the focus should be on content delivery to a portal-not on developing "one off" web sites, and we all know the downside of customization.


The potential impacts to the organization of such activities can be significant.

In the IT arena it can result in systems that are stand alone, difficult to maintain, unaccounted for in the overall architecture, etc.  The long-term costs can be very significant and don't foster the process excellence that is needed in today's economic climate.


The argument for "shadow" groups is typically that this is where the great innovation comes from.  There may be some measure of truth to this, but I would argue against the benefit of large-scale shadow groups going off and doing their own thing.  I don't have a problem with an organization having a small group of individuals that can brainstorm and demo ideas, but when it comes to developing systems and solutions I feel that the business case needs to be presented and then a decision made on where to prioritize the resources.


Sun's approach to this has been to create a Business Systems Council (BSC) that serves as a clearinghouse and prioritization mechanism for corporate IT projects.

Senior VPs from the Business Units and IT jointly meet to review the requirements of the business and determine where the IT resources will be spent.  The BSC decision making process actually controls the $ and headcount that will be dedicated to the projects.  A very small percentage of the resources are given directly to the business units for their discretionary use.  The BSC process is tied in very closely to Sun's core business processes that you heard about during the Company Day.  This helps with ensuring that process and system roadmaps are aligned and providing the support needed to streamline the way Sun does business.


Cost savings from terminating legacy systems and hardware and implementing enterprise wide systems that improve efficiency are really helping Sun's bottom line during these challenging times.  Costs are down and margins are up, the thought is that this will help position Sun when the market eventually turns around.  Irrespective of Sun's market performance, I think they have really hit on some good ideas about how to run an IT organization.


The BSC Process I described above is relatively new (I was involved in one of the Sigma projects that helped refine it's charter and operating procedures) and the issue of shadow groups at Sun still exists.  As Eric mentioned it is critical to have an empowered CIO.  Bill Howard at Sun has been empowered by Scott McNealy to make the call on all IT issues and is getting control of these shadow groups and the $$ they are spending as they are identified.


While IT is the prime example of a "Shadow" organization, the concept exists in other areas such as finance and HR.

An illustrative example of a matrix organization for DoD follows:


In many respects, the current organization of DoD is already a loose matrix, what the above model presents is a provision for a layer of shared services to provide discipline, efficiency and flexibility.  Some tenants for a matrixed DoD organization include:

· The Services reside on the primary horizontal axis and contain all of the personnel and management reporting structures, just as they do today except with fewer or no operational requirements.   Unified warfighting commands form the vertical axis.  By design, they are joint, with the members being permanently assigned in their services, but “working” in a Command (Industry).  

· Joint Task Forces are the natural product resulting from a Command responding to a requirement or mission.  Task Forces could be large or small, include one or all services or even agencies, and be for a short duration or an extended timeframe.  

· Operational budgets would primarily exist for Combatant Commands, prioritized based on needs for mission accomplishment. Budgets for the services and agencies would provide for personnel, maintenance, training, professional development, systems, and supplies.  Combatant Commands would roll the budgets up and send them to DoD on an integrated basis. There is a double check of sorts by having the horizontal elements tracking their costs and combining all vertical components they make contact with.  A common enterprise level financial system will facilitate this requirement for checks and balances.

Combatant “Commanders report primarily back to the Secretary of Defense and CJCS, but also dialogue continuously with service Secretary and Service Chiefs. 

Summary

Corporate America has demonstrated it's ability to capitalize on a wide range of efficiencies and rapidly change to meet the needs of a dynamically shifting economic environment through the use of modular open system organizations and by breaking down their stovepipes and integrating across all scales.  Many similar advantages are available to DoD in both an operational and business context.   Modular, more network centric, and dynamically formed forces will enable increased speed of operations, the ability to scale, and seamless integration into the overall common enterprise architecture of DoD.  Regardless of how DoD is organized, coordination and integration across the lines of demarcation is essential to ensure people are not working in vacuums and that they are gaining the associated efficiency and effectiveness across the entire enterprise.  It's time to break down the silos and create a structure that connects those with common concerns; a DoD layer of shared services is a great place to start.  

Process Improvement

Invest in Process Improvement
The Corporate world has recognized that automating inefficient processes with modern IT solutions is not the answer to reducing inefficiencies, improving effectiveness, or cutting costs.  The effort must be put in up front to define the objectives and design end-to-end processes and procedures that achieve the desired outcome efficiently and effectively. 


Sun has placed a 

ID of 5 core business processes

-Portfolio Management

-Product Lifecycle Management

-Suspect to Order

-Order to Collect

-Customer Problem Management

Measure what matters – turning knowledge into action (Knowing Doing Gap)

Business Systems Implementation – Big Rules

As part of establishing a Business Systems Council to .... Sun developed the following Big Rules to govern systems implementation


-Voice of the Customer drives delivery


-Prioritization Process is metrics based


-Balance Technical Solutions with Business Return (ROI Analysis)


-Migrate to Single Systems of Record


-Consolidate Applications, minimize number of platforms (Portal Consolidation 56 to 2, 
ERP ....


-Use Standards-Based Solutions (technical & process)


-Defined system and data owners


-Conform to a services-based architecture and technology standards


-Buy, not build the majority of software


-Use vanilla software to reduce complexity and increase flexibility

“

Simplicity breeds quality...complexity reduces quality” Scott McNealy

-Create global vanilla processes

-Deliver customizations through architecturally compliant solutions

-Use software-driven process definition (modify the process, not the software)

-Keep logical layers separate to ensure interoperability

-Support Open Systems FIRST by deploying vendor independent solutions

-Utilize consistent data structures and communication mechanisms

· Put the Right Tools in the Toolbox-Clearly evident in every meeting at Sun was fact based, data driven, decision making.  Performance metrics, dashboards, scorecards along with techniques such as Six Sigma, and Lean are practical tools that can be used to help leadership make informed decisions.  DoD should find practical ways to educate our people and put these tools into their personal toolboxes.  

Business Process Improvement

Lots of focus around core business processes and improvement.....

Sun Sigma

Tools

SIPOC Process Mapping is a tool that is used for clarifying who's

and what's affected by a product or service and the steps to

produce that product or service. The Who's are the Suppliers and 

Customers. The What's are the Input and Output, and Process/Product

steps. This tool can be used to clarify baseline or or "as is"

situations. It can be used to describe proposed solutions around

product or service improvement.

SWOT analysis  Strengths, weaknesses, opportunities , threats

CTQ  VOC

Process mapping,  30K foot and more detailed

Roadmaps

Time to market improvements

Minimize excess and obolete by streamlining the EOL  Process

EOperations Solutions

Supplier Portal

Dynamic Bidding

Demand Planning

Adv Mtls plng

Supplier co-planning

Direct Fulfillment

Demand replenishment

Automated demand signaling

Supplier scorecard

Secure web

EDI

XML

Impact Secure global access

Cut raw materi

Convert factories into configuration centers

Enterprise Standards, Architectures and Systems


During a year spent operating in seven of America’s leading companies, the Secretary of Defense Corporate Fellows observed how cutting edge business processes and technology are used to solve real world problems.  Our consensus is that the corporate world is still years ahead of DoD in its use of Information Technology (IT) and methodologies for architecting solutions.  From enterprise resource-planning systems to the power of the Internet the corporate world has rapidly harnessed this advancing technology and is using it to accelerate their businesses.  Enterprise Standards, Architectures and Systems are key areas where Corporate America is leveraging their IT investments and demonstrating great innovation and success in terms of process improvement.  DoD needs to aggressively pursue a similar effort or risk wasting precious resources and falling further behind.


As companies face the challenges of the current economic environment they are seeking to make even better use of their organization structure, business processes and information systems to increase efficiency, reduce cost and complexity, increase margins, and provide better access to consistent data and applications.  This year has perhaps been an even more valuable time to observe industry's actions than at the height of the dot com bubble because every dollar spent on Process Improvement and IT today must be justified by a significant and near term return on investment (ROI).  Each company participating in this year's Fellowship program viewed IT as a strategic resource to enhance the People, Process and Organizational issues which drive the success of their business.  The following quote from VADM Art Cebrowski best sums up the significance of Enterprise Standards, Architectures and Systems to DoD:

“If you are not interoperable, you are not on the net, not contributing, 

not benefiting and you are… not part of the information age.”

Interoperability cannot be achieved and maintained without standards, architectures and systems that span across the enterprise.  The corporate world has found there is no magic wand that can be waved to connect their IT systems and business processes and make them interoperable.  The Winchester Mystery House in San Jose offers an interesting analogy of what happens when a large complex project is undertaken without an architect, blueprints, or standards.  Employing 22 carpenters around the clock for 36 years – the house has countless staircases which lead nowhere; a blind chimney that stops short of the ceiling; closets that open to blank walls; and doors that open to steep drops.  Many of today's legacy software systems, both in DoD and the corporate world were constructed in much the same manner with similar results; there is a better way.   

Enterprise Architecture.  The concept of an Enterprise Architecture is considered an IT management best practice, but can also be applied to organizational and process issues in a context larger than IT.  An enterprise architecture ideally provides a clear and encompassing picture of the organization, missions, and functions that cut across the many components of a company.  The architecture typically includes “As Is” views of the enterprise’s current operational and technical environment as well as its “To Be” target environment and capital investment roadmaps for moving from the current to the target environment.  When properly managed an Enterprise Architecture helps clarify and optimize the interrelationships and interdependencies among an organization's business operations, IT infrastructure, and the supporting applications.  When combined with processes to control institutional IT investments, enterprise architectures can greatly increase the chances that an organization's operations and IT environment will be configured to optimize mission performance.  (DOD Business Systems Modernization, GAO-03-458 February 28 2003).

Enterprise Wide Systems.  World-class organizations recognizing the critical value of accurate shared data have implemented systems like Enterprise Resource Planning (ERP), Supply Chain Management (SCM), Customer Resource Management (CRM), messaging, employee/customer/supplier portals and on-line collaboration tools to tie their business together and eliminate costly, redundant and inefficient legacy systems. Sun Microsystems, as an example, replaced 40+ instances of multiple legacy transactional and supporting financial systems with one integrated global ERP.  This effort resulted in significant cost savings and cost avoidances.  The sources of savings included consolidation of servers and databases; reduction of maintenance and infrastructure costs; using one feed from an integrated ERP compared to the hundreds that existed with prior legacy transactional systems; cost avoidance by not having to do development and process integration on multiple systems (1 development platform for business and IT work vs 40+ instances of multiple legacy transactional and supporting systems); and approximately $7 Million in annual business operational savings from process efficiency and improved visibility/control gained with one integrated global ERP.

The payback from such efforts includes not only measurable improvements in bottom and top line functionality, but also more qualitative measures such as new business opportunities, improved partner and customer relations, and reduced “time to market”.  Use of Enterprise systems enable the implementation of new, improved business processes and helps streamline existing ones since changes only have to be made to a single integrated system instead of hundreds of separate ones.  A well architected and implemented enterprise system typically yields savings in software integration costs, allows for cross-functional operations, and facilitates e-commerce connections with key partners and customers.  As DoD strives towards Network Centric Operations it is easy to see where the organization could stand to capitalize from these benefits.

DoD's Track Record:


The Government Accounting Office's (GAO) experience with federal agencies show that major modernization efforts without a well-defined and enforceable enterprise architecture yields systems which are redundant, not interoperable, unnecessarily costly to maintain and interface, and do not optimize mission performance and accountability. (DOD Business Systems Modernization, GAO-03-458 February 28 2003)  A 17 May 2001 GAO report assessed that DoD lacked an enterprise architecture for Financial Management business operations and did not have the process controls and management structure in place to develop and implement one.  DoD planned to spend billions on new and modified business systems that would function independently from one another and outside context of an enterprise architecture.  The current structure includes over 1,700 disparate accounting, acquisition, finance, logistics, and personnel systems to support operations and management decision making, with an annual operations and maintenance cost of $18 B.   In GAO's opinion, DoD’s serious financial management and related business systems problems are attributed to a lack of of coherent information needed to make sound decisions with potential impact ranging from inefficient operations to doors left open for fraud, waste, and abuse.  (Information Technology Needed to Guide Modernization of DOD's Financial Operations, GAO-02-525 17 May 2001)


A GAO report from June 2002 goes on to show that DoD continues to allow its component organizations to make independent investment decisions, using different methodology and criteria.  The report states that deeply embedded cultural resistance to change, specifically military service parochialism, stovepiped operations, and an aversion to more unified decision-making process puts development and implementation of a successful enterprise architecture at substantial risk.  DoD's lack of results-oriented goals, performance measures, and inadequate incentives for seeking change were also cited as significant factors.  (DOD Financial Management: Important Steps Underway But Reform Will Require a Long-term commitment, GAO-020784T June 4 2002) 

DoD is well aware of it's past track record and the Secretary of Defense has specifically identified improving financial management operations as one of his top ten priorities.  An ambitious one year plan was recently initiated to develop a department wide enterprise architecture to guide and constrain its business systems modernization.  DoD is capturing key data from the “As Is” architecture of over 1,700 business systems, and the DoD Comptroller is now the review and approval authority for IT investments that meet a certain criteria.  Various enterprise wide systems are also being investigated and pursued.  While GAO acknowledges that DoD is doing the right thing they expressed concern over whether they are doing it the right way.    (DOD Business Systems Modernization, GAO-03-458 February 28 2003).  While financial management is an obvious priority, DoD's efforts to date appear to be too financially oriented and need to take a more holistic view to leverage the benefits that an enterprise wide approach can provide.  

DoD Should:

Focus on end-to-end system architectures-Given DoD’s requirement for seamless interoperability across the full spectrum of operations, communications, planning, finance and acquisition an enterprise-level (i.e. whole DoD) approach must be taken from the outset.  DoD software development, implementation, testing, and life cycle maintenance is becoming increasingly complex for both tactical and administrative systems in much the same way that the corporate world has seen for their business systems.  The most successful approaches to this problem are those that ensure the effort in put in up front to develop end-to-end architectures built on open standards for all systems and processes.   This is not just a matter of adopting commercial off the shelf (COTS) solutions.  DoD processes and systems must be horizontally integrated so they plug into common architecture, interact, and share data with each other.     

Implement Governance and Processes to Prioritize and Oversee Investments- To develop, implement and enforce architectural and standards compliance DoD must establish an IT Governance organization and a system of effective processes and controls.  A strong DoD Governance structure is needed to demonstrate senior leadership supports ownership and accountability for the architecture.  Strong governance would also help quell the inordinate drive of the services to customize every new idea or to change direction with each new rotation of personnel.  Faced with similar challenges, Sun Microsystems established a Business Systems Council made up of the company's senior executives to identify requirements across the business units, prioritize, develop integrated roadmaps, and monitor the fielding of systems.  It should be emphasized that the decisions are being made by the business (Line) and not the IT organization (Staff).  


The requirement for a DoD IT Governance body emphasizes the need to eliminate redundant IT infrastructure among the different branches and view IT as a DoD shared service.  This shared service must also have control of the budget resources in order to ensure investments are consistent with enterprise architecture development effort, take advantage of increased leverage and buying power, and comply with proven investment management practices.  

Adopt Industry Accepted Open Standards-One of the biggest challenges companies face when it comes to their information systems is being locked into proprietary solutions that lack the ability to interface with other systems and applications without complex customization.  Open standards are one of the most critical aspects of IT, because choices made now should not preclude making a different choice a year or two or more down the road.   Open standards bodies come up with agreed-upon conventions enabling different programs to work together, along with some means to ensure that they actually do--a process, experimentation or set of tests.  With open standards, companies can pick and choose among competing vendors and not be locked in to any one of them. DoD should fully participate in IT Open Standard organizations and require all IT acquisitions comply with these conventions to ensure future flexibility. 

Implement Enterprise Wide Application Solutions- There are many areas where DoD could reap immediate benefits from implementing solutions across the entire enterprise.  These applications should be delivered as web services to a common DoD portal environment.  The applications should be simple and easy to use and facilitate a self-service view allowing end users to access information directly with far fewer support personnel than we have in the organization today.  DoD's processes need to be mapped to the commercially available systems without customizing.  Customization results in all the negative qualities of stovepiped systems addressed above.  DoD must also be forward looking with respect to Enterprise Systems by thinking about what data and functionality will be needed down the road as we transform the force.  Examples include:

Financial Management – DoD has already identified the need to have an integrated finance and accounting system and is pursuing the development of a Financial Management Enterprise Architecture and Modernization Program.  The ability to produce auditable financial statements and consistent measures of performance is absolutely essential to DoD's fiscal reform efforts.    As addressed earlier, minimizing the number of financial reporting systems produces more credible and accurate information and is a significant priority for DoD.    Enterprise Resource Planning Financial systems are the corporate world's favored method to consolidate and reduce such systems.   Many companies have been able to use their ERP system to implement a single ledger world-wide populated with data direct from its source, in near real time, untouched by management.  Right now DoD has too many versions of what is the truth, a DoD Financial ERP system would create a single version of the truth because everyone would be accessing the same data.  The scope and capability of ERP Financial systems are evolving beyond traditional transaction processing and are now able to deliver real time performance metrics and analysis directly to the CEO/CFO desktops.  With such consistent and validated information DoD will be able to get a much better handle on it's fiscal performance, identify areas requiring improvement and earmark resources for the continued transformation of DoD.

Supply Chain/Logistics Management.  DoD should implement an enterprise wide logistics systems that facilitates contracting, acquisition, and intra-service visibility of munitions, spare parts, combat materials, etc. throughout the entire supply chain.  The Joint Staff and Services currently use legacy systems in their day-to-day operations, many of which were designed and adapted to specific processes.  Many recently purchased COTS systems were later customized to fit established processes.  Despite an emphasis on joint warfare, interoperability, and a wide range of compatible equipment the Services continue to fund unique technology solutions to common problems.  Supply Chain Management (SCM) systems such as those implemented at Southern Company offer better visibility into inventory systems and support for new business processes such as supplier managed inventory, multi-site logistics, and new budgeting/acquisition processes.   Supplier registration databases, Portals and dynamic online bidding for contracts are additional areas where corporations are leveraging their enterprise systems and architecture to improve business processes and reduce costs.

One Common Human Resources Management System (HRMS) .  Each service and agency currently has their own HR system (or several systems) despite the fact that each has the same basic information and procedural needs.  As we emphasize joint operations and warfighting the need to share personnel information across DoD is increasing.  Each of the companies participating in the SDCFP had implemented some version of an HR ERP system and all commented that the systems were very powerful and used extensively.  This should be one of the areas where an enterprise system could gain some quick wins for DoD.  A DoD Human Resources ERP could standardize the following across the services:

· Personnel Records Management


· Common Evaluation (mentoring/counseling) System

· Pay

· Benefits (medical, dental, leave, retirement, insurance, etc.)

· Self-service HR (to access/customize benefits and obtain information)

· Personnel Assignment Process(billet lists, orders generation, etc.)

· Travel planning and payment system (TDY and PCS )

· Promotion/Advancement

· Training/Skills

· Identity – DoD CAC Card

Other important features include the ability to deliver key HR information to leaders desktops including retention, attrition, promotion/advancement, skill gap analysis, headcount and cost analysis.  Self-service applications provide leaders with access to reports, performance indicators, and view information on their personnel. 

Messaging-The emphasis that must be placed on communications during periods of change and transformation should not be underestimated, yet in many ways DoD is failing to take advantage of the rapid technological advancements in this area.  Messaging includes e-mail, instant messaging, voice mail, voice over IP, fax and a range of media and collaboration tools.  These various means of communicating should be interoperable and must be simple and secure.  By adopting industry accepted open standard architecture, heterogeneous systems can be adopted and still communicate with one another.  A single identity system for all of DoD would greatly facilitate and improve the organizations ability to utilize new tools to connect and communicate.  As this technology rapidly advances, DoD needs to ensure it is included in it's Enterprise approach. 

Enable Mobility & Security - Maximize Benefits of DoD Common Access Card (CAC)-Many people immediately associate wireless communications with mobility, but it is that and a great deal more.  There are mobile workers as well as mobile devices (wireline and wireless).  Enabling the mobility, while simultaneously enhancing the productivity, of their workforce is one of the ways corporate America is leveraging technology across the enterprise.  In the global marketplace knowledge workers that have the ability to access secure, monitored, backed-up, professionally maintained data from anywhere at any time on any device have the competitive advantage.  As DoD emphasizes network centric warfare the same needs apply.  By the very nature of our business, members of the armed services are highly mobile.  Deployments, temporary duty travel, and frequent permanent change of station moves are some of the examples of the mobility of our workforce.  Service members should be able to securely access their data wherever they are, not just their e-mail.  When members deploy or change stations their data should go with them seamlessly.  There are many technologies available today to facilitate this access. 


DoD has the makings of a highly successful enterprise wide system with it’s DoD CAC card, but while almost 2.5 Million cards have been issued to date, very few of the capabilities are currently being leveraged.    The DoD CAC Card can be implemented as a means for users to be identified, authenticated and granted authorization to their data and applications.  It can also serve as the member’s digital identity and signature through PKI certification and be used to control physical access including tracking of who is on board a base, inside a building such as the Pentagon, onboard a ship or aircraft.  We talk a lot about security in the DoD and have a wide range of programs in place to ensure our national security, but what we lack is a way to integrate these many separate systems and create a linkage between physical and cyber security.    

Get Control of and Consolidate IT Resources-As companies got on the IT bandwagon during the 80's and 90's there was a flurry of expansion of hardware, applications, and IT personnel, often inserted into vertical lines of business (LOB) and duplicated between adjacent LOB’s, with a resultant increase in costs.  Many companies refer to their current situation as IT sprawl and accretion.  Companies are finding that much of their hardware is underutilized (15 percent utilization for the average server); their applications don't scale, are difficult to integrate, have been excessively customized, and lack a common data source; and the people are spending the vast majority of their time and budget resources to maintain these aging legacy systems.  Leading corporate IT organizations have realized the high cost and complexity issues of such architectures and are aggressively looking for ways to consolidate and End of Life (EOL) legacy systems as an IT Best Practice.  


One interesting consolidation model observed this year was Thin Client technology.  A company participating in the Fellowship program replaced all of their desktop computers with small desktop appliances that connect up to a server.  The server hosts all of a user’s information and can be universally accessed around the globe using a Java card which is the exact same technology as the DoD Common Access Card.  Instead of changing out all of the client desktop computers every 2-3 at great expense, the servers could be simply updated.  This architecture would offer DoD members unparalleled mobility to access their data and dramatically increase security.  As DoD adopts a shared services model across the services it must look for similar opportunities to streamline operations, reduce costs, and outsource non-core IT functions.  Many companies have realized that as critical as their information systems are to their business, they don't need to run all aspects themselves to leverage their benefits.  Common areas ripe for outsourcing include network and data center management.  

Implement a Common DoD Wide Portal-DoD is lagging behind the corporate world in the use of portal technology.  Portals enable the secure delivery of the right content or service to the right person or system at the right time.  When properly implemented they reduce costs and improve operational efficiency over existing isolated web pages and web based applications.  One company participating in this year's Fellowship replaced 56 different portals with a common infrastructure and 2 instances of the portal (one internal and one external for increased security) and reduced annual operating costs by $3.5 M. Additional benefits include maximizing content and application re-use, single user registry and sign-on (instead of separate sign-on and password for each application),  common architecture for internal and external services, and reduced integration costs.  DoD doesn't need each service to have it's own portals and web pages, instead there should be a common DoD portal architecture.  In place of the thousands of sites that exist today there should be an UNCLAS Portal, a SIPRNET Portal and an outwardly facing public portal.  Content would then be delivered to the portal depending on the needs, rights and access of the member.  Users would be able to access their information and applications through the portal using any browser enabled device.  

Implementation Strategy-A big bang approach to implementing enterprise wide systems is not going to work for DoD due to the size, complexity and cultural issues, at the same time the pitfalls of analysis paralysis must be avoided.  DoD should aggressively pursue a series of scaled /phased implementations that seek to identify and eliminate duplicative back-office systems and reporting requirements with integrated enterprise wide systems.    Where needed to prove feasibility, prototyping should be employed, but this should not be necessary in every instance.  System scalability is a critical feature for an organization as large and complex as DoD.  It will likely be one of the largest enterprise-level architecture of its kind and should be expected to take more time to fully implement.  DoD needs to aggressively pursue this implementation, but must also be mindful to avoid a schedule driven strategy that bypasses or skips keys to success such as architectural and project compliance reviews.  Communication of the architecture and program management plan is vital to the organization’s change acceptance.  

Summary:  Enterprise Architectures, Standards and Systems represent an industry best practice for implementing, fielding and sustaining systems that provide consistent and reliable data.  DoD should take advantage of corporate America’s experience in this area by adopting open standards, developing end-to-end architectures and ensuring IT investments comply with and are integrated into the architecture.  Integrated enterprise solutions present a clear common picture and help enable better decision-making.

People

Change Management

"Our plans miscarry because they have no aim. When a man does not know what harbor he is aiming for, no wind is the right wind."

                                                                             Seneca the Younger 


One very striking observation from our corporate experiences was the degree of commitment to change management.  Corporate America has recognized that the pace and turbulence of the economic environment has created a climate of constant change.  There is no more “business as usual”.    Corporations have come to realize that their very survival is dependent on their ability to rapidly flex and adapt to meet changing demands and economic conditions.  Change management is as essential to DoD’s transformation as it is to the corporate world.  Corporations have discovered that when they go to solve a problem or implement a new initiative, a good quality solution that is widely accepted throughout the organization will have more endurance than a higher quality solution that is not accepted.  Change management is an area where DoD should look closely at industry’s lessons learned and adapt best practices to meet DoD’s needs.


Sun’s Change Acceptance model looks at the effectiveness of a solution as a function of its quality and acceptance.  The quality piece focuses on the technical aspects of the solution and asks the questions: Does this decision make sense? Is this the best idea?  The acceptance piece focuses on the people side of the solution.  Factors include buy-in, involvement, communication, and longevity. This aspect involves changing people’s attitudes and behaviors and is the focus of Sun’s Change Effectiveness program.


A recognized aspect of Sun’s culture is their tendency to put more emphasis on the quality part of a solution. However, the research into this field and trends indicate a greater return on investment by increasing the acceptance of a good solution than by trying to architect a perfect quality one.  An interesting benefit of working on the acceptance piece is that it often leads employees to come up with a higher quality solution.


To improve the way Sun manages change they have implemented a highly effective Change Effectiveness program and provided a host of training and tools to their employees.  This effort has the strong support of senior management and is a living and effective program that is making a big difference in day-to-day operations.  The Sun CAP model forms the basis for this program. Each of the sections of the model represents different areas of focus, which work together to drive change acceptance.  The elements of the program are mobilized commitment, focused leadership, compelling business need, shared future state, map the transition, engage support and resistance, integrate the change, and assess and adjust.  
  These elements will be briefly discussed below. 


Mobilized commitment recognizes that people are at the heart of any change effort. The goal here is to get the individual effort of the employees mobilized and committed towards the change.  All of the other elements in the model link to and drive towards mobilized commitment.  Focused leadership represents the key and influential role that leaders play in focusing and motivating commitment for change throughout the organization.   An organization’s leadership must be highly visible and vocal about the change and put in the time, attention, and resources to make it happen.  The change needs to be the result of a compelling business need (typically a response to a threat or a move towards an opportunity).  So much of change management hinges on effective communications and the business need is no different, this need must be very clearly communicated in order to motivate the entire organization towards the change.


The shared future state is a clear image of what the change will look like once it is implemented.  If employees can understand what the change will mean and what they will be doing differently, it can be a powerful motivator.  Map the transition refers to checking the status of a change by charting the progress, making any necessary course changes, and planning next steps as necessary.  Another interesting observation and tenet of this program is actively seeking out those who resist or oppose the change and leveraging the support of those who support it to receive feedback from as many critical and important sources as possible. Practice at Sun has shown that this element of engage support and resistance improves both the acceptance and the quality of the change.  Institutionalizing the change into the culture, or as Sun like to say into it’s DNA, is a critical part of the process if the change is to have any hope of making a lasting impact on the organization. Since the world is not static and change is virtually continuous there is a tremendous need to assess and adjust throughout the process.  


The principles of change management are essential to successfully implementing and institutionalizing DoD's transformation efforts.  Transforming DoD is no small effort, but there is a saying that goes "Large-scale change occurs when a lot of people change just a little."  DoD should ensure that its transformation efforts are accompanied by an equally strong change management effort to ensure that the progress made becomes part of our “DNA”.

Human Relations:

Inverting the Human Relations Pyramid-The corporate trend in Human Relations is to spend more time on organizational effectiveness and less time on the traditional transaction type work associated with pay, services, and benefits.  The quality of service remains high, but the level of effort has been reduced because the processes are more efficient and are supported by modern tools.  A similar focus in DoD would help with our efforts to attract and retain top quality people. 

Corporate America and the modern day CEO has a new and expanded expectation of HR: to include:

· Knowledge Management

· Workforce Planning

· Strategic consulting

· Management decision support

· Continuous change management

· Vision and values alignment

· Leadership transformation

· Key talent retention

· Employee engagement

· Mergers and Acquisition selection

Inverting the pyramid.  

Increase the time spent on organization effectiveness

Make tools and processes easy to use (self service HR by Web and by phone reduce the need for local HR specialists.

Decrease HR time spent on basic processes.  These basic processes are the “Transactional” type work often associated with pay, services, and benefits.  The idea is to increase the productivity of employees by empowering them to access tools and info needed to do their jobs

Further centralize HR delivery through Shared Service Centers (Sun Dial)

HR Technical systems – Employee Portal

Enhance effectiveness of workgroups


Enhance management skills


Provide mangers with easy access to info for better work decisions


Standardize, simplify and globalize tools and processes 


DoD Should definitely make an effort to standardize HR tools between services


Personnel Records, Orders, Evaluations.....

Management dashboards

New focus areas  “Strategic” Work Organization competitiveness

Change management

Workforce planning/global effectiveness

Enhancing leadership skills

  Leadership: Sun has a series of Leadership Development programs ...... Leadership Council, Leadership Institute  High Potential Execs ,  Training / Study, Projects......, Leadership Conferences ....,   Executive Portal, Manager's Web


Leadership Profile  



Teamwork Develop - Effective Partnerships



Leading Change - Create the Future



Organization Building – Build a Strong Organization 



Business Sense – Create Profit



Execution – Do it Well



Decision making – Get it Right 

  Communications

  Cutting Edge IT

Technology and IT

  Technology 

Technology is an enabler and not an answer.  It is the organizations, processes, and people that make the difference.  That said I would be remiss having spent a year in heart of Silicon Valley not to address some of the cutting edge technologies, which are enhancing the corporate world's processes and performance.  DoD should: 

· Implement enterprise wide architectures and systems 

· Adopt and enforce industry accepted Open Standards

· Develop and implement a common DoD portal architecture focused on knowledge management and content delivery 

· Web enable all applications, tools, and processes and deliver them to the portal

· Take full advantage of DoD Common Access Card capabilities, including public key encryption (PKI) to vastly enhance digital Mobility with Security for DoD personnel. 

· Run a series of pilots to replace desktop computers with Thin Client technology

· Outsource non-core IT functions

Consolidate applications and servers

. 

Technology as an Enabler

Thin Client


Smart Card


Portal


Flex Office 


Mobility


Security


Human Relations


Self-Service HR

Mandate IT as a DoD Shared Service-Many leading corporations have consolidated their IT support into a shared service that is provided across their organization.  The advantages include consistency of standards and architecture, better control of resources, increased leverage and buying power, and improved access to consistent information across the enterprise. Powerful examples where corporate America has demonstrated success include Enterprise Resource Planning Systems, Customer Relationship Management, Supply Chain Management, Corporate E-mail, instant messaging, employee/customer/supplier portals and on-line collaboration tools.   

After observing the way the corporate world approaches IT across large scale enterprises, there is absolutely no reason why each military service should have their own customized IT infrastructure. DoD is wasting precious personnel, time, and budget resources to develop independent stovepiped solutions to common business and operational problems.  Corporations have achieved this integration through mandates from visionary CEO's who have taken a page out of our playbook they “Ordered” it to be done-this is a case where DoD should do the same.

Adopt Open Standards-One of the biggest challenges companies face when it comes to their information systems is the issue of being locked into proprietary solutions that lack the ability to interface with other systems and applications with out complex customization.  Open standards are the most critical aspect to IT, because choices made today should not preclude making a different choice tomorrow.   Open standards bodies come up with agreed-upon conventions to enable different programs to work together, along with some means to ensure that they actually do--a process or set of tests.  With open standards, companies can pick and choose among competing vendors and not be locked in to any one of them.  DoD should fully participate in IT Open Standard organizations and require all IT acquisitions comply with these conventions to ensure future flexibility.    

Focus on end-to-end system architectures-Software development, implementation, testing, and life cycle maintenance is becoming increasingly complex for both our tactical and administrative systems.  The corporate world is seeing the same effect for their business systems.  The most successful approaches are those that ensure the effort in put in up front to develop end to end architectures built on open standards for all systems and processes.    DoD must take this approach from the outset to ensure interoperability .......  (PJ Anything to add here...)

Get Control of and Consolidate IT Resources-As companies got on the IT bandwagon during the 80's and 90's there was a flurry of expansion of hardware, applications, and IT personnel with a corresponding increases in costs in terms of time and resources.  Many companies refer to their current situation as IT sprawl and accretion.  Companies are finding that much of the hardware they have is underutilized; their applications don't scale, are difficult to integrate, have been excessively customized, and lack a common data source; and the people are spending the vast majority of their time and budget resources to maintain these aging legacy systems.  Leading corporate IT organizations have realized the high cost and complexity issues of such architectures and are aggressively looking for ways to consolidate and EOL legacy systems.  As DoD adopts a shared services model across the services it must look for similar opportunities to streamline operations and reduce costs..

Maximize Benefits of DoD Common Access Card (CAC)-DoD should speed the implementation and take full advantage of the capabilities offered by the Common Access Card.  One of the companies participating in the Fellowship program this year replaced all of their desktop computers with small desktop appliances that connect up to a server.  As a stateless device it doesn't have CPU, memory, fan, or hard drive.  The device instead connects to a server that hosts all of a users information and can be universally accessed around the globe using a Java card which is the exact same technology that the DoD CAC card utilzes.  With desktop computers becoming obsolete every 2-3 years and large portions of the IT budget going to upgrade or replace them the potential savings is significant.  Instead of changing out all of the client desktop computers the server can simply be updated.  This type of architecture would offer DoD  members unparalleled mobility to access their data and dramatically increase security.

The DoD CAC Card can also be implemented to serve as the members digital signature through PKI certification...  

Implement a Universal DoD Portal-DoD is lagging behind the corporate world in the use of portal technology.  Portals enable delivery of the right content or service to the right person or system at the right time securely.  When properly implemented they reduce costs and improve operational efficiency over existing isolated web pages and web based applications.  One company participating in this year's Fellowship replaced 56 different portals with a common infrastructure and 2 instances of the portal (one internal and one external for increased security).  This resulted in reduced operating costs and increased leverage through integrated web, portal, and user management systems.  Additional benefits include maximizing content and application re-use,  single user registry and sign-on (instead of separate sign-on and password for each application), Re-usable shared components, common architecture for internal and external services, and reduced integration costs.

DoD doesn't need each service to have it's own portals and web pages, instead there should be a common DoD portal architecture.  Instead of the thousands of sites that exist today there should be an UNCLAS Portal, a SIPRNET Portal and an outwardly facing public portal.  Content would then be delivered to the portal depending on the needs, rights and access of the member.  Access to this information could be obtained through any browser enable device.  All applications should be web enabled and delivered via the portal.   

Outsource Non-Core IT Functions-Many companies have realized that as critical as their information systems are to their business, they don't need to run all aspects of these operations themselves to leverage their benefits.  Common areas ripe for outsourcing include network and data center management.  

Make a concentrated investment in R&D-Several of the companies participating in this years Fellowship program were involved in businesses where the innovation of new products and services was considered critical to future success of the company.  These companies made significant commitments to fund Research and Development recognizing it as the lifeblood of their organization.  Pfizer, Boeing and Sun each invested a larger percentage of their annual revenue to develop their next big thing...

DoD needs to recognize its role in furthering the capabilities of network centric warfare......  

Iwork-During my year spent in the corporate world I participated in a very unique and innovative program created by Sun and referred to as iWork or “individual” work.  During the year I didn’t have a permanently assigned office or computer.  It was also a year spent without any proprietary software systems.  I became a Flex Worker like the vast majority of Sun employees.  Being a Flex Worker is akin to being a nomad, but at Sun I felt like a very technically enabled nomad.  iWork is actually several programs that work together to support the mobility and dispersed nature of Sun employees. iWork provides employees with choice and flexibility around when and where to work. At the same time, it enables Sun to optimize use of its space and technology resources. This translates into huge benefits for the entire company. 

iWork technology lets you work from anywhere. There are several different ways employees can connect to Sun's network. Employees select the suite of tools that gives them the best performance from a specific location. Everything is web based, so if an employee can access their email and utilities from any browser enabled device. 

From Associated Press – Rachel Konrad 

Scott McNealy, Sun's chairman and chief executive, wants all 35,000 Sun employees to be

prepared to abandon permanent desks in favor of flexible work stations and telecommuting. Proponents of the idea say it is prototype of how millions of Americans will work within a decade.

McNealy has long believed that companies could boost productivity and slash costs by eliminating regular desktop computers and giving workers access to centralized machines.

In the past year, he has become a downright zealot, preaching the benefits of Sun's

"iWork" program at industry conferences and pitching clients on the virtues of the gadgets and software Sun has developed to connect its employees. He's transformed Sun into the most extreme example yet of workplace flexibility.

"Mobility is already a fact of life," McNealy wrote on Sun's Web site. "We're simply

responding to the current reality."

Although critics, including some Sun employees, blast iWork as a morale-sapping gamble, the increased availability of high-speed Internet access at home has made telecommuting easier than ever. Almost 32 million people telecommuted full- or part-time in 2002, an increase of 2 million from 2000, according to research firm Cahners InStat/MicroDesign Resources.

Numerous banks, government agencies, universities and companies have purchased Sun's "work force mobility" technology.

AOL Time Warner recently bought Sun's technology for a call center. Several public

universities in Canada have iWork-like programs for professors and other mobile employees. Kodak, British Petroleum and Citibank have studied iWork and are considering it for some workers.

IWork is based on the idea that few employees need file cabinets or bookshelves to store

data that can reside on central computers, or servers. With secure access to servers, workers don't need fragile laptops, desktop computers or even conventional desks.

Sun gives workers microchip-embedded smart cards and has installed computer monitors and card readers at thousands of workstations, even in the company cafeteria in Menlo Park.

IWorkers check e-mail and work with documents wherever they can find an access point – at home, 93 flexible offices and nine "drop-in centers" in urban areas around the country.

Desks are reserved online on a first-come basis, and the phone system forwards calls to

any location. The first 85 people who reserve seats in a San Francisco center, for instance, can avoid the 45-mile haul to Sun's Santa Clara headquarters.

Sun began pushing flexible work stations in the mid-1990s, when executives determined 35 percent of employees were telecommuting, visiting clients, on vacation or otherwise not using their desks at high-rent campuses in Santa Clara, Palo Alto and Menlo Park.

The company has spent $3 million per year since 1997 to convert 93 offices, eliminating

7,400 conventional desks.

Sun expanded iWork after the 2001 terrorist attacks, when many companies crafted emergency response plans to reduce reliance on a single building. More recently, employees in Asia moved to drop-in centers or worked from home to avoid SARS-infested high-rises.

Sun estimates it saved $50 million last year and ultimately could see annual cost savings

of $140 million.

But iWork doesn't work for everyone, notably factory employees or product testers who have to toil in the same place each day.

And although employees enjoy the flexibility to work from home when kids are sick, several engineers said they missed the spontaneous brainstorms and "nerd bonding" over lunch or informal meetings.

Employees must request cubicles two days in advance and clear out when they leave.

Forgotten umbrellas, briefcases and paperwork are often stolen or thrown away. The austerity of some of the beige, windowless offices - bereft of plants, photos or personal touches - would make Dilbert shudder.

One worker also groused about carting documents, purses and other gear in an

airplane-style suitcase with rollers. Lockers assigned by Sun are often in buildings far from where employees find themselves any given day.

Human relations experts worry pushing iWork too far could erode interoffice relationships and further dent morale. Sun's stock is about $4 per share, far from its all-time high of $64.66 in September 2000, and the company has announced it would slash 11 percent of its work force, or 4,400 people, by mid 2003.

"Humans were designed to communicate and be affectionate and break bread together," said David I.  Levine, a professor of organizational behavior at University of California, Berkeley.

"It's going to take a long time to figure out how to break bread over the Internet."

Scale, security, predictability and efficiency dominate operational concers for tech outlook

-not about maintaining apps on 10,000’s of desktops, about delivering service level by marshalling 1000’s of servers & stores

 Efforts placed in several different areas

-Run-the-business


-keep the business running, regulatory, safety, contractural issues


-ensure adequate/expected applications performance


-Upgrades to operating environment

Grow the business


-Enhance to existing applications /processes


-Projects to increase revenue and protect revenue


-Projects to significantly reduce costs

Transform the business


Break through process change


Disruptive technologies


New market development
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