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Since the enactment of the Clinger-Cohen Act of 1996, the Department of Defense and its subordinate military services have each taken measured steps forward in establishing the roles, responsibilities and credibility of the Chief Information Officer.  In December, 2000 the Department of Defense published the Model CIO Study with an intent to provide the services with a composite model for the ideal CIO organization.  Today, service-level CIO’s are considered strategic members of their services, providing clear and focused leadership regarding the use and procurement of information technology.  The role and functioning of CIO’s may represent a practical example of how DoD is progressing in its march toward Transformation.  Additionally, the position of CIO within the military services may provide a useful example of how DoD is modeling private industry’s “best practices”.  In response to a conversation with Dr. Linton Wells, OSD’s Assistant Secretary of Defense and CIO, this paper will discuss the current role and strategic responsibilities outlined by the DoD CIO and provide insight from selected private industry partners based on experiences in the Secretary of Defense Corporate Fellowship Program (SEC DEF Corporate Fellows Program).  As a Secretary of Defense Corporate Fellow, the author will have access to seven corporations along with their CIO representatives as well as those from OSD and selected military services.  An expected outcome of this research will be to answer to the question of what can DoD learn from private industry in order to better accomplish the OSD CIO’s mission of:  “Lead the Information Age transformation of the Department of Defense by building the foundation for network-centric operations through policies, program oversight, resource allocation, and the provision of value-added support.”
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PREFACE
The Secretary of Defense Corporate Fellows Program (SDCFP) was created in 1995 by then Secretary of Defense, Dr. William Perry to expose selected military officers from the four services to the culture and environment of leading companies with reputations for innovation, creativity, and operational excellence.  The current Secretary of Defense, Donald Rumsfeld, has continued the program and made it part of DOD’s strategy to achieve its transformational goals.  Through this program, two senior officers from each service with highly successful operational command and staff backgrounds are provided a unique opportunity to immerse in the business world while fulfilling senior developmental education in-residence requirements.  The program’s intent is to allow officers to spend a year outside their traditional career path examining how the revolution in information and advanced technologies have caused the business world to reshape its organizational structures and business management practices to drive innovation, growth, and productivity.
 

Before arriving at their corporate assignments, the fellows received a month of training to acquaint them with the strategic issues and challenges facing DOD.  The training includes lectures by subject matter experts on current political and military issues and leading edge technologies; meeting with senior DOD officials, business executives, members of Congress, the media, and former SECDEF Corporate Fellows; and graduate  executive education through the University of Virginia’s Darden Graduate School of Business Administration.  During the year, the fellows update senior leaders in OSD and the Services on relevant observations and recommendations.   At the conclusion of the assignment, each officer provided a formal briefing to the Secretary, Deputy Secretary, Service Secretaries and Chiefs, as well as other senior officials.

Corporate Fellows have been assigned to many diverse and innovative companies over the life of the program.  With their experiences at leading edge companies, SECDEF fellows learn about today’s corporate realities, such as change management, adaptive and collaborative structures, knowledge management, and how to leverage new technologies and human capital.  


The majority of the research represents readings, briefings and observations while serving in one of the companies and while visiting the other program participants.  This paper intends to provide some principles and/or examples of private industry’s approach to leveraging information technology.  Perhaps most enlightening is the personal observation that DoD and the military services CIO organizations already demonstrate a clear commitment to capturing ideas and in partnering with private industry in order to push “Power to the Edge!”

tHE MILITARY CIO: WHAT CAN DOD LEARN FROM PRIVATE INDUSTRY?
BACKGROUND:


Today’s information and communication revolution continues at an unparalleled pace and requires an increasingly global perspective for both the Department of Defense (DoD) and America’s private industries.  While dissimilar in form and function with the corporations of America, the DoD is increasingly expected to adapt itself to the principles and management models of the private sector.  This expectation is especially relevant in the disciplines related to information technology and information management and particularly to the role of the Chief Information Officer (CIO).  As such, the military service-level CIO’s should continue to  pursue opportunities to interact with and partner with their counterparts from private industry in order to deliver more productivity, security and intelligence to their customers…America’s fighting men and women.

In 1996, The Information Technology Management Reform Act (ITRMA) established the position of Chief Information Officer among the federal departments.  Also known as the Clinger-Cohen Act (CCA), the legislation required that the CIO shall be responsible for developing, maintaining, and facilitating the implementation of a sound and integrated information technology architecture for the executive agency
.  This legislation was the culmination of several legislative activities designed to accommodate the massive changes occurring in the management of information resources and acquisition of technology.  Although the ITRMA was primarily focused on IT acquisition and resource management, the act responded to three prevailing issues in the late 1990s.  First, there were clear inefficiencies in how the federal government (and DoD) acquired and managed IT.  Second, the private sector CIO was growing in stature among their respective corporate leadership teams.  Third, the establishment of the CFO position in 1990 was considered a major success in providing executive oversight and corporate governance for an equally critical function.   

Today, the role of the CIO is far more complex and comprehensive than the role envisioned by the ITRMA.  The revolution in information technology is completely disrupting traditional organizational forms where the leader and led are bound by organizational and functional structures.  Networked individuals, communities of interests, and even terrorists now wield incredible power and agility and with ever-hastening speed.  Organizations, too, are flatter and less vertically aligned.  Networked information, combined with powerful applications and effective governance, combine to enhance processes and reduce bureaucracy.  Networked organizations rely much more heavily on sophisticated communications in order to capitalize on the collaborative capabilities of today’s technical applications.  Likewise, workers (read service members) are more skillful in using information and more closely available to all levels of decision making and accountability.  Additionally, people demand much greater richness of information and place increasing demands on the CIO organization to deliver individual productivity enhancements while improving the effectiveness of the organization’s operations.  The CIO cannot simply buy more technical solutions to placate the organizational or workforce demands; rather, the CIO must be a thought leader, change agent and executive decision maker who understands the bottom line (or mission) and is fully synchronized with the respective organizational leader.  


In the military services, the position of CIO became ever more critical during the aftermath of September 11th, 2001.  Today’s asymmetric warfare challenges are significantly different than those imagined in the early 1990s.  Previous discussions about the nature of warfare remained focused on organizational structures, situational awareness in decision-making and greater agility in applying mass in an effects-based manner.  Since 9-11, however, our military services are facing enemies who have nearly equal access to information (both gathering and dissemination capabilities).  Today’s CIO is challenged to push information to the very edge of the organization where individual soldiers are in direct contact with our enemies.  Information must only be handled once and requires a ubiquitous network that creates “peer to peer” knowledge power vice focusing on a peer competitor.  

By comparing the roles, responsibilities and challenges of military CIO’s with that of their private industry counterparts, the DoD can continue to remain peerless in information dominance throughout the globe.
HISTORY OF THE CIO POSITION:


The position of CIO stemming from the Clinger-Cohen Act of 1996 was not the first attempt to formalize the position and responsibilities for senior level IT management.  The Paperwork Reduction Act of 1980 had previously created Chief, Information Resource Management positions in order to improve the management and acquisition of IM resources within the executive branch.  Senate testimony in 1995 by Paul A. Strassmann, a renowned IT consultant and author, provided significant insight into the importance of establishing this position.  Strassmann likened the responsibilities of CIO to that of the Chief Financial Officer (CFO); which, itself was seen as a significant step forward in the fiduciary management of government.  In fact, the term fiduciary is key to understanding the nexus for establishing a CIO.  Strassmann testified that the “CFO is charged with the efficient management, protection and preservation of the organization’s financial resources and assets.   As I see it, the role of the CIO is to assure that efficient management, protection and preservation of all information resources and assets.”
  

The CCA went further than the previous legislative efforts by amending the Paperwork Reduction Act in order to create the CIO position in place of a designated official for information resources management.  Rather than being responsible only for the acquisition of information resources, the CIO under the CCA was required to implement performance and results-based management principles.  Specifically, the CIO would be held accountable for “promoting the effective and efficient design and operation of all major information resources management processes for the executive agency, including improvements to work processes of the executive agency.”

THE MILITARY CIO:


Nearly all global organizations require vision and direction from their senior leadership.  The military CIO similarly receives “Commander’s Intent” and seeks to carry out that intent with great efficiency and effectiveness.  For example, the Chairman, Joint Chiefs of Staff established priorities that are linked to winning the war on terrorism, enhancing Joint war fighting capabilities, and furthering military transformation.  In turn, the Chief of Staff, Army published strategic guidance calling for the ability to “leverage and enable interdependent, network centric warfare”.  This represents only one of the more than fifteen strategic initiatives but it is clearly an objective for the Army CIO to address.  The DoD CIO’s vision and goals provide the functional direction for the subordinate departmental CIO’s of the respective services.
  
Vision – “Power to the Edge”

People throughout the trusted, dependable and ubiquitous network are empowered by their ability to access information and recognized for the inputs they provide.

Mission

Lead the Information Age transformation of the Department of Defense by building the foundation for network-centric operations through policies, program oversight, resource allocation, and the provision of value-added support.

Goals

Goal #1 – Make information available on a network that people depend on and trust

Goal #2 – Populate the network with new, dynamic sources of information to defeat the enemy

Goal #3 – Deny the enemy comparable advantages and exploit weaknesses

The Secretary of the Army reinforced the principles outlined by the DoD CIO when he stated that: “The Army, together with the joint community, must relentlessly address the architectures, protocols, and systems of a redundant, non-terrestrial network capable of providing the focused bandwidth necessary to support mobile Battle Command and joint Blue Force Tracking.”
  


Obviously the expectations for the military IT leader are extremely high.  Unlike private industry, DoD must meet the obligations set forth in numerous laws and legislative acts.  In addition to the Clinger-Cohen Act of 1996, there are the Budget Enforcement Act of 1990, the Government Paperwork Reduction Act of 1998 and the President’s Management Agenda initiatives.  


The enormity of the DoD IT obligation is remarkable.  More than half of the entire federal government’s IT budget is consumed by the DoD.  For FY2005, DoD’s IT budget is $28.7 billion compared to $50 billion for the entire federal government.
  A breakdown of the DoD’s IT budget indicates that nearly half of the budget is allocated for IT operations and maintenance and nearly twenty five percent will be used to procure technology.  This budget is designed to support a distinctly unique set of strategic and tactical IT policies designed to:

· Ensure that DoD has the right IT capabilities to perform its mission and conduct effective information operations

· Eliminate outdated ways of doing business

· Achieve net-centricity goals

During congressional testimony in April, 2003 the DoD Chief Informaion Officer, Mr. John

Stenbitt simplified the DoD vision for net-centricity by stating that the DoD’s goal was to “create an environment where people throughout the trusted, dependable and ubiquitous network are empowered by their ability to access information and recognized for the inputs they provide.”

While this vision could be used by a corporate CIO, Stenbit went on to articulate that the essence of the vision is to “make information available on a network that people depend on and trust; populate the network with new, dynamic sources of information to defeat the enemy; and deny the enemy comparable advantages and exploit weaknesses.”
  

When a military CIO begins to assess his or her customer needs, investments like IT infrastructure, software engineering, COTS integration and enterprise architecture take on added complexity when the endgame is providing tactical intelligence to the soldier or marine on the ground in combat.  


The military CIO must focus on process redesign just as in private industry.  DoD strongly desires to improve in its ability to “only handle information once”.  Every trooper (and their family members) know the experience of filling out forms for administrative and process clerks who knowingly have the information already digitized but do not have the information easily available.  Collecting and handling information more than once is inefficient in business type transactions and potentially dangerous in combat operations.   DoD’s “post before processing” philosophy requires that data availability not be delayed by a business process rule that requires it to be processed and analyzed in a more traditional distributive manner.  Pulling data rather than requiring data to be pushed to an end consumer/user of data requires collaboration technologies and ubiquitous networks with an absolute and redundant global reach.
Recognizing that military CIO’s would be strategic players within their services, the DoD developed the Model CIO Study in 2000 in order to establish the key organizational structures, responsibilities, competencies, processes and performance measures that would be needed in the 21st century.  Not surprisingly, the study gleaned ideas, practices and insights from private industry in order to develop what the study called a “highly likely-to-succeed” CIO organization.  Regardless of the organizational model and, in the case of the federal government, regardless of the legislative intent, CIO’s must serve both as enterprise leaders in information and IT management and as IT service providers.  Thus, the CIO’s basic responsibilities are:

· to ensure that IT is acquired and resources are managed consistent with the agency’s policies and procedures

· to develop, maintain and facilitate the implementation of a sound and integrated technology architecture for the agency

· to promote the effective and efficient design and operation of all information management processes


It is the responsibility for enterprise leadership which provides the greatest challenge for military CIO’s.  Given the complexity of the demand for information, CIO’s must lead their organizations toward the most effective and efficient use of information and associated resources.  Military CIO’s must be able to tie their own objectives directly and measurably to the department’s strategic vision.  In a military environment, the notion of “adding value” means much more than contributing to the profit and loss stature of a business.  CIO’s engage with the senior leaders of the organization in order to fully understand commander’s intent.  They must be able to contribute to the commander’s ability to make decisions not for competitive advantage but, rather for the ability to reduce the loss of lives in combat.  CIO’s must understand the full enterprise in terms of its strategy, operations, customers, suppliers and those whom the commander or organization must support.  The CIO must be able to help build organizational vision by demonstrating how information management can increase combat effectiveness and/or operational efficiencies.  
The U.S. Air Force Information Resources (IR) Flight Plan, dated August 2004, provides an illustration of how a military service information strategy can be linked to its command vision.  Recognizing that information can no longer be treated as an enabler, the Secretary of the Air Force called for a “systematic approach to ensure we focus on the technologies that will contribute to combat support, business operations and warfighting lethality collectively.”
  Like the DoD CIO’s strategy, the Air Force IR Flight Plan includes nine goals that frame the implementation plans and metrics needed to carry out the Air Force vision to transform, leverage current capabilities and to capitalize on lessons learned from current operations in support of Operations Iraqi Freedom (OIF) and Enduring Freedom (OEF).  These goals include: 

· On Demand Information: Provide decision-makers and all Air Force personnel with on-demand access to authoritative, relevant and sufficient information to perform their duties efficiently and effectively.
· Worldwide, Real-time Access: Ensure worldwide, real-time and secure access to information via a single integrated global network environment through a robust digital communications infrastructure.

· Information Assurance: Protect Air Force information resources from attack and/or intrusion by both outside forces and internal disruption.

· Robust Architectures: Ensure that Air Force integrated information systems are architected to enable modular, platform-independent information management capabilities and are interoperable with DoD and other government information systems.

· World-class Systems: Leverage information technology to support and improve Air Force processes to increase both efficiency and effectiveness. 

· New Information Technology and Best Commercial Practices: Ensure that Air Force takes advantage of state-of-the-art information technology and best commercial practices.

· Knowledge Management: Implement knowledge management practices and technologies to assure knowledge is identified, captured and shared.

· Information Empowered: Empower a focused, well-trained and motivated workforce prepared to continually search out and embrace new information-based capabilities for the Air Force.

· Responsible Stewardship: Ensure responsible stewardship of Air Force financial resources spent on information management and related information technology.

Stated outcomes for successful implementation of the IR Flight Plan are then tied directly to the individual airman as well as the organization.  These outcomes include: developing airmen by providing them the information required to work, train and employing leading-edge technology; creation of a integrated, secure and net-centric operating environment; and, to continue to provide combatant commanders with combat forces who possess leading-edge information capabilities.
The US Army provides a more tactical-level example of how CIO’s are integrated throughout the enterprise in its publication called, Army Regulation 25-1, Army Knowledge Management and Information Technology Management, dated 30 June 2004.  Consistent with the discussion above regarding the diversity of responsibilities for effective information resource management, the Army publication begins by stating that it supersedes previous publications which addressed: Information Systems Technical Documentation; Configuration Management for Automated Information Systems; and, Army Acquisition Planning for Information Systems.  

The publication provides a summary of the laws, statutes and Executive orders that the CIO must preside over.  Further, the document establishes the role of the Army CIO Executive Board structure; requires that the CIO will be responsible for reviewing IT expenditures and certify interoperability between information systems.  It also mandates “webification” and linkage to the Army’s enterprise-wide web portal, known as AKO (Army Knowledge Online).   

Clearly, the role of the military CIO is sufficiently complex.  Information management and information resource management activities and strategies extend beyond the original concerns associated with efficient acquisition and utilization of information technology resources.  Further, the military CIO is called upon to be a thought leader, change agent and co-equal member of the service chiefs’ strategy for organizational transformation in a capabilities-based military who’s competition is constantly changing, evolving and threatening to challenge the military’s own existence.

THE PRIVATE INDUSTRY CIO:

The private industry or civilian CIO position emanates directly from the increasing role that information technology has played in adding business value for America’s private sector.  By combining the power of information technology with business strategies for improving and speeding the delivery of products and services to the marketplace, private industry has been able to achieve remarkable transformational growth during the past 15 to 20 years.  Additionally, competitive companies must continually transform themselves in order to maximize value for their customers and shareholder.  Effective use and management of information management technologies and resources provide clear opportunities for decreasing costs and increasing worker productivity.  Y2K and dot.com bubble aside, the roles and responsibilities of the commercial industry CIO are certainly worthy of senior management visibility and accountability in today’s global marketplace.  Understanding the roles, responsibilities and challenges presented to civilian CIO’s also provide an excellent opportunity for military CIO’s to learn and adapt applicable concepts to their unique mission and environment.

As with the military CIO, the civilian CIO must begin with a clear understanding of the leaders’ intent and vision for conducting business.  By understanding the business model, the CIO assesses how best to contribute to the “bottom line” and provides clear solutions for how best to create, produce and deliver value for customers.  In some cases, information technology becomes the driver for transformational change and growth; in other cases IT serves as a key enabler.  Regardless, the CIO must play a key role and provide vision and leadership to support the organization’s leadership by communicating the potential impact that IT can have.  

Private industry is not without legislative oversight and review.  Much emphasis and attention is given to the business uses, transference and security of information in the market place.  CIO’s today are increasingly called upon to transform themselves from technology experts into members of the strategic business leadership team.  

 “The role continues to change as the demands of information management over the years have gone up. The continuing focus on transparency and regulatory clarity are reshaping the role to become CIO versus chief computer officer. In the days of data processing directors, their role was much more focused on running the data centre environment, the network and even the phone system. Today, the CIO has become a clear guardian of the information and is expected to stand for the integrity, validity and lineage of the data.  As a result of the Sarbanes-Oxley Act, the CIO has been brought into the circle of regulation in a very material way. It means that, as a CIO, I am required sign a document that says I believe the information and technology systems support the integrity that is being attested to by the finance officer.”


Understanding the Chief Executive Officer’s (CEO) intent and developing an effective relationship between the CEO and CIO, then, is a unique challenge in the private sector.  Unlike the military command structure where functional staff officers and line unit commanders all report to the senior commander, the private sector CIO’s in America have increasingly sought ways to establish, enhance and ensure their position within the senior leadership council.  While the CIO formerly was content with and expected to simply provide IT services, he or she is now required to contribute to strategic and operational discussions and in many cases, lead these discussions because of the organization’s reliance on information and information technology for financial growth.  Rather than focusing just on cost reductions or efficiencies, CEO’s are increasingly calling on their CIO to help them develop and implement strategies for creating competitive advantage.

For the CIO, creating growth is often directly associated with innovation.  As companies compete with increasing competition from global enterprises, new technology start-up activities and the pace of change from within their respective market sectors, CIO’s are uniquely challenged to reassess their own organizational structures and service delivery models.  Additionally, IT is often the key driver for increased worker productivity; a goal shared by private industry and the military services alike.  An example of increased worker productivity was found at Cisco Systems, one of the SECDEF Corporate Fellows partner companies.  In an open-source letter to shareholders, Cisco’s Chief Executive Officer, John Chambers stated:
“Additionally, we used our own technology and process changes to increase productivity per employee by approximately 27 percent in fiscal 2004 to $690,000 annualized revenue per employee, compared to $545,000 annualized in fiscal 2003. This tremendous increase in productivity contributed to a year-over-year increase in net income of 23 percent. Our profitability growth rate exceeded our revenue growth rate, reflecting our successful execution in driving productivity and operational effectiveness throughout the organization”.


Tying the “bottom line” of revenue growth to the individual employee is a powerful way to reflect an organization’s effectiveness in the work place.  A potentially controversial alternative to this productivity metric is the practice of outsourcing in-house work to other companies in order to save labor costs or acquire new and additional skills.  For IT leaders, the issue of worker productivity can represent both tactical and strategic opportunities.  Tactically, CIO’s seek to reduce their own organizational personnel costs while improving their focus on core competencies that are best served by an in-house labor force.  Strategically, CIO’s can enable their organization to gain access to outsourced workers in India for example, if they establish and invest in the IT and communications infrastructure necessary to capitalize on outsourcing.  This leads to a strategic decision point for CIO’s and their respective organization regarding the role of the CIO.  The choice is between employing the CIO as either an IT specialist or provider versus employing the CIO a member of the strategic business team.  Providing IT services, modernizing infrastructure and enhancing employee productivity through training and IT application improvements is an important role.  Increasingly, however, private industry CIO’s are being called upon to demonstrate both business as well as technical savvy.  A recent study by the CIO Working Council identified that approximately 64% of CIO’s move into the CIO role from an IT position with the remainder flowing in roughly equal percentages from consultant, business leadership or infrastructure positions.
  Additionally, an increasing number of corporate boards have CIO-related skills on their board.  A study by Burson Marsteller indicates that 5 percent of Fortune Global 500 companies have CIO skills on their board.  And these companies’ stocks have outperformed the industry index by 6.4 percent per year since the CIO-skilled member was selected.
 

An important and increasingly CEO-demanded area of concern for CIO’s is business process redesign (BPR).  The earlier advances in technology provided automated solutions and enhancements for manufacturing, sales, human resources and finance processes to name a few.  Today, technology advances and the pervasiveness of the internet have moved information sharing from transactions to interactions.  Walmart’s famed supply chain management approach capitalizes on the notion that a purchaser’s transaction can ultimately be managed as a series of interactions between the manufacturer through the supplier and seller to the consumer.

An emerging and related term in private industry is Portfolio Management.  As technology advances and as its uses become more pervasive throughout our society, IT leaders are challenged to implement portfolio management as a means for integrating the respective technologies and processes into one solution.  Without a connection between IT implementation and business strategies, companies become less competitive and adept at delivering business value for their shareholders and customers.  CIO’s are ideally suited for this integration of technology and process since they are typically well versed in analysis, architectural approaches and a full life-cycle view toward systems implementation.  

Today’s CIO is a strategic player in most leading global corporations whose position has transformed significantly from an inward, services based responsibility to one that is increasingly externally and strategically linked to the corporation’s competitive position in the market place.  No longer viewing themselves exclusively as “techies”, private industry CIO’s who align themselves and their organizations to strategic, enterprise-wide business goals and objectives will be the change agents for transformation and organic growth.
CIO INNOVATION – A CORPORATE CASE STUDY:

The SECDEF Corporate Fellowship Program provided an opportunity to observe an organizational innovation that was called the Engineering and Technology Group (ETG).  Designed to meld the company’s technical expertise with the business approach, ETG is a matrix organization within a dynamic company that specializes in IT services and solutions for the federal government.  The ETG is lead by the Chief Technology Officer/Chief Knowledge Officer (CTO/CKO) who reports directly to the Chief Operating Officer (COO) and CEO.  The CTO/CKO, then, is responsible for developing synergy throughout the corporation on the more strategic plane of technology and knowledge management.  Key characteristics for this organization include:
· Alignment with corporate business model as well as with the CEO’s vision and goals

· Serves as the test bed for technology innovation and idea generation/development 
· Infuses proactive technology expertise into the strategic business units

· Chartered to find technological ways to reduce operating costs in order to invest more resources into research and development
· Nurtures technical Communities of Practice and Interest that are specific and focused on technologies the company needs to serve customers

· Focused on enhancing enterprise-wide collaboration

· Fosters and develops a technical leadership hierarchy

· Co-partners with Human Resources in order to align technical staffing, recruiting and attrition management efforts across the company 

The CTO/CKO organization provides senior technical direction and mentoring for the company’s technical staff, establishes effective mechanisms for knowledge sharing, establishes a robust knowledge center, provides content management for the corporate portal, and serves as a primary source for the infusion of new technology.
  It also assures quality through the Process Management Group which provides robust oversight for technical work such as software design as well as for complex project management efforts.  
The ETG is not a business unit; nor is it back office support team.  The ETG is a matrix organization focused on the technical talent and attributes of the company and is responsible for enhancing the effectiveness of the company’s ability to acquire new business while delivering technically superior results.  It models some of the principals for IT effectiveness previously discussed, such as:

· Collaboration – Since the ETG is a matrixed organization, its employees are “tasked out” to the strategic business units and have dual reporting responsibilities to both the SBU leader as well as to the director for the ETG.
· Innovation – The ETG is focused on technology innovation but not only for the sake of creating new technologies.  Rather, the ETG inspires and develops innovation for the purpose of growing new business opportunities for the company and technological advancement for its technical staff.
· Customer Focus – The ETG is able to focus on innovation because it is motivated by the corporate desire to please customers and to provide them new technologies that will increase their effectiveness and efficiency.
· Corporate Synergy – Business is often very dynamic and distributed.  The ETG can leverage its corporate-wide team to: 1) collaboratively apply technological mass where a key business opportunity exists; 2) mediate potential competition for limited resources within the enterprise; 3) cross-level expertise from across the company in order to focus on a “business win”.

Like many innovations in the private sector, the development of the ETG was evolutionary and transformational in response to the needs of a customer-facing organization.  Seeing the need to nurture and develop personnel with relevant and cutting-edge technological capabilities, the ETG is responsible for Technical Communities and Special Interest Groups (SIG).  Originally focused on personnel management and assignment functions for the technical staff, these groupings are more correctly focused on identifying emerging technology trends and ensuring the technical staff is prepared to bring appropriate technologies to market.  The ETG also provides thought leadership for the various SIG and provides the balance between “market pull and technology push”.  It also identifies additional or new training required for the technical staff in order to maintain advantage with competitors.  

An additional organizational innovation within ETG is the infusion of a Technical Director and technical staff within the Marketing and Sales team as a way to prepare the company for long term proposal development and technical expertise.  Finally, the ETG ensures that its own organization is modeled like the strategic business units that it supports.  By deploying Technical Directors to work directly for the SBU Director, the ETG is able to develop an IT professional who provides direct technical support while learning and operating in a front-line business unit.  These TD members become the focus of the corporate ETG and create an opportunity for the company to support its ground troops, the SBU’s, directly.  This organizational structure also serves to help the ETG stay focused on the business model of the company and to evolve synergistically along with the corporation.   
OTHER LESSONS FROM INDUSTRY:


Core versus Context - One of the global companies which participated in the SECDEF Fellows Program adopted Geoffrey A. Moore’s “Core versus Context” model from his book entitled, Living on the Fault Line: Managing for Shareholder Value in the Age of the Internet.

“The problem facing the IS organization, which is the same problem facing the corporation as a whole, is that too much time is being spent on tasks that are context, too little on tasks that are core. A task is core when its outcome directly affects the fundamental value proposition of the company. This is where companies differentiate, and the goal of core work is to create and sustain that differentiation. To put it in terms of a very simple litmus test: Any behavior that can raise your stock price is core—everything else is context. ”

By adopting this model to its manufacturing, sales and supply chain processes the company capitalizes on global market transitions by being faster to market than others and by attaining a top 5 ranking in market share.  The CEO’s primary focus appeared to be placed on improving his organization’s agility in order to stay and become more competitive than any other company or country.  Key to this concept is the following quadrant:

  
[image: image1]
By focusing his organizational talent on the mission critical/core quadrant and by selectively “out-tasking” and out-sourcing key processes and tasks, the company is able to achieve the desired agility that will ensure growth in the market place and global economy.  A performance shortfall along the Mission Critical axis will put the company in immediate risk; however, tasks and functions located along the Enabling axis represent key support roles that do not put the company at immediate risk if there is a performance shortfall.  The difference between out-task and out-source is simply the amount of business intelligence that the organization is willing to share externally.

The Core versus Context model provides a framework for asking the important and very basic question: “How does this process, function, or task add to my competitive advantage”?  

Competitive advantage used to mean forming a vertically integrated corporation, but now it means building a virtually integrated corporation that focuses only on its core value-adding functions and outsources everything else.

For a company that is seeking to grow revenues per employee to $1 million dollars, focusing on the “core” is critical.  Corporate leaders added that it’s about: 1) ruthless execution, 2) leaders at the top who are committed to change; and, 3) accountability from the bottom up.
About Leadership and Management – Most of the corporations that participated in the SECDEF Corporate Fellowship program were admirers of the military models for leader development, training and professional growth.  The military’s “up or out” infrastructure combined with a career-based development cycle are unique to the military services and do not always translate well to private industries where employees and burgeoning leaders are able to move from employer to employer at will.  While private industry seemed to desire more of the military’s capabilities for growing leaders over a lifetime of service, they are enviable in their ability to “manage well” in order to stay profitable and competitive in the market place.  The “art” of managing well appeared to be directly tied to private industry’s disciplined implementation of process improvement methodologies.  By tying processes and improvement there-in to the profit and loss stature of the company, it is clearly evident to managers and leaders where individual performance is meeting expectation or is lacking.  The logical extension of process improvement is the ability to incentivized employees and leaders according to the profitability of the enterprise.  As such, leadership is still critical to organizational success.  Among the common leadership attributes of the participating companies were: 1) the ability for senior leaders to communicate and demonstrate long-term commitment to strategic and transformation initiatives; 2) the ability to measure and analyze performance in significant detail; 3) the value placed on the ability to influence and collaborate with others across vertical organizational structures; and, 4) a focus on and passion for knowing and serving their customers.  One company summarized its thoughts on leader development by stating that:
· You can buy anything but a committed, energized and aligned leadership team

· Creating an adaptive organization is about collective leadership capacity, not just individual growth

· Creating collective leadership capacity requires more than just training 

· Experiential training is more helpful than theory

· Leader development programs provide a natural forum for cultural change

· Leader development is never finished

Instrumentation – “Be quiet, your parts are sleeping!”

Another participating company was keen on manufacturing and process improvement too.  The phrase above refers to a story about a Toyota automobile process improvement specialist who made the comment when touring an American factory parts warehouse.  Driving out wasteful processes and actions can contribute directly to the bottom line.  And, evidently there is no limit to how much efficiency can be wrung out by continual process improvement and re-engineering.  

By establishing an enterprise-wide executive council and by implementing a digital dashboard system of more than 1400 metrics, the company was able to drive productivity up while decreasing costs and waste.  The company projects to reduce costs as a percentage of Cost of Sales by more than 25%.  By applying metrics across the entire organization, the company was able to: 1) establish a common language for discussing and reviewing performance; 2) counterbalance the impact of geographic dispersion by base-lining all measurements against common standards; 3) provide rapid visibility to key leaders while increase the potential for proactive resolution of mission failures; and, 4) develop internal consistency that earned the respect and trust of external customers while ensuring sustained long-term growth.
Voice of the Customer

Every company and every CEO that participated in the SECDEF Corporate Fellows Program emphasized the importance and value of knowing, understanding and listening to their customers.  Each company highlighted specific programs and initiatives for sustaining close relationships and some were focused equally on their internal customers or constituencies as a means toward driving increased growth and performance.  One company initiated a program called Voice of the Customer and is investing considerable resources to acquire, assess and analyze customer input in order to continually improve and increase market share.  The simple diagram below illustrates the concept for identifying means for increasing interaction with and for moving closer to an awareness of customer needs and intent.  
                                            
[image: image2]
Whatever the metric used for assessing performance in the area of customer relationships, probably the more important observations were that: 1) a customer focus requires leadership focus and commitment from the top of the organization; 2) an effective organization must identify and address all of its customers.  One global company developed an entire business unit dedicated to providing “back office” services (e.g. finance and accounting, travel and meeting services, human resource management, etc) to its own employees and partners; 3) a shift from high customer satisfaction to superior customer experiences may earn greater returns on investment; and, 4) limited resources can drive competitive opportunities for growth if viewed as such.  
CONCLUSION:

During congressional testimony concerning the FY 2004 Defense Authorization: Information Technology Programs, the Assistant Secretary of Defense for C3I and CIO identified several key information technology architectural tenets for the Department of Defense:

· OHIO – “Only Handle Information Once”.  Handling information more than once is both unnecessary and cost/time prohibitive in today’s operational and business environments
· “Post before processing”.  The notion that technology and processes are sophisticated enough to prevent delayed availability or accessibility due to unnecessary processing tasks
· “Pull, not push information”.  The concept of using technology to use applications that intelligently “pull” information over a robust and secure network without excessive effort in searching for and processing the data.
· Reliable networks.  An absolute necessity for providing real-time and accurate information relies upon reliable and perhaps, redundant networks…globally.
· Information assurance.  Without certain and secure networks that are interoperable and ubiquitous, there would be no revolution in information technology.
These tenets point to a clear understanding of what private sector corporations and entities know as well; that information technology is no longer about the “box” or the process or the processor but rather it is the data or information that is critical to true transformation.   It’s trite to say it but “knowledge is power”.  What has been gained by this research is an absolutely clear understanding that DoD is fully engaged in and participating with the best companies in America in order to transform the military services for the future while fighting the global war on terror in the present.

The military can and does learn from private industry.  Because of the revolution in technology, both types of organizations are clearly transforming their organizational structures to accommodate the increasingly flat world brought about by global networks and information accessibility.  Collaboration among individuals, organizations and countries is simultaneously more complex, yet simple.  The military phrase of “Request permission to enter the net” seems no longer relevant when combatant enemies can broadcast beheadings and leader messages across the globe at will.  Yet, employees in San Jose are able to increase their productivity by collaborating online with software engineers in Bangalore on nearly a 24/7 basis.  

For the military CIO, perhaps some of the discussion and observations in this paper can be helpful.  Although none of these are new observations, it can be useful to review them as a series of questions in light of the respective CIO’s current circumstances and priorities:

· Does the IT organization model the organization it supports?  Is the organization truly structured to focus on the “commander’s intent”?
· Does the IT leader exhibit strategic or tactical value to the organization? Or, a blend of both?

· How is the organization addressing process redesign?  Who is leading the effort and how is information technology viewed in relation to improving or transforming the organization?
· Is the organization focused on core and mission critical activities and initiatives?

· Has the organization identified all of its customers and constituencies?  And, organized its activities to grow closer and more intimate with its customers?

· Does the organization measure (and measure well) the activities and processes that require improvement?

· Does the organization have leadership committed to the value of information use, application and security?  Are leaders and managers valued and trained accordingly?
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