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Preface

This paper summarizes my year in the Secretary of Defense Corporate Fellows Program (SDCFP).  As opposed to a formal research paper, it does not have a central thesis which is supported by in-depth arguments, data, and details.  Rather, it provides a discussion of my fellowship placing, Deutsche Bank (DB) in London, United Kingdom, for context setting, then lists observations I made throughout the year at DB (and in one case from research on the United Kingdom Ministry of Defense).  From these observations, I offer thoughts on possible application within the US Department of Defense, consistent with the objectives of the SDCFP.  Having had the opportunity to serve in two assignments at the Pentagon and one on Capitol Hill, I understand the how difficult some changes are given the size, complexity, and intricacy of our system.  However, even the best organizations are constantly striving to improve, and my hope is that within these pages there are nuggets that can be expanded on towards that end. 
I would like to take this opportunity to express my gratitude to the women and men of DB for hosting me this year in their first experience with the SDCFP.  Everyone I came in contact with was top notch, very open and supportive.  I would particularly like to thank Mr. Victor Meyer, my host for the year, for all he did for me and for enabling me to see much of the firm.  I also would like to thank Ms Christina Mueller for the superhuman efforts she put in making sure I had a smooth transition into the company and for the myriad tasks, questions, requests, etc she fielded on my behalf.  They made this year a complete pleasure.
I also would like to thank Mr Gerry Yemen of the Darden School and Mr Alex Zorin for their review of this paper and for their very constructive comments and thought provoking questions.  Their efforts made this paper much better, and I sincerely appreciate their assistance.

au/school/NNN/2001-04

Abstract

The stated goal of the Secretary of Defense Corporate Fellows Program (SDCFP) is to place officers with leading companies to glean the best of change, innovation, and leading edge business practices that could be implemented to transform the Department of Defense (DoD).  This was my objective as I approached my placing at Deutsche Bank.  The Bank, headquartered in Germany, is in the latter stages of a shift in focus and culture from a German-centric retail banking chain to a leading global investment bank and given the importance of London in the investment banking market my assignment was to its facilities there.  

During the year I was exposed to many issues facing industry and saw first hand how DB, and the other seven companies in the SDCFP this year, Caterpillar, DuPont, General Dynamics, IBM, McKinsey and Associates, Microsoft, and Pfizer, were dealing with them.  In this paper I list seven observations and offer thoughts on potential applicability to the DoD.  They are
· Communications and Organizational Alignment—management’s use of comprehensive communications strategies and information technology systems in support of these strategies to drive strategies, visions, and objectives throughout the entire organization from the top to the individual actions of the lowest level employees.

· Risk Analytics using ‘Near Miss’ techniques—using available data on deviations from normal processes that may not have caused a loss/accident as predictors of future losses or accidents and its application to DoD to reduce preventable accidents at the individual level and in systems development and production.
· Streamlining under the Structured Operating Model—applying a disciplined and comprehensive approach to consolidating redundancies among stovepipes within an organization in an effort to increase efficiencies and save money.
· Management information systems/metrics—a review of the importance of building effective measures that provide insight into the quality of the organization’s efforts and progress toward its objectives.  Recommendations to increase the training on metrics provided to service managers, earlier in their careers, and institute formal review programs of management metrics.
· Joint Budgeting using the UK Ministry of Defence (MoD) model—this observation is unique in that it was not made at DB but rather from research on the organization of the UK MoD.  The premise is that the UK MoD model of programming and budgeting for weapons systems via capability directorates versus traditional services is more efficient and would reduce or eliminate intra-service rivalries that we experience in the US DoD.
· Streamlining and Automating Procurement—an examination on DB’s on-line procurement product and the fusing of the procurement, accounting, and payment processes into a single process; the savings from this accomplishment, and the potential application within the DoD.
· Comprehensive Training—a discussion of DB’s approach to providing comprehensive training opportunities to its employees in ‘hard skills,’ meaning technical/job training, and ‘soft skills,’ which encompasses leadership/management training and diplomatic/people skills training.  The recommendation is to adopt this structured approach to training to the DoD.

The paper closes with a discussion of the difficulty in executing these or other changes to the DoD and thoughts on ways to make it possible.
Chapter 1

Background on Program
Defense Secretary William Perry started the Secretary of Defense Corporate Fellowship Program (SDCFP) in 1995.  In a memo dated 6 October 1994, Secretary Perry stated that the objective of the program was for military members selected for the fellowship to gain insights into the “organizational and operational opportunities made possible by the revolutionary changes in information and related technologies…an appreciation of how this revolution is influencing American society and business in ways that will ineluctably influence the culture and operation of the Department.”  Successive secretaries have continued the program.  Secretary of Defense Rumsfeld believed it to be an integral part of his transformation vision.  “We must not only transform our armed forces, but also the Defense Department that serves them—by encouraging a culture of creativity and intelligent risk taking” Rumsfeld said, “We must promote a more entrepreneurial approach to developing military capabilities—one that encourages people to be proactive, not reactive, and to behave less like bureaucrats, and more like venture capitalists.”   

According to the governing Department of Defense (DoD) directive, the program’s goal is to build a cadre of officers who have observed and experienced first hand:

“…the profound changes in the civilian environment due to organizational and technological change…so that they are capable of conceiving innovative responses when called on the in the future...  The DoD, as an institution, shall be more capable of meeting future challenges because the cadre of officers coming from this program shall have become familiar with innovation and transformation issues…This program builds a unique cadre of officers who understand not only the profession of arms, but also the nature of the strategic problems facing the Department of Defense, and the organizational and operational opportunities made possible by the revolutionary changes in information and other technologies.  These officers shall be at the forefront of transforming defense strategy, military forces, and the supporting infrastructure.” (DoD Directive 1322.23 para 4.4).

The program generally sends two officers from each of the services to industry leading firms and those companies driving innovation.  In the twelve years the program has operated, fellows have been assigned to such diverse and innovative businesses as:  ABB, Boeing, CNN, Caterpillar, Cisco, Citicorp, DirecTV, Dupont, FedEx, Human Genome Sciences, McKinsey, Merck, Microsoft, Mobil, Northrop Grumman, Oracle, PricewaterhouseCoopers, Raytheon, Sun, Sears, 3M, and United Technologies.  The SDCFP is similar in intent but different in scope from the Air Force’s Education with Industry (EWI) Program, which I also had the good fortune of participating in.  Both programs send service personnel into firms to expose the personnel to industry drivers, business practices, innovations, etc.  The SDCFP provides fellows access to a more strategic view than the EWI program.  Companies participating in this year’s SDCFP are Caterpillar, DuPont, General Dynamics, IBM, Pfizer, McKinsey & Company, and Deutsche Bank.
Chapter 2

Fellowship Posting
My fellowship assignment was at Deutsche Bank Aktiengesellschaft (AG) with posting at their United Kingdom offices in London.  This is Deutsche Bank’s first experience with the program and the first SDCFP posting outside the continental United States.  Within Deutsche Bank (DB), I was placed in the Risk and Capital Management (RCM) division with primary duties in the Corporate Security – Business Continuity (CSBC) organization.  I also spent time working in the Operational Risk Management (ORM) organization within RCM.  

Chapter 3

Overview of Deutsche Bank
History

Following on the heels of the industrial revolution, Adelbert Delbruck founded Deutsche Bank in Berlin in 1870.  His goal was to capitalize on the expanding interdependencies between countries as the world’s economy grew.  The governing statute explained “…to promote and facilitate trade relations between Germany, other European countries and overseas markets.”   The direct aim was to challenge the existing hegemony of British owned banks, which continued to dominate the financing of German foreign trade.  In its early years, Deutsche Bank grew quickly, focusing on both traditional banking in Germany and financing of foreign projects (franchising the Anatolian and Baghdad railways and the acquisition of the Romanian oil company Steaua Romana are among the most notable).  From the beginning the firm had global aspirations.

Deutsche Bank was a prominent example of the devastating effects World War I had on German peoples and their economy.  Having lost most of its foreign assets, and facing runaway inflation, Deutsche Bank was forced to liquidate much of its holdings.  In response to the dire economic conditions that existed, DB executives turned to focus the bank inward within Germany.  The banking industry in Germany went into a period of consolidation, and then the Great Depression of the early 1930s further decimated the already shaky industry.  These conditions created a shortage of liquidity that paralyzed the banks.  A combination of short-term foreign debt, borrowers unable to pay their debts, and the inflexibility of the state, exacerbated the situation that fuelled the banking crisis. Banks were on the defensive, and there followed a period of subordination to the state, culminating in Hitler’s seizure of power.

Although senior DB executives did not agree with the policy of National Socialism, there was little they could do to resist.  The three Jewish members of the governing board of managing directors were banished from the bank’s official bodies in 1933, and dismissals of Jewish staff culminated in the Nazi policy of ‘aryanization.’  During World War II, DB was used as a tool of the Nazi regime, and the implementation of its policies.  It was a dark time in history.  

After the fall of the Nazi regime and the end of the Second World War, Allied powers investigated Deutsche Bank broke the company into ten separate banks.  Banking under the name ‘Deutsche Bank’ was forbidden.  In the Soviet Union and in East Germany, banks were nationalized, and DB branches were shut down.  In West Germany the bank was allowed to regroup in two stages; first consolidating from ten to three regional banks, and then in 1957 restructuring back to a single bank under the name “Deutsche Bank.”  Until the mid-eighties, Deutsche Bank focused primarily on expanding its retail banking network in Germany, and subsequently expanding the retail network into other countries.  Then, in 1989, under the leadership of then Chairman Alfred Herrhausen, the bank embarked on a strategy of moving away from traditional retail banking towards Global investment banking.  In essence returning to its roots.  Through a series of acquisitions, e.g., Morgan Grenfell Group (London), Bankers Trust (US), and Scudder Investments (US), DB has become one of the top investment banks in the world.  

In embracing this new strategy, Deutsche Bank employees continue to grapple with a major cultural shift.  German employees take great pride in working at the ‘German Bank,’ but as the focus on investment banking grows, the German retail banking network fades in importance, and the shift in emphasis from Frankfurt to London and New York is subtle but significant.  London is indisputably the world’s epicentre for investment banking.  There are more international banks in London than in New York, Tokyo, and Frankfurt combined.  One reason (among many) is London’s central location in the world (located in the Greenwich Mean time zone) allowing it to do business in the same day within the Asia/Pacific region and the Americas.  

This shift in focus is causing some discomfort within Deutsche Bank as would be expected in any major cultural shift.  With several strategies to overcome any resistance, the bank’s leadership is committed to embracing change.  The current Governing Executive Committee is a reflection of the bank’s diversity, with its eleven members consisting of four Germans, three Americans, three Swiss, and one Indian.  

Structure

A number of committees formalize Deutsche Bank’s organizational structure.  At the top is the management board, Chaired by Dr. Josef Ackerman.  The board is comprised of the chief officer for operations (COO), chief administrative officer (CAO), chief financial officer (CFO), and chief risk officer (CRO).  The CRO was the most recent addition to the board, joining in April of 2006.  Below the management board is the Group Executive Committee (GEC), which consists of the members of the management board, and the heads of the major business units; Global Banking, Global Markets, Private & Business Clients, Asset Management, Private Wealth Management; and a single member representing the regions (Germany, Europe, Americas, Middle East-Africa, Asia-Pacific, and Japan), for a total of eleven members.  Beneath this top layer of management are a number of operating, functional, and regional committees, as shown in Figure 1.

Figure 1.  Deutsche Bank Structural Overview
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Source: Deutsche Bank Annual Review
The bank’s executive level serves to provide strategic direction, resource allocation, financial and accounting functions, risk management, and overall operations.  Beneath this top layer of leadership, however, business units operate with vastly different product lines.  Although the business units fall under the same DB authoritative umbrella, the products they offer, the clients they serve, and the markets they compete in are substantially different.  These business units operate in distinct ‘silos’ (what we would call stovepipes) with little cross-pollenization.  The major DB business units are:  

Asset Management 
Consists of three global product lines: institutional fixed income & equity, retail (including DWS Investments and Scudder Investments), and alternative investments.

Global Banking 
Includes corporate finance products such as merger & acquisition advisory, Asset Finance & Leasing, and a coverage function comprising corporations, financial institutions and German MidCaps. 

Global Markets 
Is a leading player in government and corporate bonds, structured credit instruments, securitized products, OTC derivatives, emerging markets and commodities. Deutsche Bank is also a leading provider of capital markets debt financing and liability risk management solutions to corporations, institutions and government entities.

Global Transaction Banking 
Includes Cash Management, Trust & Securities Services and Trade Finance. 

Private & Business Clients (PBC) 
Conducts business with its customers in eight European and Asian countries. The Corporate Division has roughly 1,350 branches, so-called Investment & Financial Centres (IFC). The majority of them are in the core markets of Germany, Italy and Spain. 

Private Wealth Management 
Targets wealthy individuals, their families and select institutions worldwide to provide banking and investment management solutions.
Underlying and supporting these business units are the infrastructure functions, such as human resources, controlling, communications, risk & capital management, etc.  The Bank’s organizational structure has enabled it to be highly successful, but the existence of strong silos does cause issues over achieving maximum efficiencies.  DB management is aware of this and working at this issue aggressively.  

DB’s structure shares many similarities to that of the DoD.  The Office of the Secretary of Defense ostensibly controls the overall strategic direction of the entire department, sets strategic direction, controls resource allocation, etc.  Beneath this layer, the services operate in silos (stovepipes in DoD parlance) with little interface between them.  On the war fighting front, the Goldwater-Nichols legislation addressed this issue (after the failed Desert One mission and interoperability problems in the mission in Grenada), but the ‘business’ functions within the OSD and the services remain largely separated.  My experience, having served in two Pentagon assignments, suggests the efficiencies that could be gained from a process reengineering effort would be enormous.  Also, the resistance to such a move would be significant.
Chapter 4

Overview of ORM and CSBC
The Risk & Capital Management (RCM) function falls under the direction of Dr Hugo Banziger, DB’s chief risk officer and board member.  The risk function within RCM addresses traditional banking risks, such as credit risk (comprised of default, country, and settlement risks), market risk, and liquidity risks.  The department is also concerned with the risk areas that most other firms deal with, reputational risk (threat of negative publicity affecting the public’s trust in the brand) and business risk (risk from any changes in business conditions such as market environment, client behaviour, and technological processes).  Finally, RCM addresses operational risk (OR).  

DB currently defines OR as “the potential for incurring losses in relation to employees, contractual specifications and documentation, technology, infrastructure failure and disasters, projects, external influences and customer relationships.”  The more informal definition of OR is “any risk not credit, market, liquidity, reputational, or business.”  This “all other” definition is rather vague and makes OR the most difficult to quantify and manage.  Pictorially, managers describe the risk as follows in Figure 2:



        Figure 2.  Operational Risk Family
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Source: Operational Risk Management Overview
The OR functions as a standalone entity which is a fairly new phenomenon within the industry.  Traditionally the function was split among various groups within firms, such as corporate security, legal, procurement, information technology, etc.  It was not until the colossal failures of oversight that in 1995 caused the collapse of one of Britain’s oldest merchant banks, Barings (established in 1762), that a comprehensive review of OR was accomplished.  

Nick Leeson, a “rogue trader,” brought down Barings while speculating on the Singapore International Monetary Exchange futures contracts.  He lost $1.4 Billion, which was more than the Bank’s entire capital and reserves. Investors saw their savings wiped out and some 1,200 of Leeson's fellow employees lost their jobs. Dutch Bank ING agreed to assume nearly all of Barings' debt and acquired the bank for the princely sum of £1.  The reason Leeson was able to run up such a tally of losses was because of the absence of controls and lax oversight.  In addition to his position as chief trader in Singapore Leeson was also responsible for settling trades, a job that usually another party accomplished as a check and balance for the trader’s actions.  Leeson was able to hide the losses in a ‘dummy’ account, telling his bosses he was executing trades on behalf of a client.  He believed that he could make up these losses, but as financial amounts started to mount, Leeson became desperate, and placed a large futures contract order with the position that the Nikkei (a stock market index for the Tokyo Stock Exchange) would not drop below the 19000 level.  On 17 Jan 1995, a large earthquake hit Kobe Japan, and the shocks sent the Nikkei down eight percent as shown in figure 3.  The resulting loss drove the 233 year old Barings Bank out of business.  The financial world was rocked..  





Figure 3.  Nikkei Index
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Internal fraud such as Leeson’s activities wasn’t the only issue driving reform actions.  Other problems, like “old fashioned” bank robberies,  organized crime, individuals using sophisticated hacking/spyware methods, terrorist activities targeted against the financial industry (e.g., the 9/11 attacks), and human errors (e.g., data entry errors) became increasingly costly.  These activities, in part, drove a complete reassessment of OR within the banking industry.  

Highly influential groups started to garner attention.  For example the Bank of International Settlements (BIS), an international bank that lends to central banks worldwide, has a committee (Basel committee named after the city in which it meets) that is the forum for discussion and policy analysis/development on international banking issues.  Its dictates, while not carrying the force of law, are most often adopted by regulatory bodies governing banking/financial activities.  Membership on the Committee on Banking Supervision consists of representatives from the world’s major central banks.  In September of 1998, the Basel Committee issued its report on operational risk management.  In the report, committee members echoed the difficulty that exists in defining OR and strongly advised the centralization of the oversight of OR into one body.  A single entity would be responsible for the management oversight, risk measurement, monitoring, and establishment of policies and procedures.  Many banks adopted this approach including DB, which centralized their OR function in 2000.  At DB, this unit continually assesses all areas of potential OR, monitors the Bank’s processes and OR exposures, and drives more comprehensive risk analysis techniques to better quantify risk.
A separate, yet equal function in the RCM organization is Corporate Security – Business Continuity (CSBC).  Although some of the risks that CSBC addresses fit under the OR umbrella, executive management views the function of such importance to executive management that it has equal status as the higher order risk categories within RCM.  CSBC is a recent combination of the legacy Corporate Security (CS) and Business Continuity (BC) management functions.  Deutsche Bank has a world class CS program, born out of real world events.  
One such event occurred during the German Reunification.  In November of 1989, during the extremely sensitive transition from common ownership of production means into private hands, Management Board Chairman, Alfred Herrhausen was murdered by terrorists using what we would call today a sophisticated improvised explosive device (the Red Army Faction was blamed but it has not been proven). In 1990 there was an attempted attack on the bank’s computer center.  These events drove an aggressive emphasis on global security throughout the bank that continues today.  DB has an industry leading Executive and Event Protection function, and the building and data protection functions are first class as well.

The BC function deals primarily with ensuring and protecting the resilience of a company’s people, processes, and infrastructure to disruptions, such as fire, flood, terrorist act, pandemic, etc.  

An example that contrasts of different levels of resilience companies may exhibit was the effects that a relatively small fire in a Phillips semiconductor fabrication plant in Albuquerque N.M. had on cell phone giants Nokia and Ericsson.  The fire damaged key clean room facilities critical to the semiconductor chip production process, affecting in-process chips but more importantly the clean room itself.  This plant was a major supplier to both Nokia and Ericsson who incorporated the chips into their cell phone production.  Phillips estimated that it would take a week to return the clean rooms too their pristine conditions, and called its customers to inform them of the fire and the estimated ‘down’ time.  Upon hearing the news, the Nokia purchasing manager communicated the update throughout the company (they “encourage bad news to travel fast”) and their top trouble-shooter put the situation on a watch list.  Managers made daily calls to Phillips to assess progress, and initiated a collaboration process with Phillips on the recovery offering to send Nokia engineers to assist in the efforts.  When Phillips executives realized the recovery process actually would take weeks or months until production would catch up, they used this established communications pipeline to inform Nokia, who reacted immediately.  They assembled a global team of supply chain managers, chip designers, and senior managers to assess the situation and work on a solution.  They found other sources for most of the parts from across the world.  For those parts only Phillips could provide, they cornered all excess capacity from Phillips’ plants in the Netherlands and Shanghai and developed new ways to boost production from the Albuquerque plant.  Bottom line, Nokia managed to avoid disrupting service to its customers.  

In sharp contrast, when Ericsson was informed about the fire and the one week estimate, managers did not communicate the incident beyond low level staff and failed to pursue the issue.  When it became clear the delay was significantly delayed, they still left management uninformed.  Once key decision makers were informed, it was too late.  Although executives tried to contact Phillips for help, Nokia had already commandeered all of their spare capacity.  With no alternative sources of supply, and no plan B, Ericsson managers were stuck.  The result—Phillips’ losses were relatively minor (they had insurance against loss) while Ericsson suffered greatly—the first quarter after the incident reported losses of between $430 and $570 Million. Worse, as a result of not being able to meet demand at the peak time of the year due to lack of production units and other problems, Ericsson announced year end losses of $2.34 Billion.  In the end, Ericsson retreated from the cell phone market, and combined with Sony in a 50-50 venture.  Nokia, on the other hand, benefited financially with its proactive and aggressive reaction.  Within six months of the fire market share increased by three percent.  The firm’s resilient culture minimized their vulnerability to disruptions in supply of critical parts, and Nokia employees turned a potential negative event into a positive.

Within the financial services sector, vulnerability that may lead to failures can have impacts beyond the initial business affected.  The world’s economy relies less and less on ‘tangible’ items such as gold and more on the flow of investment funds with huge amounts committed to speculation—all electronically—worldwide.  In DB’s case alone, more than one trillion euros are cleared in the Foreign Exchange market through its trading floors in London, every day.  The enemy we face in the Global War on Terrorism understands that a disruption in the economy would have major effects on Western Governments.  Consider Osama bin Laden’s quote on 27 December 2001:

“If their economy is destroyed, they will be busy with their own affairs rather than enslaving the weak peoples. It is very important to concentrate on hitting the US economy through all possible means.” 

The events of 9/11 brought a renewed focus on terror-based disruption, but random events such as severe weather or earthquakes can also cause significant disruptions especially in an increasingly global environment with products, services, and logistical supply chains crossing national boundaries.  

Scholars contribute to the growing body of knowledge on global markets and its effects on business continuity.  One academic, Dr Yossi Sheffi of the Massachusetts Institute of Technology, presents a framework for understanding vulnerability to any given disruption in his book Resilient Enterprise—Overcoming Vulnerability for Competitive Advantage (a book I highly recommend reading).  His model examines the combination of the likelihood of disruption and the resilience of the company’s reaction to such disruption—whether it can recover and how quickly.  This framework can be used to prioritize all disruptive risks a company faces and thus to prepare appropriate responses, given available resources.  According to Sheffi, the cause of the disruption isn’t as important as the firm’s capacity to build resilience through a focus on the company’s network of processes capable of responding quickly and minimizing the effects of the disruption.  Building a ‘map’ of a company’s vulnerabilities, the potential for each to occur, and the possible impact is a daunting, yet critical task.  From this assessment of the vulnerability environment, Sheffi suggests conducting a standard four quadrant probability/impact risk analysis, and BC efforts are then focused from the upper right ‘critical’ quadrant as far towards the intersection of the XY axes as possible, given resource constraints.  Strategies for handling risks can include assuming, avoiding, mitigating, or transferring risks depending on the cost of mitigation and the relative impact if realized.  
At DB, the CS and BCM functions were combined into CSBC in April of 2006.  The goal of establishing the CSBC organization was to create an area focused on a single, seamless landscape of protection, continuity, and resilience to protect the bank from a myriad of vulnerabilities.  The CSBC lifecycle graphically depicted in Figure 4 starts with an assessment of threats to the bank using an impressive network to gather intelligence and an assessment of the bank’s vulnerabilities.  In light of the resulting threat/vulnerability mosaic, CSBC develops the bank’s posture towards the threats that it may encounter, from building security, personal and event security, and travel advisories, closely collaborating with intelligence authorities.  This process ensures the bank’s resilience to continue operations and generate revenue despite any disruptions via maintenance of disaster recovery sites, redundant system network nodes, and frequent tests of business units’ recovery plans (to include walkthroughs and call tree exercises).  DB tests its resilience/continuity readiness via many small scale tests and major scenario-based crisis management exercises—for example the recent test of an Avian Flu outbreak in the Asia-Pacific region.  Having learned lessons from the 9/11 terrorist attacks, DB management understand that prevention is better than reaction.  

Figure 4.  The CSBC lifecycle.
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Source: CSBC 2006 Annual Report 
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My time at DB was primarily spent in the CSBC and ORM functions.  Upon arriving at DB in August of 2006, I was provided intensive computer-based training and MBA level in-class training on an in-depth review of DB, financial markets and investment banking—its drivers, products, etc.  This educational opportunity proved very beneficial, helping me to understand the structure of the bank, the context for the work I would begin to carry out.  Within CSBC, I assisted the Global Head in establishing the new CSBC organization.  This included a major restructure of the functions, alignment, and personnel.  More specifically I was involved with establishing strategic goals, organizational structures, communications plans, management information systems (metrics), and personnel performance management issues.  This work offered a broad exposure to much of the bank’s infrastructure, e.g., RCM leadership, human resources, audit.  Within the ORM department, I worked primarily on a project to improve process consistency and stability using ‘near miss’ data gathered from process execution.  This meant examining information extracted from ‘close calls’ to extrapolate indicators that could be used as predictors of future mishaps.

Chapter 5

Observations and Recommendations
The following paragraphs provide observations and insights I gained with ideas on their potential applicability to the DoD.  There is no central ‘thesis’ per se.  My goal in this paper is to provide a broad sense of the issues that I’ve been exposed to while at DB (and in one case not in DB but in the UK Ministry of Defence).  Much of what I learned could have applicability to DoD at the conceptual level.   

A. Communications and Organizational Alignment
While travelling to the eight companies who participated in the 2006/2007 SDCFP for ‘Company Day’ events, we saw distinct ‘common threads’.  One of the shared threads was each company had a robust communications process that was formally established, and used in practice, to drive the corporation’s values, goals, and missions from the highest levels down to the actions of those at the entry level of the workforce.  The companies in the program use their communications systems and goal-setting processes to drive the behaviours they want.  A comprehensive communications plan and process was absolutely critical and key to the firms’ success.  

Caterpillar had the most effective process, using their pyramid portrayal of everything flowing out of the corporate mission.  The graphical depiction of their system shown in Figure 5 was a pyramid with the overarching vision at the top and all actions supporting the mission flowing from and supporting it.
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                     Figure 5.  Caterpillar Enterprise Strategy

Source: Caterpillar SDCFP Company Day Briefing

In almost every room or work space at Caterpillars facilities in Peoria, Illinois, these pyramids were displayed.  More importantly though, we learned from our tours and talking to folks (and feedback from the Caterpillar fellow), that management, from the CEO to the lowest levels in the organization, managers walked the walk.  Caterpillar employees are measured against this flow down process.  

At DB, robust intranet, communications processes, and Performance Management Objectives (PMO) process enhance and imbed the firm’s strategic messages.  DB’s Corporate values; performance, trust, teamwork, innovation, and client focus, and corporate mission are driven through the organizational missions down successive layers, and into the employee performance goals using this process.  

The DB corporate mission is as follows:

 
We compete to be the leading global provider of financial solutions for demanding clients creating exceptional value for our shareholders and people. 

 
Each business unit or division creates a strategy for their specific market space (e.g. sales & trading or private and business clients) that is aligned to the overall Deutsche Bank strategy. These divisional or business unit strategies are broken down further into objectives and actions that can be executed at the team and individual levels.

 
Without a consistently applied process, however, that repeatedly aligns group strategy, business unit strategy, team objectives and individual action, a picture such as the one in Figure 6 can result:

 
                    Figure 6.  Misaligned Communications Processes
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This creates ‘drag’ on the organization and slows down the bank’s ability to achieve its ambitious mission. The Bank therefore strives to achieve a perfect alignment of strategy, objectives and personal action similar to Figure 7.
                  Figure 7.  Aligned Communications Processes
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At DB, the Leadership Standards provide such a framework because the principals are derived from the firm’s strategy and represent twelve key performance indicators that describe the bank’s future success. 

 
The Leadership Standards are grounded in the idea of cause and effect, i.e. results achieved today are the result of decisions and actions taken in the past. This enables leaders to clearly understand what factors drive sustained business performance and align their business strategies and objectives to these key drivers. 

 
The use of the Leadership Standards as a process to assist employees at all levels to break down the strategy at every step of the ‘translation or cascading process’ (i.e. into smaller ‘pieces’) ensures that when ‘objectives are set for individuals’ they are aligned to the ‘big picture’. The translation or cascading process can be described as follows in Figure 8.

                                    Figure 8.  DB Leadership Standards Process
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The bank can only achieve its ambitious mission if all individuals are working in the same direction, i.e. making the right decisions and taking the appropriate actions every day.  The Leadership Standards framework is a very effective tool for achieving this goal.
 
The Performance Management Objectives (PMO) process at the individual worker level begins with the employee drafting goals for the period then discussing/negotiating the goals and measuring criteria with their supervisor.  As described in Figure 8, these goals link employee’s personal activities to the organization’s mission to the corporate core values. The resultant goals are entered into the PMO system.  Quarterly performance review sessions are required in which performance is monitored and goals are adjusted as needed.  This ‘common thread’ process aligns individual performance to organizational achievement of its objectives.  This enables everyone in the organization to understand how she or he contributes to ‘mission accomplishment’ and reduces ‘drag.’

 
While the models Caterpillar and DB used stood out, all the companies in the SDCFP program used their communication systems and goal-setting processes to drive the behaviours they wanted.  I believe there is much from this that we can use to improve within the DoD.  In the Air Force, our ‘corporate values’ of Integrity First, Service Before Self, and Excellence In All We Do are inspirational.  And, the concept of patriotism and Service to one’s country drives a certain level of performance in and of itself.  Our service mission to “Fly and Fight’ is also quite clear at the macro level.  What is missing is a formalized process that drives communication throughout the ranks—from the Secretary and the Chief of Staff to the youngest Airman Basic, Second Lieutenant, or newest civilian employee—regarding every task every Airman (civilian or military) does to meet the mission, reflect AF values, and ultimately contribute to the success of the Air Force.  Certainly, the substantial communications efforts of AF leadership (SecAF Letters to Airmen, CSAF Vector, Aim Points, etc) and the military chain of command does push these messages, but my opinion is our personnel evaluation process should be modified to facilitate and ensure this happens in a systematic fashion.  As the leading corporate firms do, the business and cultural outcomes we desire should drive our information technology solutions, rather than having our legacy IT systems shape our processes.  

 
The current AF system fails to mandate a discussion between rater and ratee at the beginning of the period, and the performance feedback session (a good first step) is not utilized to the extent it should be, because everyone is ‘busy,’ and constructive feedback discussions are ‘difficult’ to have.  However, just because something is difficult doesn’t mean it shouldn’t be done, and providing feedback should be among a leader’s top priorities.  

 
While a squadron commander, in an effort to make sure my lower level supervisors were accomplishing good feedback on the folks under their supervision, I required them to give me the feedback forms they completed on the personnel under their supervision prior to preparing my feedback on them.  I didn’t do this to make sure they were giving the feedback that I wanted them to, just to make sure valuable and constructive information was provided to the employee that would help his or her personal and professional growth.  This manual process wasn’t easy at times but I believe it resulted in a better organization.  From talking to my sister service colleagues in the SDCFP, I believe all the services share this shortcoming to some degree.  

 
My recommendation is to modify our evaluation processes to require a pre-period goal setting discussion, and feedback sessions at least twice during the period.  The feedback should be in narrative form versus a check mark on a continuum supported by bullets.  This would allow a road map of sorts for individuals to see themselves and their performance to date more clearly, and would result in higher levels of performance and awareness of professional development needs.

 
The goal setting should focus on establishing a clear line between achievement of the service mission, the unit mission, and individual’s measured performance.  In addition, in our training programs we should place more emphasis on feedback as a basic leadership task.  That would mean  personnel at all levels within the services would have a clearer sense for how their activities contribute to the mission.  As a result, efforts would be more focused and efficient, and morale would be higher.

B. Near Miss Risk Analysis

 
During my time in the ORM department, I worked in the Risk Analytics division on a project to use ‘near miss’ data from processes to reduce and/or minimize actual losses.  Near miss differs from ‘actual loss’ events in that although an event occurred that deviated from a standard or a failed control, there was no actual negative impact (measured as profit and loss in the corporate context but can be anything, such as deviation from production standard, lives lost, etc). Most organizations use proactive measures to protect against negative events such as self inspections, internal controls, or key risk indicators.  These preventative/detective indicators, however, are ‘static’ and are less than optimal.  Negative events continue to occur.  Reactive outcome measures are largely actual losses.  The goal of the ‘near miss’ project is to develop a reactive measure that can measure process execution and use near miss data as predictors of actual losses.  This is similar to Statistical Process Control (SPC), but in an “office environment” where processes are not repetitive enough in nature to be appropriately modelled or measured to enable SPC.   The low frequency of High Impact Low Frequency (HILF) events makes analysis of data to assess probability and loss distributions unreliable.  Experiences from other industries (e.g., rail, chemical, and aviation) show that a large number of Low Impact High Frequency (LIHF) events and a greater number of incidents that result in no loss (near misses) precede HILF losses.  The goal of near miss analytics is to reduce process variation overall and specifically reduce in the number and magnitude of HILF events.  There are numerous examples that demonstrate how paying attention to ‘near miss’ indicators could have avoided disasters.  

· Water leaking into a pesticide storage tank in Bhopal, India, and the subsequent chain reaction caused the escape of a deadly gas which caused the death of an estimated 4,000 people and left 500,000 lingering injuries.  There were several prior indications that a problem existed: troubling temperature and pressure gauges that were ignored, refrigeration, scrubbing units, and flare tower off-line, overflow tanks already filled etc.

· The explosion that destroyed the space shuttle Challenger in 1986 was blamed on faulty O-ring seals.  As far back as 1982, there was documented evidence of degradation in the seals as ambient temperature at lift-off dropped below 53 degrees Fahrenheit or below.  Two Morton Thiokol engineers recommended against the launch and went home, thinking the mission would be scrubbed.  The pressure to launch a large number of missions, and classic ‘group think’ attitude led NASA to overrule the engineers’ recommendation and ordered the launch.  Ambient temperature at lift-off was 36 degrees.

· In October of 1999, a rush hour train carrying passengers in London’s Paddington Station missed a red signal and continued some 700 meters into the path of an oncoming high speed train.  In the collision and subsequent fires, 31 people died and 227 were hospitalized.  Over the six years preceding the accident, eight documented near misses occurred at the exact location of the crash.  That missed signal had one of the highest rates of near misses in the London rail system.

· Similar stories can be told related to the 1998 Morton Tank Explosion, the Firestone Tire/Ford Explorer rollovers, and the Chernobyl Nuclear accident.  Clearly, any system to characterize near misses to avoid HILF events would be appealing.   

 
Within the finance industry, HILF operational risk losses (e.g., Barings, AIB, and Sumitomo) have materialized following the culmination of small anomalies that did not necessarily result in losses.  On the contrary, those precursors sometimes appeared as extreme ‘profits.’   With an understanding of the promise this type of analysis could provide, DB undertook the near miss project within its ORM division.

 
The project’s goal is to gather and model near miss events in a central system, correlate the near miss signatures against actual losses, and then use correlations to predict actual losses when those signatures reoccur.  To the extent it has been employed within DB, this analytic tool has proven successful.  The major impediment to adoption is the myriad information systems within DB’s silos that lack direct interface with each another, and the difficulty in mapping processes from front- to back-office in a dynamic investment banking environment.  RCM management is fully aware of those limiting factors and working to resolve it so full employment of the project is possible.

 
Incorporating near miss techniques within DoD could generate multiple benefits on at least two levels.  First, to the never ending struggle to reduce preventable accidents.  We have long strained to inform and educate personnel on the need to exercise discretion in their activities both on-and off-duty, and to use Operational Risk Management techniques.  The business of the DoD is inherently dangerous on the operational level, and the average age of its operational workforce is low when compared to civilian industry.  As such, DoD has difficulty controlling levels of accidental injuries, both on- and off-duty.  These factors, however, are no excuse.  Leadership must continuously looking for new and innovative methods to keep ORM in the forefront of decisions its personnel make.  In a 22 Jun 06 memo, former Secretary of Defense Rumsfeld said 

 
“…if we need to change our training, improve our material acquisition, or alter our business practices to save the precious lives of our men and women, we will do it.  We will fund as a first priority those technologies and devices that will save lives and equipment.  We will retrofit existing systems, and consider these devices as a “must fund” priority for all new systems.  We can no longer consider safety as a “nice to have”.”  

 
Systems and technology can only provide the framework and equipment to provide the potential for safety—what is needed is a shift in culture that removes the allure of unnecessarily daring or dangerous behaviour from our folks.  I believe ‘near miss’ analysis could be an effective tool towards that end (as part of a comprehensive communications strategy).  

 
In its air operations, the Air Force has a near miss program already in the Hazardous Air Traffic Report—a mechanism to capture deviations from safe practices on the ground or in the air.  The Federal Aviation Administration has a similar tool.  By analyzing actual injury cases, and tracing the individual’s behaviour backwards from the point of injury, I would postulate that other instances of ‘risky’ behaviour would manifest themselves.  For instance, a military member who had a crash of his motorcycle may have prior to the crash driven the motorcycle at high speed or in a reckless manner.  It is highly likely that others saw these behaviours.  By building a database of analysis linking reckless but non-injury behaviour with actual injuries, spreading the message through a compelling communications strategy, and offering a rewards/incentives program, individuals would watch their compatriot’s behaviour and step in when they saw the first instances of recklessness.  This is not ‘rocket science,’ but any measure that gives our men and women pause to think before taking action warrants review.  Certainly, we would not want to foster a risk-averse nature that would impact the ‘on-the-job’ risk-taking where it makes sense and in some cases is desired.  The goal is for personnel to have a more comprehensive framework in which to apply ORM decisions.  To use the Army expression, we want our people to “Own the Edge” in Operational Risk Management.

 
The second level that I see potential applicability of near miss analytics is in the area of acquisition program risk analytics.  While high rate production programs utilize control measures such as SPC, low rate production programs, such as space satellite production where a full program could be as low as three units, fail to lend themselves to such tools.  In discussions, major defense contractors claim they work to capture ‘near misses’ but it is ad hoc, and far too often seemingly obvious mistakes are made.  Examples include incorrectly installed fasteners, use of wrong materials, and poor workplace cleaning practices (resulting in tools being left inside satellites).  A more disciplined approach to capturing deviations from nominal procedures should be taken, both on the contractor as well as on the government sides, to reduce these occurrences—whether resulting in a near miss, or an actual incident.  If the ‘loose’ processes and/or specific behaviours can be captured that result in a ‘near miss’ or actual incidents, then it follows that they should be able to be correlated and the government/contractor team can work to curb such looseness or behaviour in the future.  The DoD acquisition community is already aware of the loss of qualified Government personnel during the 1990’s and is working to build these numbers to become a stronger partner in system acquisition and development.  My recommendation is to add the near miss analysis techniques to the Acquisition Professional Development Program training regimen, and to require a strong near miss program as a part of a comprehensive production.management program in contracts.  

C. Structured Operating Model

 
Given Deutsche Bank’s incredibly fast expansion, owing to aggressive mergers and acquisitions, and the proliferation of the investment banking industry, the company has developed silos within its product group areas.  Within these silos, business units have developed processes, procedures, and information technology systems to support work unique to that unit.  These silo organizations enabled the businesses to be very successful in the extremely competitive investment banking industry, and indeed as the company grew, all DB’s business units enjoyed increasing revenues.  As the competitive playing field in investment banking became more crowded, however, volumes continued to grow, but margins compressed and products commoditized more quickly.  To enable DB to continue to deliver positive returns in this environment, management knew they needed to embark on a cost control path.  Between the years 2001 – 2004, infrastructure functions delivered between 20% and 30% in cost savings. At the same time, they continued to support the growing needs of the business units.  Those efforts contributed to the bank’s ability of the bank to meet its cost/income ratio reduction goals and reach its return on equity targets.  Within the silos, business units undertook strategies to reduce costs as well, such as outsourcing, off shoring (moving out of the country/region) and near shoring (moving to other parts of the country/region) its mid- to back-office functions and processing sites.  These activities were successful to a degree, but to remain competitive more needed to be done.  Another effect of this decentralized effort to reduce cost was an increasing complexity in business operations. An example of this complexity is shown in  Figure 9.

                                 Figure 9.  Process Complexity Illustration
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Source: Structured Operating Model Overview

As a result of the previous cost reduction initiatives, there were nine captive (staffed with DB employees versus staffed with contract employees) near and offshore locations in eight countries and over 120 separate outsourcing contracts with over 100 different vendors.  Understandably, this led to challenges in achieving consistency and the ability to create and leverage economies of scale. 

 
Understanding that a centralized, more disciplined approach was required, and that silos should be broken down as much as possible, DB management created the Structured Operating Model (SOM) project.  The formal mission statement is:

SOM is a Group (Bank)-wide program to transform our operations into an industrialized model.  We will create six globally connected processing hubs to deliver standardized services to DB’s business units in a controlled and cost-efficient manner.

 
A six hub model divides work between those processes that need to remain close to their clients (client-facing) and those that can be accomplished remotely.  The more complex, client-facing processes will be kept close to the key areas of the industry: Frankfurt, London, and New York.  A much smaller presence will remain in the other major financial sites, such as Singapore and Tokyo.  Processes that can be accomplished remotely will be conducted at three offshore hubs in Bangalore and Mumbai, India, and Manila, Philippines.  These three hubs were selected to leverage DB’s existing footprint in Asia.  Also, the competitive cost base and availability of requisite talent pools in these areas, and the ability to achieve optimal risk management and business continuity management via load balancing across the hubs made the locations attractive.  The projected benefits of SOM are numerous and include:

· Resilient, scalable infrastructure to support organic and inorganic revenue growth

· Process re-engineering to drive optimization and transformation

· Enhanced operational risk control

· Significant reduction in process fragmentation

· More strategic management of DB’s infrastructure cost base

· Ability to keep pace with best industry practices


 
DB executives were concerned that such a monumental restructuring of operations, if executed haphazardly, would have devastating effects on operations.  Managers had to execute this fundamental restructuring without impacting the bank’s ability to generate revenue; in essence, executives knew they had to ‘overhaul the engine while underway.’  To accomplish this feat, they first assessed candidate processes within silos for consolidation and movement to the offshore hubs using a portability survey.  Managers then developed a structured, disciplined Standard Transition Methodology (STM) that applied to all selected processes.  The STM was split into the three strategic macro phases of pre-migration, migration and supervised production.  Alongside these phases are five high level Tollgates that projects have to pass through as part of the transition journey.

  
The five Tollgates are:

· Preparatory work completed 

· Process defined and initial requirements submitted

· Workstream requirements submitted 

· Move into supervised production 

· Move to steady state operations
 
Within each Tollgate are numerous milestones that must be accomplished.  There is a rigorous approval process consisting of approvals from the SOM program office, the sending and receiving managers, and high level decision makers prior to a project being passed from one Tollgate to another.  The STM has been absolutely critical to the successes of the SOM project.  Given the vast numbers of processes (each a project) under the overarching SOM program (110 projects in 2006, 189 in 2007), STM was essential.  In addition, executives knew a system of project governance which allowed management to control and maintain insight into its performance was also required.

This governance is accomplished via an impressive proprietary IT tool (SOM toolkit) built by an external company called Sutherland.  The individual project manager is provided a ‘synthetic’ MS Project (MSP) document that contains each of the 42 required milestones, the five tollgates, and generic deliveries.  The project manager builds out the synthetic MSP with information specific to the individual project, and sends it back to the SOM program office, who loads it into the SOM toolkit.  Within the toolkit, the project is tracked, and the status of upcoming deliverables is reported via the toolkit to all affected managers.  Also, the toolkit tracks all meetings, tasks, project risks, and action items.  For instance, the toolkit has screens outlining the next meetings, and when opened, it automatically displays all expected attendees, meeting agenda, action items (with up to the minute status), last meeting minutes, and suspense dates.  The toolkit is an amazing piece of efficient business-enabling IT, and a good example of IT systems built around good business processes (instead of the opposite, which is business processes built around IT systems).  More importantly, although it is mandatory that all personnel within the SOM Program use the toolkit, management has also bought concept.  Meetings are held directly from the toolkit on large flat screen displays throughout the SOM program office and upper management has a dedicated display screen on their desktops showing the status of upcoming, due, and overdue deliverables.  The toolkit makes governance of this huge program much easier.  

 
Additionally, SOM program manager secured a dedicated communications function to seize and manage the information release to bank employees.  This was extremely important, as employees were naturally concerned that the SOM initiative was taking their jobs.  The transfer of the processes to the remote hubs required the current DB employees to train the Indian/Philippine personnel which was unnerving to some.  At this time this paper is written, the project was just fully underway, but already there have been signs of success.  As a result of the processes being moved, 1200 jobs have been relocated from high cost areas (loaded costs approximately £250K per year) that do not need to be in the client-facing hubs, in the context of the DB operating plans and client requirements, to the 3 remote hubs (loaded cost approximately £23K per year) with no dips in revenues or service to the client.  DB is working to ensure personnel that might be displaced by the jobs leaving the high cost areas are moved to other positions within the Bank or reduced via normal attrition.

 
Having worked two assignments within the Pentagon, it is clear to me that huge potential savings could be achieved within the business processes at the Pentagon if the SOM principles were applied to it.  Within each of the services, the Office of the Secretary of Defense, and the Joint Staff, there are myriad processes that are redundant, and could be combined to achieve efficiency savings.  Examples include many personnel functions such as awards and decorations, legal services, select acquisition functions, and  information technology services.  There are differences in specific process steps, to be sure, but these could be managed and eliminated over time.  These redundancies could be combined, and while obviously offshoring to India isn’t appropriate, they could be ‘near-shored’ out of the expensive Washington DC region.  This initiative is being pursued in some fashion already, such as the new Air Force Claims Center in Kettering, Ohio.  An OSD-led initiative to pursue this across services could achieve substantial benefit.  The resistance to this initiative would be enormous, however, and require Goldwater-Nichols-like direction and Congressional support.  

 
In addition, the governance model (utilizing the proprietary toolkit) I described that is used in the SOM program is also used on many other DB programs (e.g., real estate projects).  The same model would have direct applicability for use on many projects within the DoD to include acquisition programs.  At Headquarters, Air Force, the Secretariat attempted to use a paperless governance process using the MS Outlook application suite, and achieved mixed success.  There were issues with the use of that product (such as the inability to incorporate non-MS products easily into the tool), but the main reason for failure was a lack of follow through in directing the program’s implementation.  The governance tool DB used under the SOM program has benefits beyond those in MS Outlook without many of its weaknesses.  What is essential for success is that management force its adoption and continue to  follow through until using the system became the ‘language’ of use.

D. Management Information System (Metrics reporting tool)

 
A substantial portion of my time within CSBC was spent assisting the Global Head build the organization’s management information system (MIS).  In the US, the term MIS usually refers to an information technology system.  In the UK and Europe, MIS refers to the organizational performance measurement reporting tools (metrics).  The adage, ‘you cannot manage what you don’t measure’ is accepted as a given and most would agree that an organization should have a strong metrics program, that assesses performance against criteria (objective hopefully but subjective as well).  If 100 managers were asked if they needed performance measurements, I don’t believe you would find many who would against collecting data and using metrics.  Far too often in practice, however, managers’ overwhelming (and growing in this age of 24/7/365 connectivity) workloads mean metrics are not gathered regularly.  This means the measures are not as meaningful as they could be.  Another issue is that sometimes only ‘easy to gather’ data is measured that doesn’t really provide adequate information on the health and performance of the organization.  This was the case with CSBC initially.  

 
With the merger of the CS and BCM functions, the global head initiated a project to review the data that global functions were gathering and put together a CSBC MIS package (phase one).  Given what existed in phase one, the plan was to evaluate what should be modified, created, etc. to make a CSBC MIS product appropriate for its needs.  What we found in phase one was that the CSBC functions were not gathering much data at all, and when they were it was regionally and not yet globally focused.  In phase two we undertook building a set of MIS data (informed by the phase one exercise) that could be used for two purposes—as a dashboard and as a report card.  The dashboard function is an internal assessment a manager utilized for a sense of how the organization’s engine is running; performance against targets/goals, budgets, personnel issues, etc.  Managers use the report card to broadcast to external parties (higher level management, budget setting committees, etc) how well the organization is meeting its objectives, and how these objectives support higher level organizations and help DB overall meet its goals.  CSBC leadership is trying to build both key performance indicators (KPIs--quantifiable measurements of the improvement in performing an activity that is critical to the success of a business) and key risk indicators (KRIs--regularly measured metric based on the operational risk profile of a particular activity or activities. Risk indicators would allow for a trend analysis over time and once a particular threshold or trigger level has been exceeded would incorporate escalation procedures.  This phase two process is on-going.  

 
The difficulty CSBC has building a good MIS system is similar to the problems most organizations, including the DoD, have.  Building meaningful, quantifiable measures is complex and problematic, especially in an office environment. Additionally, manager’s heavy workloads means they are constantly in a ‘fire fight’ mentality, working issues that if not executed correctly are likely to lead to direct negative consequences (bite them in the rear).  The tasks that fall ‘beneath the cut line’ first are tasks such as setting up appropriate management tools.  This short term focus at the expense of the longer term benefit is widespread, and ultimately detrimental to the achievement of maximum performance throughout the organization.  As stated before, most managers would agree that proper MIS is essential.  My recommendation to the DoD is that 1) it should add more detailed management metrics training earlier, and throughout, a member’s career; and 2) require periodic formal review of organizational metrics systems.  Because of the workload and competing priorities, ensuring adequate attention is paid to metrics requires follow up.  DB does this via its internal Audit division, with great effect.  The DoD could institute a similar review process.

E. Joint Budgeting
 
The current DoD budgeting system is in dire need of reform.  The Planning, Programming, Budgeting, and Execution System at its core, a ‘rolling wave’ of 5-6 year increments is a good system and works well at the macro level, but the details of its execution are woefully onerous and cumbersome.

 
One of the main impediments to achieving a more efficient budgeting process is the construct of a single Department of Defense budget that is built in service silos then kluged together at the last minute under an extremely tight schedule.  The services, in order to protect and maximize their ‘share’ of the budget (a concept of the highest sensitivity within the Pentagon) have the potential of ‘gaming’ the system.  For example, a service might under fund a joint program in the build of the service budget submission to get more of its service-unique programs in under the service top line bogey because decision makers know it will get ‘plussed-up’ during the OSD review process.  This process pits one service against another.  At times, the focus seems more toward protecting one’s service’s share of the budget than putting together the right Department of Defense budget that gets the joint mission accomplished.  The Center for Strategic and International Studies’ Beyond Goldwater-Nichols (BG-N) Phase 1 Report stated it this way:


“Compounding the problems of inefficiency and waste in the resource allocation process is the continuing dominance of the Services in the procurement process.  Under the current system, narrow Service interests frequently prevail over joint perspectives and solutions.  The fact of too little jointness in the acquisition determinations ultimately is a liability in terms of providing the Combatant Commanders with the necessary capabilities to prosecute modern warfare.”

 
The Contractor community having too great an influence in the process exacerbates this issue, especially the service build portion.  With their very effective Congressional communication/lobbying capabilities, and Congressional service caucuses, the entire process becomes overly parochial and detrimental to the achievement of maximum efficiency for the war fighter (and the taxpayer).  As an acquisition officer who had a front-row seat during the 1990’s era of acquisition reform I saw the effects ‘insight not oversight’ (which was requested by the contractor community) and the resulting major acquisition workforce reductions had on systems acquisition.  The US contractor community is the best in the world and the reason for our continued technological dominance.  They are as patriotic as those in the military and civilians in government service, but they are motivated fundamentally different.  Especially these days, with the entire financial community waiting breathless for every quarterly earnings statement, government contractors are driven by maximizing profit and share prices.  To do so they have a continuous need to reduce costs and limit exposure.

 
It is my belief that the Goldwater-Nichols legislation was the right idea in terms of pushing the concept of jointness but it did not go far enough in bringing the concept to the Pentagon’s business processes.  This is buttressed by the BG-N effort that is underway.  Much of the BG-N findings and recommendations are highly useful and laudatory but one of their ‘guiding principles’ that resources should still be organized, managed, and budgeted along service lines in my opinion is problematic.  In the Pentagon, it is a basic tenet that unless one has budget authority one has no power.  I have long held the opinion that the ‘final say’ on budget allocation should be owned by the ‘purple’ community to reduce (or eliminate) the partisan battling between the services.  Although I initially believed that the Joint Staff Functional Capabilities Boards would be the right place to hold the final budgeting approval, my concern was that the Joint Staff, with its focus on the near term, would short-change the longer term programs.  Additionally, there is the concern that if the services were too far removed from their traditional mission of feeding, training, and equipping the forces there would be ‘gaps’ that would inevitably appear that could be detrimental to mission accomplishment.  

 
After a tour of the UK Ministry of Defence (MoD) at Whitehall given by an acquaintance in the Royal Air Force he explained their acquisition planning, prioritizing and budgeting process.  As part of the 1998 Strategic Defence Review, the Ministry of Defence moved away from the traditional model we use in the pentagon of each service having its own process towards a completely ‘purple’ process.  In Whitehall, the acquisition/budgeting process is handled by multiple directorates of equipment capability (DECs) which are joint organizations focused on fielding capabilities in general mission areas.  The DECs are:

· DEC Above Water Effects

· DEC Under Water Effects

· DEC Deep Target Attack

· DEC Command Control & Information Infrastructure

· DEC Intelligence Surveillance Target Acquisition and Reconnaissance

· DEC Special Projects

· DEC Expeditional Logistics & Support

· DEC Theatre Airspace

· DEC Ground Manœuvre

· DEC Air & Littoral Manœuvre

· DEC Chemical, Biological, Radiological , & Nuclear
 
The responsibilities of each DEC include establishing requirements, programming, and budgeting for systems within their mission areas.  The other traditional headquarters functions, such as operations, plans, and policies within the MoD are accomplished by traditional service-specific organizations.  Having a single acquisition planning, programming, and budgeting system, organized by mission areas, results in tradeoffs between competing programs within mission areas.  For instance, the DEC for Theatre Airspace makes tradeoffs between Ground Based Air Defence (Army) program allocations and Typhoon close air support (Air Force) program allocations.  Further, the acquisition function is executed by a single agency, the Defence Procurement Agency that offers reduced levels of management oversight and better cross-pollenization of personnel, expertise, and lessons learned across programs.

 
The UK MoD model offers significant benefits over the one currently employed in the DoD.  One advantage—would be to shift the ‘budget battles’ from service-against-service to debates on resource allocations between mission areas.  The resultant ‘friction’ between mission areas would be healthy and naturally lead to discussions/debates using the overarching guidance framework coming from above, e.g., National Security Strategy, National Military Strategy, and the actual employment plans that the CoCOMs are charged with executing.  The strategy guidance and employment plans, and the PPBS flowing from them, offer a much more constructive arena to have than the pressure to maximize service budget share and its protect its programs separate from the war planning process.  

 
In addition, I believe such an organizational construct would be much more agile and able to fill and field emerging requirements (e.g., wartime needs) more quickly than the current system.

F. Streamlining Procurement

 
The procurement function at Deutsche Bank has many similarities to the DoD—size, global operating theatre, and diverse businesses.  The main difference of course is that the bank has to continually show profits and improved trends in return on stockholder investments.  In 2005, DB spent around £6.2 Billion (approximately $11.95B) in procurement (services, commodities, IT equipment, etc) in a decentralized fashion.  To drive efficiencies, DB executives understood that it needed to ‘globalize’ the procurement function.  They believed this would allow reductions in operating costs and headcount, and would allow business intelligence to be gathered on procurements that were being made to further drive savings.  Deutsche Bank’s management also decided to outsource the majority of the highly recurring commodities and small services function as it was not a core competency.  DB did, however, retain in house expertise for more complex services and major projects.  The bank held a competition between IBM, EDS, and Accenture teams to establish a global, on-line portal (Acccenture won the contract).  Their solution resembled to a degree existing Government on-line purchasing portals such as GSA Advantage.  Accenture manages the system for DB utilizing specific service level agreements and Key Performance Indicators with its personnel imbedded into DB’s in-house global sourcing division personnel.  Based on spend analysis, Indefinite Delivery – Indefinite Quantity style contracts are negotiated for frequently procured items either by Accenture or by DB employees, which can be regionally specific or global.  The resultant bundled requirements offer quantity discount and other savings.  The system also utilizes reverse auctioning techniques in those instances in which it makes good business sense to do so without damaging its relationships with its suppliers (e.g., highly commoditized equivalent items/services available from multiple sources).   P2P covers most commodities and non-complex services, such as legal, consulting, information technology, and accounting.  With an eye on making the user experience as smooth as possible, they are constantly reviewing and adjusting the entire process to reduce mouse ‘clicks.’

 
The big difference between the Accenture/DB system and the government’s systems is hinted by its name, Procure2Pay (P2P), or Price—Purchase—Pay.  In building the system, Accenture took a step beyond the functionality of existing government systems and fused the procurement and the payment processes into a single, streamlined end-to-end process.  This was not an easy task.  The procurement and payment functions were completely separate and reported in separate chains all the way to the executive committee (CAO and CFO, respectively).  After a detailed assessment of potential savings, the decision to merge the two processes was made.  It was a difficult decision because many ‘rice bowls’ were upset and the CFO’s organization lost ‘turf,’ but it was the right decision for the company’s greater good.  The resultant system has many benefits; 

· Drove efficiencies from the merger of the two processes.  The number of procurement Accounts Payable accounts was reduced from 400 to 28 then to five.

· The customer (purchaser) has only one interface to deal with throughout out the entire process from browsing on-line catalogues, to ordering, to shipment status, to payment.  Customer time spent on the entire procurement process (shopping through payment and receipt) has been reduced drastically.

· The business intelligence gained from aggregating purchases globally has enabled savings from quantity discounts, etc.  In addition, data on purchases made outside ‘accepted’ products offered on P2P can be gathered and analyzed, down into the region and ultimately to the specific individual approver, who get’s management’s ‘visibility.’  Rationale for non-conforming purchases is assessed and any needed modifications or additions to the offered items can be made.

 
Efficiencies derived from the new system have been enormous.  When DB embarked on the P2P program, the projected savings after the required initial investment was $550 Million over seven years.  Not quite three years into the program, the $550 Million goal has been achieved, and the rate of savings continue to increase.  These figures are purely savings from reduced procurement costs dues to economic quantity ordering and do not take into account the efficiencies gained from the merging of the processes.  If these were added savings would be substantially higher.

 
The DoD may not face the same profit/shareholder return issues, but clearly where efficiencies can be gained in support processes, the dollars saved can be plied into increasing assets towards warfighting efforts, be it a weapons system or unit operations and maintenance funding; by ‘right-balancing’ the tooth-to-tail ratio.  As an acquisition officer with 18 years experience, I believe that the DoD could reap similar, if not greater, savings from adopting a process similar to P2P.  While a contracting squadron commander, I tried unsuccessfully to establish an on-line commodities procurement portal for units on Hurlburt AFB to speed up the buying process and make it easier for users as well as gather business intelligence.  At the time the limiting factor was technology (and time).   There is no reason that a P2P-like product cannot be built either at the DoD or service level with the ability to modify it at the region or installation for unique aspects.  Furthermore, there would be much efficiency in the merging of the procurement and finance ‘small purchase’ payments processes into one single process.  There is no reason the commodities/non-complex service procurement processes across the services could not be combined into a single process.  The Defense Travel System and Standard Procurement System efforts, in concept, could be used as a model, with the myriad lessons learned from the significant difficulties in their development and fielding applied.  The services would still need to be involved with the system to retain their expertise used in Contingency Contracting deployments.  

G. Comprehensive Training
 
At DB, executive management is keenly aware that to build on the bank’s success in the investment banking industry, they must attract and retain the best and brightest, and, despite the constantly changing landscape, enable them to succeed.   One of their stated challenges is “Winning the Intellectual Leadership Competition.”  Senior management defines its efforts to build intellectual leadership in product management, cost management, and infrastructure/systems.  To achieve their goals, they understand that they must push people out of their comfort zones and into new challenges.  Training is of the utmost importance, and DB focuses on training in three aspects; technical training, which it calls ‘hard’ skills, leadership, and diplomacy, which together the latter two are called ‘soft’ skills.  Soft skills courses offered include change management, influencing and building relationships, successful negotiating, assertiveness, managing cross functional teams, body language, managing difficult relationships, etc.  The use of 360 degree review grew when some companies and consultants began to believe that the best feedback would be more complete feedback—including the view not just of the boss, but also of colleagues and peers, and even subordinates; in other words, getting feedback from all points of the compass, top, down, and across. Some companies even expanded that 360º perspective to include customers and suppliers, a “spherical” approach, although that proved more difficult to manage. At the core of all performance feedback systems was the belief that people needed accurate data in order to improve their performance. If employees did not know how they were doing, they would be unable to make good plans to improve.  The DB 360 degree review is a Web based questionnaire- style evaluation (1-5 fill in responses) that an individual sends to his or her superiors, peers, and subordinates.  Responses are anonymous and the numbers of responses are managed such that the individual can’t track answers to the one who submitted it.  The result of this focus on management is a workforce much more self aware and able to negotiate the dynamic, multi-cultural environment in which it exists.

 
I believe the DoD has a world class training program, yet there is room for improvement. ‘Hard skill’ training is first rate, starting with technical school and continuing throughout the career.  ‘Soft skill’ training isn’t as robust and could be improved upon.  In the Air Force, we receive soft skill training to some degree in the successive levels of Professional Military Education (PME), but there is no formalized process to continue and build upon these skills throughout one’s career.  I believe the cost of establishing such training would be realized in savings from a better attuned workforce.  

 
I also recommend the department utilize 360 degree reviews.  The only feedback other than from the supervisor in the performance evaluation system, is at the first Command opportunity via the Unit Climate Assessment Survey.  Although an extremely valuable experience, this evaluation is far too late in an Officer’s career and not focused enough on the individual him or herself.  I believe 360 degree reviews should be utilized as early as possible, but no later than the mid-Captain level.  Getting constructive feedback from co-workers/peers, direct reports, supervisors, and other people with a working knowledge of the individual is priceless and would help them become better, more productive, members.

Chapter 6
Implementation

Although in an academic environment I have the luxury of making recommendations that in reality would be next to impossible to make, I’m fully aware of how difficult some would be.  Having had previous Pentagon assignments and experience on Capitol Hill, I understand how difficult change can be.  Adopting many of the recommendations in this report, would be a monumental undertaking with many opponents, both within the Pentagon and on the Hill.  The current processes and organization have proven successful over the years (success measured in terms of work being accomplished, although not necessarily in the most efficient manner), and much inertia is riding on their continuing.  Employees who have ‘grown up’ in the system, are naturally predisposed to protecting and defending the status quo.  Resistance to change would be enormous and there would be both overt and covert efforts to sabotage any change effort.  

 
Also, the DoD has little leeway in its ability to initiate substantive changes.  Having spent a year as a Legislative Fellow, I understand fully the extent to which the Congress is involved and their oversight over the inner workings of the Pentagon.  The power and turf of members of Congress is deeply rooted within the current system and there will be a natural suspicion of and reluctance to any change proposal.  Beyond the members’ reticence to change, there are powerful lobbying groups (e.g., government unions, defense contractors) that would bring their considerable might to block any initiative to make substantive change to the current system.

 
Yet, I believe this era of tight fiscal challenges (e.g., social security, medicare, recapitalization) with more on the horizon and the current political environment may provide the DoD a strategic opportunity to implement change.  The time might be right for a detached, unemotional look at all DoD business processes, and a well put together and fully thought through change action plan could be developed that would have a positive effect. 

 
To do so successfully requires the following:

· Preparing the battle space.  As stated, any initiative to make substantial structural changes within the Pentagon will meet with significant resistance.   Opponents would be many: the Government Workers Union and their powerful Congressional lobby, and from individual Congressional members, from entrenched personnel within the Pentagon.  To successfully overcome this reluctance, prior to making any announcement, the department should go on the offensive prior to announcing its intent officially to put together a coalition of allies from Industry, the media, industry associations, think tanks, and members and key staffers on both sides of the Congressional aisle who would counterbalance the resistance the change efforts would face.  Arguing that the time is right for reform of the department, and making clear the expected benefits in terms of efficiencies, expenditures avoided, etc., would be a good political issue for members of either party to be associated with.  Reforming government’ is a story that will always sell well with voters.  DoD leadership should reach out to Congressional members in key positions, for example the Chairs, Ranking Members, and rank membership on the Government Affairs Committees, in addition to the other traditional interfaces (Authorizations, Appropriations committees) of the Department.  It is imperative that both sides of the aisle be involved to make and keep this a non-partisan effort.  In addition, the outreach effort should include the General Accounting Office, prominent figures in professional associations, and leading individuals from think tanks with leanings to both sides of center.   I believe the timing is right for such a move; Secretary of Defense Robert Gates has garnered the reputation of doing what he believes is right for the DoD and the U.S. with a open, less rigid stance. He would build on this reputation with a bi-partisan initiative to reform the pentagon’s business operations, and the effort would be a positive and substantive issue for Congressional members to be a part of the year before a major election cycle.  I fully understand the Department’s reticence to being involved in the political process and I am not asserting that we should ‘manipulate’ the legislative branch of Government.  What I am saying is that the Department should analyze what structural and process changes make sense, and then build a proactive outreach effort and a comprehensive communications package that will build a coalition of the willing to counteract the opposition that we know will materialize.  In essence, to follow and use the legislative process as any other group or citizen can do.  There are many examples of other parts of the executive branch using the process in this manner.

· Follow through.  There is certainly no shortage of ideas for change.  The bookshelves are overflowing with ‘new’ approaches to business and other organizations, and different ways of getting more out of the workforce.  The proliferation of these new ideas are having a detrimental effect on the workforce.  In the article “How Process Enterprises Really Work,” authors Michael Hammer and Steven Stanton say it best “most companies today are swimming—or sinking—in a sea of change programs…The proliferation of change efforts causes harm in many ways: it consumes resources, creates confusion, and encourages cynicism.”  In their book Execution: The Discipline of Getting Things Done, Authors Larry Bossidy and Ram Charan make the following statement “Many business leaders spend vast amounts of time learning and promulgating the latest management techniques.  But their failure to understand and practice execution negates the value of almost all they learn and preach.  Such leaders are building houses without foundations.”  The missing ingredient, they argue, is the lack of a culture of ‘execution’ or follow through.  Too often, change efforts are bought into by top management and the lowest levels of the workforce, but not the crucial middle management layer that does the lion’s share of driving the engine day-to-day.  To drive changes throughout the organization, management from the top to bottom must constantly and comprehensively communicate the message throughout, both using the formalized communication channels and, more importantly, the stronger informal channels.  They must also ‘walk the walk’ themselves.  Objectives of the change program must be clearly communicated, and the hard questions of “how,” and “from what to what” must be answered in easy to understand common language that everyone understands—not Harvard Business Review-speak.  Visible, hands on, front lines leadership is critical to building a culture of follow through and execution.
Chapter 7
Closure
In summary, the year in the fellowship has been an incredible learning opportunity.  The ability to roll up my shirt sleeves and work at Deutsche Bank and observe the way they do business has yielded a treasure trove of experiences that I will be able to draw on in the future.  DB is an impressive company in a very competitive industry.  I want to thank Mr Victor Meyer, my sponsor, for working to make my transition to DB smooth and giving me many opportunities to see different aspects of the bank.  

I am a strong believer in the Secretary of Defense Corporate Fellows program.  The DoD, as one of the world’s biggest business organizations, stands to learn much from other companies.  I believe it would be beneficial to also invite corporate representatives to spend time in the Pentagon as well in a reciprocal or exchange program wherein they could study the DoD and its business practices.  I also believe we should expand the program to include Congressional staffers who would also be a part of any significant change effort in the DoD.

I am grateful to be given the opportunity to participate in the program.
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