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Disclaimer

The views expressed in this academic research paper are those of the author(s) and do not reflect the official policy or position of the US government or the Department of Defense.  In accordance with Air Force Instruction 51-303, it is not copyrighted, but is the property of the United States government.

Additionally, the views expressed in this academic research paper do not reflect the position of the Microsoft Corporation.  Apparent statements of fact (such as “Microsoft believes” and so forth) reflect the author’s observations and conclusions and not a formal declaration of corporate policy unless they are attributed with a footnote.
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Preface

This report is a shallow reflection of the richly textured year I spent at Microsoft in the midst of a military career.  While many have suggested what a great deal this was, on many days, it just felt like a “job” rather than an educational experience.  Nevertheless, the experience was superb and instilled in a me a new respect not only for Microsoft as a company, but for capitalism writ large and the system of government that enabled a college drop-out to become the world’s wealthiest man in the span of roughly 20 years.  America is a great place and I am proud to be in her service.  While I learned much in my year, I am in no hurry to leave the uniform.
I am grateful to my fellow Corporate Fellows.  Their perspective put mine into context and deepened the value of my experience immeasurably.  Mr. Eric Briggs’s sage counsel and steady hand throughout the year was profoundly valuable as well, as were his views on global warming.  At Microsoft, I am most indebted to Ms. Linda Zecher who was an ideal sponsor.  She is a credit to Microsoft of the first order.  Jacqui Demitz, Deb Hennessey, Carol Kersten, Andrew Ko, Curt Kolcun, Kim Nelson, Peter Neupert, Joe Rozek, Tammy Savage, Scott Suhy, and David Waldrop were also great interpreters of Microsoft as well as good friends throughout the year.  At CPD Consultants, Pat Duecy provided valuable counsel and the assurance that if this Air Force gig doesn’t work out, there’s always room at CPD for a special assistant to the accountant.  Finally, at the Illinois State Police, Chuck Brueggemann, Aaron Kustermann, Mike Snyders, and Kirk Lonbom reminded me that selfless patriots aren’t necessarily the sole province of the federal government.  Thank you gentlemen for what you do.
au/AFF/NNN/2007-XX
Abstract

This report reflects the experiences of a Secretary of Defense Corporate Fellow assigned to the Microsoft Corporation during the academic year 2006-2007.  Designed to “glean the best of change, innovation, and leading edge business practices that could be implemented to transform [the Department of Defense],” the Corporate Fellows Program places officers in corporate environments for a year of experiential learning.  In addition to briefly describing the program and its objectives, the author presents a brief history of Microsoft and an overview of its organization and culture.  After then describing his experiences throughout the year, the author moves to a set of observations and recommendations applicable to the Department of Defense.  The four key observations and recommendations contained in this report include: an alternative way of thinking about diversity as a mission imperative with implications for recruiting and incentives; suggestions for the successful implementation of internal business investments, such as Lean and Six Sigma management initiatives as well an internal information technology investment; the potential to leverage fielded and/or licensed software for mission information technology requirements; and the potential for the Department of Defense to reap the benefits of web-based communications and collaboration tools such as blogs and wikis.
Chapter 1

Introduction & Program Overview
As we look ahead into the next century, leaders will be those who empower others.
—Bill Gates
The Secretary of Defense Corporate Fellows Program (SDCFP) is a War College equivalent program for officers in the grades of O-5 and O-6 in all four U.S. military Services.  Typically, each Service selects two to three officers for placement in the corporate setting for a ten month Fellowship with a sponsoring company.  In its eleventh year of existence, the SDCFP has established relationships with several dozen companies who sponsor Fellows periodically.  The SDCFP is a component of the National Defense University and is sponsored by the Secretary of Defense’s Office of Net Assessments.
The explicit purpose of the SDCFP is to build a cadre of senior leaders for the Department of Defense (DoD) who possess an understanding of alternative ways of thinking about organizations, technology, and best business practices.  Additionally, the Fellows are able to provide the DoD with observations and recommendations regarding best business practices with applicability to the DoD.  In fact, past Fellows’ final reports reveal pointers towards the future of the DoD as corporate practices eventually found their way to DoD application.  In the late 1990s, the first Fellows reported on such observations as the utility of corporate intranets and cutting-edge management initiatives such as Lean and Six Sigma.
In preparation for assignment to the sponsoring companies, the Corporate Fellows attend a month-long orientation program in Washington, D.C. during which they meet with a number of senior military and civilian officials from across the U.S. government, think tanks, academia, and the media.  Additionally, the Fellows attend a week-long “crash course” in business administration and accounting at the University of Virginia’s prestigious Darden School of Business.
This year’s corporate sponsors were Caterpillar (Peoria, Illinois), Deutche Bank (London, United Kingdom), Du Pont (Richmond, Virginia), General Dynamics C4 Systems (Scottsdale, Arizona), IBM (Fairfax, Virginia), McKinsey & Company (Irvine, California), Microsoft (Washington, District of Columbia), and Pfizer (New York, New York).  My assignment was to Microsoft, a Fortune 100 company which has been exceptionally successful over the last quarter of a century.

What is it like at Microsoft?  Why it it so successful?  What lessons does Microsoft have for the DoD?  These were the questions I set about to answer as I began my Fellowship with Microsoft in August, 2006.  I found the answers to these questions and much more during a fascinating year with one of the most dominant companies in the world economy today.
Chapter 2

The Microsoft Corporation and its Culture
In this business, by the time you realize you’re in trouble, it’s too late to save yourself.  Unless you’re running scared all the time, you’re gone.
—Bill Gates
The Microsoft Corporation is the world’s largest computer software company.  With a market capitalization nearing $300 billion, Microsoft enjoyed a 2006 net income of nearly $12.6 billion on revenues of approximately $44.3 billion.
  Microsoft employs over 71,000 employees around the world.
  From its founding just over 30 years ago, Microsoft’s explosive growth represents a success story rarely equaled in American entrepreneurial history.
History

Bill Gates and Paul Allen co-founded Microsoft in 1975 in Albuquerque, New Mexico, where they developed a programming language interpreter.  Over the next five years, they began to license and develop various implementations of operating system software and relocated to the Seattle, Washington area.  Throughout the 1980s, Microsoft expanded its product line into user applications and began to develop graphical user interfaces.  By the early 1990s, Microsoft Windows had become the world’s most popular graphical user interface operating system and as the decade unfolded, Microsoft came to dominate many of the markets in which it competed, to include operating systems, business desktop applications, and internet browsers.  Since the late 1990s, Microsoft has expanded its product line into disparate areas such as gaming consoles, business infrastructure management, personal productivity software, and online services.
Organization

Microsoft is organized generally into three product development divisions: the Platform and Services Division (made up of the Client, Server and Tools, and Online Services Business segments), the Microsoft Business Division, and the Entertainment and Devices Division.  Each of these divisions is run by a corporate President.  The company’s Chief Operating Officer (COO) reports to the Chief Executive Officer (CEO) on the same line as the corporate Presidents and is responsible for much of the company’s internal operations in addition to the company’s worldwide sales, marketing, and services functions.  The CEO, the Chief Software Architect, and the Chief Research and Strategy Officer report to the Chairman of the Board.
Elements of the Microsoft Culture

Culture is, of course, highly subjective and any observation of culture is biased by the observer.  In my case, I only observed Microsoft for 10 months (far too short a period in which to gain anything other than a superficial feel for the organization) and am a product of my own culture(s).  Thus, the following observations are tentative at best and patently false at worst.  Nevertheless, it seems important to attempt to describe the culture since it is to the organization as personality is to the individual and it is only within the context of the Microsoft culture that my Fellowship experience can be captured.
In seeking to understand the Microsoft culture, one must first appreciate the fact that the company is both young and founder-run.  The legends and personality imprints of the founders are still the defining characteristics of the company and likely will remain so until Microsoft experiences its next significant crisis after the founders no longer run the company.  The last significant cultural crisis—the government anti-trust lawsuit of the late 1990s—left a lasting impression, but was handled by the founder, Mr. William H. Gates, III, and only served to further cement his imprint on the company.  Based on Mr. Gates’s influence on the company, there are several defining characteristics of the Microsoft culture.
Perhaps the most striking aspect of the Microsoft culture is the absolute belief—especially near the corporate headquarters in Redmond, Washington—that Microsoft has and will change the world for the better…not “can” but “will.”  Many of the employees of Microsoft truly believe themselves to be forces for good in the world and the company’s interest (and that of the Bill and Melinda Gates Foundation as well) in health care and education reflect this element of the corporate culture.  Microsoft employees, particularly in the product development areas, tend to be very optimistic and upbeat about what is possible through the application of technology in general and software specifically.  This aspect of the Microsoft culture is quite positive and is probably the governing aspect of the corporate culture.
Nearly as striking is the emphasis on intelligence at Microsoft.  While it is true that Microsoft employs a great number of extraordinarily bright people, this element of the corporate culture was most interesting in the way it was presented to me.  For the first several months of my Fellowship experience, an inordinate number of people with whom I engaged in conversation said some variant of, “you’ll find we have a lot of smart people here at Microsoft.”  While that was undoubtedly true, it left me wondering why it seemed to be such an imperative to point it out.  I developed a number of possibilities, none of which was particularly appealing.  Nevertheless, Microsoft often hires smart people for their brains and figures out what role they should play once they’ve been hired.  The downside to this cultural trait is it often comes without a great deal of humility and occasionally comes across as intellectual arrogance.
  The Microsoft culture is one that respects intellect above all else and if one can argue forcefully for a well-thought-out opinion, many other flaws are likely to be forgiven.  As Microsoft has grown, it appears to have struggled a bit with the idea that smart people can solve all problems.  I was repeatedly told during the difficult first few months of the Fellowship (described in a subsequent chapter) that, “it’s just our culture.  We hire smart people and throw them in the deep end of the pool to see if they can swim.  If they are smart enough, they’ll figure out what they’re supposed to do.”  Tellingly, Mr. Gates was asked in a televised interview about any mistakes Microsoft may have made along the way and his response was, “we thought if you were smart, you could learn how to manage…that’s often not the case.”
  Distracting though this cultural trait may have been, either I quit noticing or people quit pointing it out (for reasons which remain, thankfully, obscure) by about the third month of the Fellowship.
Mr. Gates’s observation rings true.  Microsoft has experienced staggering growth in the last 15 years and has struggled to put in place many of the bureaucratic processes necessary to run an organization of over 70,000 people.  Additionally, with growth of this magnitude, Microsoft has necessarily promoted a great number of people into management roles for which some were ill-prepared.  Naturally, with the explosive growth of the last decade and a half, Microsoft has also “imported” a number of managers at the General Manager and Vice President level from outside the company and has not yet developed a reliable system to grow and groom its own future leaders.  While this is not universally true (the CEO, for example, takes a very active role in leader development), it hasn’t trickled down yet to become a systematic part of the culture, especially in the sales and services arenas (Microsoft’s product development groups are more mature than the sales and services groups).  That is changing, however, as Microsoft builds a more mature human resources capability organically.  Microsoft is unlikely, however, to become a “leadership factory” on the order of a General Electric, for example.  This is likely due to Microsoft’s culture of innovation rather than operational excellence.
One senior executive with whom the SDCFP Fellows spoke used an interesting paradigm in describing the corporate culture at Microsoft.  He suggested there are three basic types of corporate cultures which emphasize different things.  An innovation culture, like Microsoft’s, is distinct from an operations culture (like General Electric) or a customer service culture (like Nordstrom’s).  Innovation cultures value new ideas and technical excellence and tend to excel in areas such a research and development (Microsoft has an impressive research and development capability).  Operations cultures, by way of contrast, value efficiency and management excellence in areas such as supply chain management.  Finally, customer service cultures tend to be focused extensively on customer satisfaction.  Viewing Microsoft as an “innovation culture” rather than an “operations culture” is useful in understanding the strengths and weaknesses (and relative emphasis) of Microsoft’s internal management.
As an innovation culture, Microsoft has historically been run as a “product company” rather than a “sales company.”  In fact, one executive described the sales force early in Microsoft’s history as “just showing up with a pen and paper to take down orders.”  Early in the company’s history, Microsoft sold mainly through resellers (such as IBM, Dell, Compaq, etc) and the sales function was virtually nonexistent.  Then, by the time the sales force began to grow in the late 1990s, the product groups were firmly established at the center of the company and the sales force was viewed as an adjunct.  While understandable, as the company has matured, the need to have a professional and disciplined sales force has grown.  Likely reflecting an understanding of this dynamic, Microsoft recently recruited new COO who comes from an operations culture and he is making large strides in balancing the product/sales dynamic at the company.  The tension between product development and sales probably exists in all companies and Microsoft, as a young company, is only now grappling with it in a serious way.  The cultural changes taking place presently, however, seem healthy.
As alluded to earlier, probably the most significant cultural crisis in the company’s history came about when the U.S. federal government and 20 states filed suit against Microsoft for anti-trust violations in May, 1998.  This suit threatened the existence of the company as it was at the time and was generally unexpected.  Microsoft until that time had been generally uninvolved in politics, preferring to remain above the fray.  However, after the anti-trust action was settled, there were three notable changes in Microsoft’s cultural behavior in response to what some believed was the company’s previous political naiveté.  First, Microsoft established a robust lobbying function and began to host political figures at the company headquarters as part of an effort to encourage its employees to be politically active.  Secondly, while remaining corporately apolitical, Microsoft started encouraging and supporting its executives (of both political parties) in their political activities (fundraising, etc).  Finally, Microsoft’s legal interpretations became very conservative.  The anti-trust case left a significant scar on the Microsoft culture that exists to this day, half a decade after its settlement.
Ironically, the anti-trust action was brought about in large measure due to one of the other central aspects of the Microsoft culture: its intense competitiveness (the Department of Justice lawyers argued, basically, that Microsoft was “unfairly competitive”).  When Microsoft enters a market, it does so ruthlessly and always with a long-term outlook.  For example, its decision to enter the gaming console market with the Xbox was driven by a claim on the home living room and brought years of losses before finally becoming profitable and gaining a leading market share with the latest generation of gaming consoles.  Although Microsoft is often not the first to market (internet browsers, personal finance software) and often doesn’t get things exactly right the first time (digital music players, graphical user interfaces), Microsoft is tenacious and wins more often than not.  In ancient times, Hannibal destroyed the armies of Rome on the fields of Cannae during the Second Punic War.  However, rather than seeking a peaceful settlement as any rational state would have done, Rome fought on, eventually destroying Carthage and conquering her substantial territories.  Microsoft fights like the Roman Republic when it chooses to enter a market.
  In the field sales organizations, this competitiveness, surprisingly, is somewhat muted.  While Microsoft’s sales force is motivated to win deals, the almost rabid focus on crushing the competition seen in many of the product groups is generally absent.  Some have described Microsoft’s relationships with certain competitors as “coopetition”: on some projects, Microsoft cooperates with the same companies with whom they otherwise compete.
Microsoft’s competitiveness, coupled with its intimate knowledge of what can happen to a purveyor of losing technology in the software business, combine with the scars from the anti-trust case to produce the last of Microsoft’s cultural traits to which I was witness: the paranoia suggested in Mr. Gates’s epigraph for this chapter.  Microsoft understands that in the software business, they are only one new business model or one “killer application” or one adverse lawsuit away from irrelevance.  While it would be hard to imagine Microsoft being rendered obsolete at this point, that mindset is well-founded based on what has happened to a number of Microsoft’s competitors over the years.  Like most aspects of the Microsoft culture, this one has been handed down from the founders and has been integral to the company’s success over time in so many different markets.
It was into this culture I was sent, innocently.

Chapter 3
One Officer’s Fellowship Experience at Microsoft
Life is not fair; get used to it.
—Bill Gates
Microsoft’s corporate headquarters and approximately half of the company’s ~71,000 employees are located in Redmond, Washington and the greater Puget Sound area.  Many field sales and services functions are also located in Redmond, so there is ample opportunity to see a wide cross-section of the company from the Seattle area.  When it became clear that none of this year’s Corporate Fellows had an Information Technology (IT) background, Microsoft and the Director of the SDCFP jointly decided to place the assigned Fellow in a field sales organization in Washington, D.C. rather than a technical position in Redmond since several of the candidate officers were either currently stationed in Washington, D.C. or anticipated a follow-on assignment there afterwards.  Although Microsoft’s previous two SDCFP Fellows were assigned to Redmond, the lack of a technical background in any of the present class lent itself to a new experience this year with a field-focus.  Based on Microsoft’s corporate reputation and the geography of the assignment, Microsoft was my first choice from among the eight companies and I was glad to be assigned to the Microsoft U.S. Public Sector Sales organization, led by Ms. Linda Zecher, my sponsor for the year.
Ms. Zecher presently leads a sales team responsible for the public sector accounts across the U.S. federal government as well as all state and local governments and educational institutions.  Her teams also manage a number of government health care accounts.  Her organization is nation-wide and includes a federal team, a state and local government team, an education team, and an “industry unit” responsible for developing business in several business “verticals” (lines of business).  Ms. Zecher is responsible for roughly $2B of Microsoft’s $44B annual revenue and her account teams manage several of the company’s largest customers, including the individual Services within the DoD.
Prior to my arrival, Microsoft, the DoD Program Director, and I developed an initial plan for my Fellowship which included roughly three-month engagements with a field sales Human Resources (HR) team headquartered in Redmond, Ms. Zecher’s Industry Unit (IU), and Ms. Zecher’s U.S. Public Sector services counterpart in Microsoft Consulting Services (MCS) (the latter two both located in Washington, D.C.).  The HR engagement was at my specific request.  While I have no expertise in either product development (Microsoft’s core competency) or sales (the function of my sponsoring organization), I am interested in leadership development and have participated in several Air Force promotion boards and developmental team panels; in the corporate sector, HR is where those functions take place.  My thought was I could gain a different perspective on a system with which I am familiar and provide an outside perspective which may have been of value to the corporate HR team.  With this plan in place, I arrived in early August.
My arrival and “on-boarding” (inprocessing) experience at Microsoft was uneven.  In some measure, this was due to the gap between the most recent Fellow’s assignment to Microsoft three years previously and my own.  In the meantime, Microsoft reassigned oversight of the Corporate Fellows program and the various Education With Industry/Training With Industry programs at Microsoft (at any given time, there are approximately three junior officers assigned to Microsoft for functional exposure in addition to the occasional Corporate Fellow) and there was some confusion about my status and the expectations of the program; most lessons learned with previous Fellows had been lost in the transition.

Additionally, corporate access and expense reimbursement was problematic.  Although the agreement with the DoD stipulated Corporate Fellows would be treated “in the same manner it does its own employees in comparable position and status” and “Microsoft will provide for travel expenses in the same manner as it does for its own employees of comparable position and status,” Microsoft was unable to fulfill either of these obligations.  Ironically, I was unable to access a number of corporate IT resources (from webcasts of company presentations to standards of behavior policies to online training modules) because my IT credentials were not “employee” credentials but rather “business guest” credentials—the IT, legal, human resources, and security functions all suggested it was each other’s policies causing the impediment and this was never resolved.  This materially impacted the Fellowship.  With respect to travel expenses, I traveled extensively throughout the year and incurred approximately $18,000 in expenses which were reimbursed to me afterward rather than billed directly to a corporate travel card as is the case with Microsoft employees.  This arrangement did not materially impact the Fellowship experience, although it became a personal hardship at times; there were several occasions when I spent several thousands of dollars of personal funds while awaiting delayed corporate reimbursement.
Despite the friction caused by the “Fellowship on-boarding” shortfalls noted above, Microsoft’s corporate on-boarding process was noteworthy.  During a two-day orientation with new employees from around the company, we learned a great deal of the company’s history and culture.  It was a far more thorough orientation than any I’d previously experienced in my military career.  Additionally, Microsoft has an online training program tailored specifically to each new employee’s role in the company.  There is a “mentor” assigned to each employee (typically someone with significant experience in the company who has scaled back their responsibilities to being a part-time new-employee mentor) to help interpret the online training and place it into context with what the new employee is experiencing.  Finally, Ms. Zecher asked a recently retired Army Colonel on her team to lead my on-boarding into her team.  Although we were not able to break through the bureaucratic roadblocks noted above, he ensured I was a part of the team from the day of my arrival.
Upon completion of my various on-boarding programs, I began to work on the HR assignment.  From the beginning, this engagement was problematic.  The main impediment to this being a successful engagement was geographic—the team to which I was assigned was located in Redmond.  Without regular day-to-day interaction, it was hard for the HR team to understand my experiences and potential for contribution.  Conversely, it was hard for me to see how I could fit in and provide the most value to the organization.  Another factor at work was the vastly different cultural expectations and behavior of the HR functions in the military and at Microsoft.  At Microsoft (and in the corporate world in general, it seems), “functionals” such as HR, legal, finance, etc have a direct reporting chain (solid line) through their functional channels and only a secondary relationship (dotted line) through the line leaders they support.  In the military, this is reversed with the functionals reporting to the commander they support and having a coordination relationship through their functional channels.  This creates a different cultural “flavor” which I failed to appreciate initially and led to mutual misunderstandings.  The cumulative result of these factors was my assignment to a number of projects which did not meet the spirit nor the intent of the Fellowship program.  Consequently, midway through my first engagement and in consultation with the DoD Program Director, I recognized the need for an adjusted Fellowship plan.
After discussion with a number of trusted advisors within Microsoft, I approached Ms. Zecher and asked for three modifications to our initial Fellowship plan.  They were: (1) more time with her in order to gain a perspective on the corporate setting more appropriate to the program expectations; (2) opportunities to spend time with other corporate executives from across the company (not just in the sales organization) to gain a broader perspective; and (3) full-time assignment to her IU rather than three shorter engagements in HR, her IU, and MCS.  Ms. Zecher agreed to all these requests and enthusiastically went to work setting up opportunities for me to interact with additional executives throughout the company.  This discussion (and Ms. Zecher’s subsequent actions) was the turning point in the Fellowship.  By early-November, the wheels were in motion for what would turn out to be a rewarding and educational Fellowship experience.
Among the most rewarding aspects of the Fellowship experience was the broad perspective and understanding Ms. Zecher provided through access to her time and counsel.  She shared a number of frank observations with me about her experiences in corporate leadership both inside and outside of Microsoft which substantially contributed to my understanding of the corporate environment.  Additionally, she set up a number of opportunities for me to spend time with executives in other parts of the company which, again, substantially contributed to my understanding of Microsoft’s workings.  These opportunities took place in Redmond where I was able to get insight into several corporate processes from compensation reviews, to marketing and branding discussions, to internal information technology investment.  As in the military, there is no substitute for spending time at the headquarters in terms of gaining perspective on institutional behavior.  Additionally, Ms Zecher arranged for me to spend time with Mr. Gates, the founder and Chairman of the company, and Mr. Craig Mundie, Microsoft’s Chief Research and Strategy Officer, during a visit to Washington D.C..  Although there was understandably very limited time for personal interaction with Mr. Gates and Mr. Mundie, seeing how they engaged the executive and legislative branches of government proved invaluable to my understanding of several aspects of the corporate culture and strategy.  In short, Ms. Zecher’s personal involvement in this Fellowship was the single biggest factor in its success.
Once the Fellowship plan transitioned from a three-engagement program to a single extended engagement with the U.S. Public Sector Industry Unit, I was able to begin to contribute meaningfully to Microsoft on a day-to-day basis.  The General Manager of the IU, Mr. Scott Suhy, placed me in charge of leading an engagement with the Illinois State Police to expand their law enforcement intelligence fusion center into an “all-crimes, all-hazards” information fusion center.  The Illinois State Police is already a recognized national leader in intelligence fusion and is on the cutting edge of integrating state-wide efforts beyond a traditional law enforcement prevention role into multi-agency prevention, preparedness, and response.  Leading this effort on a day-to-day basis was valuable because it exposed me to many different parts of Microsoft’s organization (sales, services, product development, legal, and finance) and provided an opportunity to experience some leadership challenges outside the military context.  It was a worthwhile exercise and I learned a good deal about the challenges of homeland security at the local level in the process.
In working with Mr. Suhy, he and I had a number of good discussions about leadership and were able to compare and contrast corporate and military leadership.  While the differences were expected, the similarities were surprising.  Mr. Suhy asked me to provide members of his team a presentation on leadership and management (previously targeted towards junior officers’ professional development) and I was happy to do so.  This presentation spread over the course of the year and eventually, I was asked to present it nine times to different leadership teams.  Each time, the dialog it generated proved valuable to my understanding of the many similarities between corporate leadership and management and that of the military.
Sprinkled throughout the year were the “SDCFP Fellows Days,” opportunities to travel to each of the sponsoring companies and spend a day and a half with their senior leadership (often the Chairmen or Chief Executive Officers) learning about their companies, their businesses, and their markets.  These events provided a great opportunity for the Fellows to share our observations with each other, compare our experiences, and validate our company-specific observations against the generic corporate experience.  Each of the sponsoring companies generally had the option of sending a guest with their Fellow to the other companies’ events.  Microsoft took advantage of this more than any of the other sponsors and typically sent a General Manager or Vice President to visit the other companies.  Microsoft’s event, biased though I may be, was exceptional and was rivaled only by one or two others in terms of the right level of executive interaction and the right type of discussions.
Finally, during the Fellowship, I had an episodic interaction with the Network Centric Operations Industry Consortium (NCOIC), a non-profit organization intended "to provide a Network Centric environment where all classes of information systems interoperate by integrating existing and emerging open standards into a common evolving global framework that employs a common set of principles and processes."
  The SDCFP has a history of engagement with NCOIC and Microsoft’s membership in the NCOIC made my participation a natural fit.  I attended one quarterly plenary meeting of the membership, assisted in reviewing one deliverable document, and joined in an annual conference co-sponsored by NCOIC.  However, my level of involvement was less than initially forecast due primarily to a combination of circumstances including, Microsoft’s limited involvement with NCOIC; NCOIC’s voluntary nature with only a small full-time staff, and changing expectations and understandings of the SDCFP’s interaction with the NCOIC.  Nevertheless, I was able to see many of the challenges industry and governments (not just the U.S.) have in moving from the vision of network centric operations to the reality.  NCOIC is making a commendable effort to address many of the technical and policy details impeding our ability to enjoy seamless network integration.
Although not without its frustrations, the Corporate Fellowship experience at Microsoft proved to be extremely rewarding and fully met the intent of the program.  The combination of executive mentoring and interaction with day-to-day project responsibility gave me an ideal perch from which to view both Microsoft and the corporate environment in general.  From this experience, I was able to make a number of observations which seem to have direct applicability to the DoD.  These observations, as well as their associated recommendations, are the topic of the next chapter.
Chapter 4
Observations and Recommendations
The first rule of any technology used in a business is that automation applied to an efficient operation will magnify the efficiency.  The second is that automation applied to an inefficient operation will magnify the inefficiency.

—Bill Gates
The heart of the SECDEF Corporate Fellowship experience is the requirement to,

glean the best of change, innovation, and leading edge business practices that could be implemented to transform DoD.  SDCFP Fellows form a cadre of future Service leaders, knowledgeable in the organizational and operational opportunities made possible the revolutionary changes in information and other technologies.

As an officer without an IT background, Microsoft was probably the most challenging of the potential corporate sponsors for me individually.  However, I also believe my lack of an IT background enabled me to experience the Fellowship with an open mind, despite my various operational biases and intellectual inadequacies at the outset.  Nevertheless, it is probably not surprising that two of my four recommendations are IT-centric and a third has a large IT component.
During the course of the Fellowship, both at Microsoft and during visits to the other corporate sponsors, I consciously attempted to look for things of potential use to the DoD.  Interestingly, of the four large observations made below, only one came about as a result of my explicit search.  The remainder revealed themselves in unexpected and circuitous ways; none more so than the slow epiphany I experienced surrounding “diversity.”
Diversity

Observation

Microsoft has an impressive diversity program in place.  While the Department of Defense is generally viewed as a traditional leader in social equality, integration, and creation of a culturally-neutral meritocracy, the Department lags best industry practices in viewing diversity as a mission imperative.  In some respects, the Department’s diversity programs focus on sensitivity and awareness with programs such as “African American History Month” becoming the showcase events at many installations.  However, although the Department’s efforts generally have been commendable in creating a positive workplace environment, they have not recognized the full value of diversity.
Microsoft approaches diversity in at least four ways which may provide some valuable insights to ways the DoD could recruit and leverage a more diverse force.

Diversity to Develop Regional Implementations of Products.
As Microsoft became a global company, it faced the challenge of developing user interfaces for its products which would be intuitive to the cultures of various user groups.  Simply translating US English versions of its products would have put Microsoft at a distinct disadvantage in inherently “local” markets.  As a matter of good business judgment, Microsoft recruits and retains programmers from the global marketplace in order to incorporate their cultural awareness into local product implementations.
Diversity to Understand the Customer.
Microsoft software is indeed ubiquitous across many market segments.  The challenge this brings to Microsoft is the need to effectively sell to a widely diverse marketplace.  In order to fully understand the customers’ requirements and challenges, Microsoft executives underline the need to reflect the customers’ demographics in the sales force as well as the core development teams highlighted above.  By reflecting customer demographics, Microsoft believes it will accrue a competitive advantage in the marketplace by more thoroughly understanding the customer.
Diversity to Bring New Ways of Thinking to Collaborative Projects.
There is a substantial (yet widely debated) body of academic work suggesting an integral relationship between language and ways of thinking.  For example, reading original text brings new insights into a body of work that simply can’t be gained by reading a translation.  Similarly, when groups of diverse cultures (and native languages) are brought together to solve problems and collaborate on projects, Microsoft firmly believes the solution set the team develops will be much richer than if it were developed by a racially, ethnically, culturally homogeneous team.  Microsoft believes a diverse workforce will generally produce better sets of options across the spectrum of opportunities and challenges, ultimately leading to better business decisions.
Diversity to Access the Best Possible Talent from the Global Marketplace.
Microsoft clearly recognizes that it competes for recruits in a highly-specialized technical field.  Additionally, Microsoft recognizes the US “K through 12” education system does not organically produce the world’s best graduates in the science and technical fields.  While many US universities are widely admired, many of the top graduates of these institutions come from other countries and, due to restrictive visa requirements, must return to their home countries upon graduation.  Consequently, Microsoft is active in both global recruiting as well as domestic political lobbying to change both the public education system and immigration/visa policies of the United States.  In recruiting globally, Microsoft does not limit itself to the best talent available near the headquarters.  Indeed, Microsoft recruits many of the world’s best programmers.

Again, the striking thing about Microsoft’s diversity efforts are they are about more than cultural awareness and sensitivity.  While those are an important part of Microsoft’s diversity program, diversity at Microsoft is a business imperative.
Recommendations

During the SECDEF Corporate Fellows’ orientation program in the summer of 2006, one Undersecretary of Defense challenged the Fellows to think about who the military’s customer is as we worked our way through the year.  Interestingly, that question has particular relevance to the issue of diversity in the military.
One view of the issue would hold that the American people are the military’s customer.  Within that construct, the issue of diversity takes on one particular flavor.  In fact, much has been written about the military demographic and whether or not it is healthy for the country to have, (1) a Congress with a waning population of former servicemen and women; (2) an increasingly isolated military force as bases consolidate with the resultant loss of widespread civil interaction with the military; and (3) a volunteer military force viewed as comprised mainly of lower and middle-class recruits attracted by offers of bonuses and educations which are generally not incentives for upper-class Americans.  Within the “American-people-as-customer” construct, diversity would imply the need to recruit and retain an American military reflective of American society.  This being the case, several recommendations may follow.
· Establish recruiting campaigns targeted at militarily under-represented sub-sections of American society.  These campaigns could be built to appeal to the values of the target audiences rather than an age-group writ large.
· In addition to national recruiting goals and incentives, establish regional/local goals and incentives based on the needs of the “ideal diverse force” rather than on broad measures such as gross recruitment goals, population density, or historic recruitment success.

Beyond the civil-military relationship, however, lies a discussion about the purpose of the military in the first place—to act as a tool to achieve the national interest.  This, in turn, leads to perhaps a more compelling view of the “who is the customer” question—and one with far more relevance to the Microsoft approach to diversity.  In this construct, the answer may be “everyone except Americans.”  Clearly, the American military is at the forefront of US engagement efforts abroad.  Whether in the exercise of “hard power”—punitive military actions—or “soft power”—humanitarian assistance or regional training exercises, for example—the military is often the face of the US government to the rest of the world.  In some cases, the US military enjoys great success in this role.  For example, selected special operations units are trained extensively in local languages, customs, politics, and culture and usually establish an easy rapport with indigenous populations as they go about accomplishing the missions set before them.  In contrast, culturally insensitive US forces can cause a great deal of consternation for US embassies and their Defense Attaches by adhering to what might be termed the traditional “ugly American” stereotype.  Within the “rest-of-the-world-as-customers” construct, cultural diversity could have a significant impact on mission effectiveness.
In the March 2007 issue of Armed Forces Journal, Max Boot and Michael O’Hanlon argued for the creation of a “US Foreign Legion.”
  The authors suggest a “service for citizenship” model applied to global military recruiting would yield a motivated base of recruits, much-needed institutional cultural awareness/knowledge and language skills within the military, and a broader pool of high-quality applicants from which to draw to meet the needs of the heavily-taxed military.  This model closely tracks with the Microsoft approach to diversity—as a business (read: mission) imperative.  In this construct, the following general recommendations may prove valuable.
· Identify the languages and cultures for which gaps in needed capabilities exist and identify target populations of recruits (including officers) with the necessary backgrounds (either indigenous populations, US immigrants, or third-country expatriates).  While this is done within the military to recruit for specific specialties, it could be broadened to initial recruitment efforts as well.
· Target recruitment efforts towards the desired populations with culturally valuable incentives (financial bonuses, citizenship, defrayed costs to move immediate family to the United States, etc.) and establish an organization to recruit and vet non-US citizens.
Regardless of who the military’s “customer” is, the DoD would be well-served by moving beyond the model of diversity for the sake of cultural sensitivity.  While American values demand this as a minimum, there is much more to be gained from a diverse force.  Additionally, the two models and their associated recommendations above are not mutually exclusive.  In fact, the “ideal diverse force” would almost certainly be diverse from both the traditional American citizen perspective as well as the global citizen perspective.
Internal Business Investments
Observation

Internal business investments fall in a number of categories, but common ones seen this year include management initiatives such as “Lean” or “Six Sigma” implementations and internal IT investments.  These three in particular came up repeatedly throughout the year and seem to have a number of common characteristics in successful implementations.  First, any mandate for cultural change must be “leadership-led” and can’t be successful without systemic changes beyond policy letters.  Secondly, for-profit corporations make investments in their internal operations based on the expectation that they will generate some tangible savings or will avoid some cost by doing so.  Therefore, in evaluating potential internal investments, most companies have some internal rate of return threshold they must meet in order to warrant investment.  Central to this evaluation is a rational cost accounting system which enables meaningful comparisons among competing proposals.  This seems to hold true regardless of the type of internal investment being considered.  Finally, corporations with successful implementations of Lean/Six Sigma initiatives or internal IT improvements are mindful of the idea captured in the epigraph for this chapter—IT will not fix broken business processes; it will enable them to be better or more broken, depending on their state at the beginning of the IT initiative.  The same holds true for Lean and Six Sigma programs: you can’t “Lean” or “Six Sigma” a process that isn’t defined or isn’t consistently followed.

With respect to Lean and Six Sigma programs, several corporate executives made it clear that these management initiatives were dead on arrival if they weren’t accompanied by (a) consistent and long-term leadership support from the top down (to include specifically attaching career progression and benefits to those who support and participate throughout the organization),
 and (b) a robust accounting system able to accurately identify costs, savings, and avoided costs.  IT investment, meanwhile, is being internalized in many of the best-run companies in much the same way as initiatives such as Lean and Six Sigma.  While Microsoft lacks a visible Lean or Six Sigma program, their attempts to rationalize internal IT investment track closely with efforts seen at other companies throughout the year.

Increasingly, corporations are moving away from viewing their information technology investments as either, (a) a cost which should be minimized, (b) a way of reducing manpower requirements through automation, or (c) a way of making processes flow faster.  While there may be elements of truth in each of these characterizations, each of the corporations visited this year—to a greater or lesser extent—made it clear that information technology is an area of strategic investment for the organization.  Each IT proposal must be justified in specific and measurable business terms—either cost reduction, cost avoidance, or productivity improvement.  Further, each proposal must be interoperable with existing systems.  Most companies were aggressively consolidating their IT functions and were able to produce a strategic roadmap of where their IT systems were going, to include a systems catalogue and roadmap for each application.  
Microsoft is no different in this respect, despite being the world’s largest software company.  In fact, in many cases, Microsoft has more challenges in this regard.  Unlike the employees of many companies, when software developers don’t like the company’s internal IT tools, they can often just build a software tool of their own which may be incompatible with the remainder of the company’s tools and is usually unsupported.  Microsoft, like most of the companies visited this year, has several thousand internal IT applications—a number on the same order of magnitude as each of the Services.  

Microsoft has a deep understanding of the challenges of IT infrastructure, both as a user of complex infrastructure but also as the world’s largest software developer.  In fact, Microsoft has developed a framework for analyzing the state of an organization’s IT infrastructure and developing a long-term strategy for IT implementation: the infrastructure optimization initiative.  An overview of this initiative can be found on Microsoft’s web site.

Recommendations

Generally speaking, the three imperatives highlighted above are common across the various types of internal business investment seen this year (whether management improvement initiatives or internal IT investment) and have direct applicability to the DoD.

The first is leadership buy-in.  While each of the Services are engaged in some combination of management initiatives including Lean, Six Sigma, or both, there does not appear to be a DoD-focus on the value of these initiatives.  Additionally, while senior leaders regularly support these initiatives in their writings and speaking engagements, more must be done to overcome the skepticism throughout the force and ingrain the new ways of thinking.  Perhaps finding some way to visibly and substantially reward successful efforts would be valuable.  If the DoD (or the Services) is committed to long-term change, then some systemic value must be placed on embracing the culture change and demonstrating successful implementation of the new concepts.  This value may be tied to promotions or performance reporting, preferential assignment consideration, or further leadership opportunities.  However, whatever the mechanism, there must be some systemic value assigned—otherwise, the skeptics will attempt to “wait out” the current regime in hopes of reverting to the status quo ante in short order.  Frankly, this approach has worked in the past and has much to commend it to those who may believe the current efforts in Lean and Six Sigma are “just another management fad.”
Further, a “hot-line” to senior business transformation advocates with the ability to cut through bureaucratic red tape could also prove valuable.  In many cases, our most junior members are the least cynical and are consequently the most willing to “buy-in.”  Yet ironically, they are the least able to effect the changes we envision in rolling out the new initiatives.  Providing them some way to overcome the cultural “antibodies” would be helpful.
The second imperative for internal investment centers on the need for a corporate-standard accounting and controlling system to accurately estimate and capture costs and savings.  The DoD has made strides in the last several years in terms of implementing commonly accepted corporate accounting and controlling practices.  In addition to demonstrating good stewardship of taxpayer resources, this will enable accurate cost/benefit analysis for internal programs such as Lean and Six Sigma, as well as internal IT investment.  Continued development of the requisite accounting practices, the supporting IT, and trained financial analysts/controllers is crucial to the continued business transformation of the DoD.  Without accurate internal cost accounting and estimation tools, most internal investments (to include the three named above) will not reach their potential.

Finally, the third imperative for successful internal investment regards the process standardization required to succeed in implementing successful Lean and Six Sigma programs as well as in fielding IT enhancements.  While Six Sigma theory has a methodology for creating low-variance processes, the traditional implementations of both Lean and Six Sigma assume some existing process which is highly measurable and repeatable.  If the process isn’t measurable in terms of the cost of time and resources as well as the quality and value of the output (either because no standardized process exists, because the existing process is not routinely followed, or because the inputs or outputs are not measurable), the value of Lean or Six Sigma methodologies are essentially articles of faith—hardly the basis upon which one would want to try to change a culture.  Internal IT investments are no different.  IT can be an extremely powerful way to improve process flow, decrease variation, and eliminate waste, but a well-designed and consistently followed process must exist first.
Specifically with respect to internal IT investments, the companies visited this year typically spend between 3% and 5% of annual revenue on internal IT.  The implication is if companies require IT investments to make solid business sense and consequently spend between 3% and 5% of annual revenue on IT, the DoD should be able to fund $15-25B (constant FY07) on internal IT and generate substantial savings in the process.  Investment beyond $15-25B may make sense as well since the DoD does not have an explicit internal investment threshold in the 8-12% rate-of-return range as most large corporations do.  The key to unlocking this savings, however, would be to have a rational model for evaluating the costs and savings/avoided costs of competing IT proposals and realizing/reinvesting savings.  To make the most of our substantial IT investments, we should continue down the path each of the Services and DoD is presently on in terms of consolidation and also view future IT investments through a lens such as the Microsoft infrastructure optimization initiative described earlier.  Only when viewed as a rational business investment with costs and some associated rate of return can the true value of IT be realized as something other than a necessary cost to be minimized.
Leveraging Fielded Information Technology for Mission IT
Observation
From a personal perspective, one of my largest frustrations early in the Fellowship was in being exposed to the broad range of Microsoft technologies and being able to envision how they could be used to solve many of the problems operational military forces face on a daily basis.  When I would point this out—“Why don’t you sell this to the Air Force?  I can think of a dozen ways this could be used in every flying or maintenance unit in the Air Force”—the answer was generally, “The Air Force already owns this software as part of their enterprise agreement (the vehicle through which large organizations license software).  Ask the Air Force why you don’t have it in the field.”
  Why, indeed.  In the course of my Fellowship, I learned the answer.
Microsoft sells, principally, to the “Chief Information Officer” (CIO) function within its customers’ organizations.  In the DoD context, this generally equates to the A-6, G-6, J-6, or N-6 functions.  Although at the highest levels within the DoD, this could mean the organization of the Assistant Secretary of Defense for Networks and Information Integration as well as the Defense Information Systems Agency (DISA) or the Services’ CIOs (which aren’t necessarily the heads of the staff functions for communications), below the DoD or Service level, it generally translates to the communications functional area.
There are several natural results of this strategy to interact principally with the IT functions of its customers.  Using the various elements of the DoD as an example, they include:
· Microsoft enjoys a high margin sales model, which investors have come to expect from the company, because of the relatively small size of the sales force required to service exceptionally large accounts (the Services tend to vie each year for the honor of being Microsoft’s largest customer).
· Microsoft is not required to maintain depth in the disparate missions of the various unit types within the DoD.  Instead, they focus on selling IT to the DoD’s IT elements.

· As a consequence of the above, Microsoft generally provides solutions to IT problems, but not to mission problems beyond “IT mission” problems.
It is not unusual to ask someone whose mission is IT (the communications functional in this case) what their organization’s IT requirements are and to hear something along the lines of “server consolidation, standardized desktops, and rationalized datacenters” rather than something directly pertaining to the larger organization’s mission—operating ships, launching satellites, or employing ground maneuver forces, for example.  While the internal IT requirements are certainly valid, they are no less so than the myriad of other mission requirements which could be enabled with IT.

However, due to the cost-of-sale model Microsoft employs, Microsoft generally cedes the territory of “mission IT’ to others, either Microsoft partners (or, more commonly in the case of the DoD, systems integrators [SIs] with whom Microsoft attempts to partner).
  It simply would be too expensive for Microsoft to build the breadth of expertise required—to the depth required across so many mission areas within the DoD—to effectively cover the “mission IT” market for the DoD, much less their many other enterprise customers around the world.  Instead, Microsoft relies extensively on an ecosystem of partners and software developers to write “mission” software based upon the Microsoft product stack and developer tools.  Most of the smaller independent software vendors specialize in a particular “vertical” (or mission area), such as human resources, 311 call center management, sales force accounting and literally thousands of other mission areas.  While this “partner channel” drives a great deal of revenue for Microsoft with low associated expenses, the main pitfall in this strategy for Microsoft is the company is often associated with the final product produced by the partners.  Nevertheless, it has been and will continue to be an extremely profitable strategy for Microsoft.  Regardless of the economics of Microsoft’s strategy, the DoD is not well served by the present state of affairs for a number of reasons.
First, the DoD’s substantial IT investment in the form of enterprise agreements tends to be leveraged in either the internal IT function or in the realm of desktop applications.  While the DoD is a government leader in enterprise-wide IT fielding and policies, there is a great deal of unused capacity to solve mission IT problems in the off-the-shelf software presently licensed by the DoD.
  What is missing is a forcing function to field (and, critically, support) the technology broadly and customize the licensed software to meet mission requirements.
Additionally, when the DoD relies on large systems integrators to develop solutions to mission IT requirements, the DoD is often paying for services and features it already owns.  SIs are generally compensated based on the labor required to produce a solution.  Thus, there is a built-in incentive to make projects as complex and labor-intensive as possible.  Rather than modifying or customizing existing and paid-for software, for example, SIs often develop and test applications from scratch.
Finally, many “micro” mission IT requirements (local-level or small unit mission IT requirements) go unmet because there are few IT-savvy local advocates for solving the problems of fielded forces.  Local IT workers tend to be focused on network availability and infrastructure assurance tasks rather than developing/fielding IT enablers for mission requirements.  Meanwhile, non-IT personnel generally are unaware of the “art of the possible” and, at increasingly higher headquarters where expertise often resides, the focus naturally shifts away from “micro” field requirements and towards “macro” force requirements.  The cumulative result is many field units’ mission IT requirements (whether or not they are clearly understood or articulated) go unmet while the DoD spends increasing amounts on IT writ large.
Recommendations

In the long-term, neither Microsoft nor the DoD benefit when licenses for software are purchased and the product is not fully fielded or used.  From the DoD perspective, there is no reason to pay for software not needed.  From Microsoft’s perspective, the DoD is unlikely to renew an enterprise agreement for software that isn’t being used.  So it seems there would be an incentive for both parties to cooperate to ensure the DoD gets full value from its existing enterprise agreements.  Some DoD enterprise agreements contain a provision for a certain amount of Microsoft Consulting Services (MCS) assistance as part of the contract.  Perhaps a portion of that (already paid for) expertise on the Microsoft line of products could be profitably put to use in deploying the existing licensed software as well as assisting fielded forces in capturing their mission-related IT requirements and either developing simple solutions using fielded technology or in helping identify independent developers who can build a solution based on software already under license.  In fact, identifying these developers may hold the key to fielding mission IT solutions.

Large corporations which view IT as an internal investment and not a mandatory cost (see section on “Internal Business Investments”) tend to have very strong centralized CIO functions with a focus on meeting mission IT requirements.  Internally, each of the Services has substantial autonomy in their IT investments, both in terms of infrastructure as well as the mission applications residing on that infrastructure.  While the DoD’s CIO functions are recognized leaders in centralized IT infrastructure management, the DoD severely lags in the realm of mission IT.  Most of the companies visited this year—to include Microsoft—have made a substantial effort over the last five to seven years to consolidate their IT organizations (to include both infrastructure as well as mission applications) enterprise-wide.  In the DoD context, whether this means “DoD-wide consolidation” or “Service-wide consolidation” is presently irrelevant: we have neither, although we are making impressive strides in managing our IT infrastructure.  However, given current manning policies and the demographic of the DoD’s IT workforce, it is unclear that the DoD’s CIO functions will ever have the requisite depth and experience to move beyond IT infrastructure management to become true partners with operational forces in the realm of mission IT fielding and management.
With the multitude of mission areas resident in the DoD, there are likely too many “micro” mission IT requirements for the DoD (or the Services or even the various commands, for that matter) to effectively articulate, catalog, and aggregate into large IT systems given the current (and projected future) state of the DoD IT workforce.  While this “top down” approach has been attempted in the past, such attempts have usually resulted in lengthy and bloated programs with ambiguous and changing requirements.  Although the “top down” approach is working well for IT infrastructure, an alternate strategy to meet the DoD’s mission IT requirements is in order.  Such a strategy should be a hybrid of the best corporate practices (centralized IT fielding and management for both infrastructure and mission IT) and the reality of the DoD’s vastly disparate missions and IT workforce composition.  This new strategy should continue on the present path with respect to centralized IT infrastructure management but be based on a fundamentally “bottom up” approach to mission IT requirements.  This approach to mission IT requirements should have three components.
· The DoD and Microsoft should jointly produce a searchable, web-based catalog of DoD mission areas and joint DoD/Microsoft certified software developers who specialize in each area.  Additionally, the catalog should include a showcase in which certified developers’ solutions are described for other units who may wish to leverage the solutions already built.
· The DoD should produce a set of interoperability and security standards to govern local solutions to mission IT requirements.  Rather than attempt to control the requirements and the solutions, the DoD’s IT functions should control the behavior of the solutions in terms of data exchange and security.
· The Services should earmark some modest portion of the overall DoD IT budget for local commanders to apportion for local mission IT solutions.

While such an approach seems admittedly biased towards Microsoft and its partners as IT vendors, the reality is the Microsoft line of products represent a sizable majority of the DoD’s IT investment and is the established standard for DoD desktop software.  Leveraging this sizeable investment not only makes good business sense for the DoD, but also brings a degree of comfort and familiarity to DoD users.  By essentially establishing the Microsoft platform as the DoD standard (as opposed to Microsoft products, as is currently the case), a new wave of innovation and competition among independent mission IT developers will ensue to the DoD’s advantage.
Web-based Technology for Communications and Collaboration

Observation

The digital age has spawned a variety of new forms of communications.  Instant messaging, electronic mail (email), text messaging, “wiki” technology, and web logs (blogs) have all become the lingua franca of 21st century youth and, to a lesser extent, the population writ large.  Within the workplace, email is ubiquitous and instant messaging is rapidly spreading as a quick and convenient way of handling simple issues.  However, several senior leaders at Microsoft have expanded their use of digital communications and adapted these to help them communicate with their organizations.

Of particular interest, several leaders employ blogs as an effective way of sharing information and opinions with all layers of the organization as well as soliciting feedback from across the organization (even outside the immediate workgroup).  For example, the senior Human Resources officer within the company “blogs” about topical information based on the cyclical rhythm of the business (e.g. performance reviews, goal-setting, etc.).  In turn, employees may respond to the current topic, offer suggestions, or ask questions.  There is, however, a degree of trepidation surrounding these types of digital communications.  In one executive discussion concerning the prospect for an executive blog, the discussion turned to whether employees should be allowed to respond/post anonymously to an executive’s blog.  The concern lay in the prospect for unprofessional comments if anonymity were allowed.  After a good deal of discussion, the “rules” decided upon were,

· Attributed comments were posted without review and employees could be held accountable for unprofessional comments.

· Unattributed comments (anonymously submitted) were reviewed prior to being posted on the web site and either allowed unedited, edited, or disallowed depending on the professionalism of the post.

Blogging as a form of leadership communications offers several advantages over traditional email communications.  For leaders who are comfortable with written communications, it provides a ready outlet with a structured feedback mechanism.  By providing a forum for comment and replies, a blog posting is a more efficient forum for communication than an email string with subsequent “replies to all.”  Additionally, blogging is a “pull” rather than “push” technology, which can cut down on the amount of unsolicited email traffic in an organization.  Frankly, some percentage of the members of an organization will ignore any non-verbal leadership communication and some percentage will not.  When combined with “Really Simple Syndication” (RSS) feed technology, the members of an organization who are interested can automatically “pull” the blog postings and those who aren’t interested don’t have it clogging up their email inbox.  A subtle benefit of this is the leader can save the mass emails for more specific guidance requiring action.  

Additionally, blogs can provide an outlet for employee concerns and frustrations without invoking formal complaint mechanisms or subjecting the organization to an embarrassing airing of “dirty laundry” outside the organization.  Since access to an organization’s blogs can be easily controlled through electronic credentialing, the intended audience can communicate freely while competitors can be denied the insights provided by eavesdropping on internal communications.  For instance, the existence of some Microsoft-oriented blogs (i.e. frequented and used by Microsoft employees) external to the Microsoft corporate network offer a startling level of detail regarding internal corporate culture and decision-making.
  It would not be surprising if some of the internal Microsoft blogs were intended to bring some of that discussion within the corporate network where competitors’ access could be denied.  Of course, if an internal blog is viewed as a “party organ” and not a legitimate communications tool where concerns can be raised and addressed professionally, it will quickly become irrelevant.

In addition to blogs, the use of “wiki” technology is proliferating in the corporate setting and offers promise for many DoD applications as well.  Wiki technology is similar to blogging in that it employs web-based written communications.  Unlike blogs, however, which are generally of a “post” and “response” format, wikis are used for collaborative editing and information sharing.  The theory behind wiki technology is rather than have one expert write about a particular topic, a better result can be achieved by allowing many people with varying degrees of expertise to collaborate on writing about the topic, thereby eliminating any hidden biases a single author may have.  For instance, probably the most popular commercial wiki site, Wikipedia.com, uses wiki technology to build, update, and maintain an online encyclopedia.
One distinguishing characteristic of different applications of wiki technology is in the level of review or site moderation employed.  In unmoderated wikis, there is no quality control mechanism and every editor’s changes, additions, or deletions are assumed to have equal value.  The theory in this format is by making a wiki easy to change rather than hard to update, the mass of users will self-regulate the quality.  By way of contrast, some wikis are highly moderated where every proposed change, addition, or deletion is reviewed by a “gate-keeper” before being posted for public review and further editing.  Each of these editorial formats has strengths and weaknesses and both could be used successfully in the DoD context.
Recommendations

As alluded to above in the section entitled “Leveraging Information Technology for Mission IT,” most of the DoD presently owns license rights to software which could enable blogs and wikis; what remains is to develop the minimal requisite policies and field the technology with whatever custom interfaces are desired to support the applications.  Each of the Services’ web-portals could host internal blogs for both “communities of practice” (web-based collaboration and information sharing) as well as for leadership communications accessible to members of a particular organization.  Once the technology is fielded, the DoD could profitably employ blogs and wikis in a number of areas.
Elements of the DoD have begun to grapple with the proliferation of blogs and have taken some steps to harness the advantages while denying the enemy access to sensitive information.  Of particular note, the Army identified “CompanyCommand.com” as a forum where a community of practice (junior officers) were sharing insights on their successes and failures in battle and moved to host the forum on the internal Army web portal where access could be controlled.
  This is a positive step and reflects an understanding of the potential for blogs as a modern communication and collaboration tool.  However, the Army also recently levied a requirement on commanders to review their soldiers’ external blogs and web postings for operational security prior to posting.
  In addition to imposing a substantial burden on commanders, this policy could quickly become the target of censorship claims and could easily be misapplied in a heavy-handed fashion.  Nevertheless, it demonstrates that elements of the DoD recognize the reality of this form of communications and are taking steps to address it.
With respect to leadership or unit blogs, the military environment poses some unique challenges.  For example, in the corporate setting, anonymous comments critical of leaders might be undesirable, but in the military setting, it would be unacceptable.  Such unattributed comments could quickly undermine the good order and discipline necessary for military effectiveness.  Nevertheless, there are technology solutions available, such as the one highlighted above.  With a policy in place that attributed comments are subject to the normal Uniformed Code of Military Justice rules for contemptuous language and unattributed comments are subject to censorship before being posted, commanders would have the tools needed to maintain the requisite good order and discipline while opening up an additional channel of dialogue with their units.  Leadership or unit blogs should be optional, but the enabling technology and necessary policies should be available to all commanders.

Wikis, like blogs, could have a number of uses in the DoD.  For example, many organizations periodically host large “rewrite conferences” for Service-level regulations and instructions to ensure they are up-to-date and reflect current mission imperatives.  This is especially true in tactical-level doctrine (or tactics, techniques, and procedures) where currency and relevance is placed at a premium.  These conferences are attended by a sub-section of the larger community of practice and often result in significant travel expenses, extended editorial timelines and review processes, and limited input in cases where the communities’ experts are not available for the requisite conferences.  By opening up the review and editing process to the entire community of practice over an extended period of time via wiki technology, each of these drawbacks could be eliminated.  In fact, each such document could be constantly open for editing while an official copy for compliance exists simultaneously.  Periodically, the draft copy could be “frozen” for final coordination and quickly become the “official copy.”  The final coordination and review process would—in theory—be significantly shortened because the approvers would be involved in the continual editing along the way.
Additionally, wikis could capture many non-official best practices within communities of practice.  For instance, tank mechanics may have specific official guidance regarding the necessary steps to change a tank tread.  However, there may exist a number of techniques for how to perform each of the steps in the prescribed sequence.  Such unofficial technique sharing would not have to be periodically frozen and published as “official guidance” in the same way doctrine, regulations, and instructions would.  Rather, these best-practices could exist as a supplement to official guidance, shared among the relevant communities of practice.
Whether or not a particular wiki would need to be moderated by a “gate-keeper” or not is probably best left to the headquarters stakeholders for each community of practice.  For instance, in the example above, there is presumably an expert on a headquarters staff somewhere responsible for the guidance on how to change tank treads.  That expert will know best whether a particular wiki should be moderated or not and if so, by whom.

Summary of Recommendations

Diversity

· Identify the composition of the “ideal diverse force,” (both nationally and internationally) to include such factors as race, class, gender, religion, nationality, and language ability.
· Develop a robust mechanism to vet non-US nationals for service in the US armed forces.

· Recruit locally to achieve the desired force.

· Target recruitment incentives to the recruited population.

Internal Business Investments

· Demonstrate leadership buy-in to management initiatives through systemic changes which reward success in employing the new model rather than relying solely on top leaders’ speeches and writings.  Require demonstrated adoption and success for career progression.
· Develop a “hot-line” system for management initiatives to enable fielded forces who embrace the new ways of thinking to cut through bureaucratic inertia impeding their efforts.

· Place a premium on developing a cost and accounting system for DoD use to accurately estimate and capture resource costs and benefits to enable rational evaluation of internal IT investments and management initiative projects.

· Mandate standardized processes with measurable inputs and outputs before attempting to “lean,” “six sigma,” or automate a function.

· Adopt a view of IT as an investment and not just a cost, as embodied in a model such as Microsoft Infrastructure Optimization.

Leveraging Fielded Information Technology for Mission IT
· Collaborate with Microsoft to extract full value from existing enterprise agreements.  Employ MCS specialists at O-6 command-level field units to identify and solve mission IT requirements through MCS organic work or Microsoft partner developers who will leverage existing licensed software.
· Continue to centralize IT infrastructure support and management throughout DoD and the Services.

· Establish the Microsoft platform as the DoD standard for micro mission IT and decentralize mission IT through a three-axis approach.  (1) Jointly, with Microsoft, produce a web-based catalog of DoD mission areas and independent software developers who specialize in that area with application demonstration.  (2) Produce interoperability and security standards to govern a burgeoning mission IT marketplace.  (3) Earmark a portion of the overall DoD IT budget for local commanders to use for mission IT solutions.

Web-Based Technology for Communications and Collaboration

· Establish policies and custom interfaces to enable the DoD to use licensed technology to support unit-level blogs and wikis hosted on the various DoD portals.
· Establish wikis for communities of practice to share tips, tactics, and techniques as well as conduct on-line document reviews and editing.
Chapter 5
Conclusions

Be nice to nerds.  Chances are you'll end up working for one.
—Bill Gates
Based on the program goals and my own subjective assessment, I would judge my Corporate Fellowship at Microsoft an unqualified success.  Although the corporate culture and some of the internal frictions became frustrating at times, Ms. Zecher’s personal involvement and that of a number of other Microsoft employees who gave graciously of their time and patience more than compensated for the minor inconveniences and made the experience both educational and productive.
While I began the year on a quest to find the “golden recommendation,” it was only after I quit looking and started experiencing that I was able to appreciate the many aspects of Microsoft that could benefit the DoD and the aspects of the Fellowship that will benefit my own professional (and personal) development.  While four observations are called out explicitly in this report, there were hundreds more I will take with me throughout my career.
Perhaps most startling to me was the recognition that “diversity” can mean so much more than cultural sensitivity.  Just as camouflage is most effective when all the colors and patterns work together in their distinctive ways, so are organizations when they embrace diversity as a mission imperative.  Were the colors and patterns that make up a camouflage garment blended together to achieve homogeneity, they would be much less effective.  I think the analogy holds.

More concretely, we heard repeatedly about Lean, Six Sigma, and internal IT investment throughout the year at each of the companies we visited (some more so than others, but all addressed at least one of these topics).  It wasn’t until very late in the year that I was able to understand the linkages among them and recognize that there was a common set of suggestions we had heard from some of the world’s leading practitioners of these initiatives.  Principal among these observations was the absolute necessity of a robust cost estimation and accounting system.
At Microsoft, I was exposed to an astounding array of truly impressive technology.  However, the “wow, this is so cool” factor quickly wore off as I realized the untapped potential of the technology resident in the DoD’s IT warehouses.
  While perhaps the most parochial of recommendations, I remain convinced that the benefits to be gained by standardizing on the familiar and ubiquitous Microsoft platform for mission IT far outweigh the disadvantages of limiting competition among platforms.  In fact, setting a common platform would enable consolidation of independent developers and build an ecosystem with micro competition for mission application niches.  DoD acquisition is all about winners and losers.  While there are many who would say Microsoft would be the big winner were DoD to standardize on its platform, the bigger winners would be taxpayers and warfighters,
Finally, I found an opportunity to join the twenty-first century this year and discover what all the fuss is about with respect to wikis and blogs.  Whether or not officers of my generation and older believe there is value in communicating and collaborating in this fashion is irrelevant.  The fact of the matter is young men and women joining the Armed Forces today communicate and collaborate effortlessly this way.  The choice in front of the DoD is simply whether or not to provide the infrastructure to enable this in a secure fashion or not; either way, it will take place.  Like a great deal of other technology, most elements of the DoD already license the tools needed to support these forms of communication and collaboration.  All that is necessary are the policies and the minimal customization required to produce the desired user interfaces.
Microsoft is indeed an impressive company and I am proud to have had the opportunity to gain the perspectives I did as a SECDEF Corporate Fellow assigned to Microsoft.  Regardless of whether the DoD is able to implement any of the recommendations put forth in this report, I will be a better officer for having had the experience.
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