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FOREWORD

The Secretary of Defense Corporate Fellows Program was established by Secretary of Defense Perry on October 6, 1994, with the goal “ . . . to build a cadre of officers who understand not only the profession of arms, but also the organizational and operational opportunities made possible by the revolutionary changes in information and related technologies… an appreciation of how this revolution is influencing American society and business in ways that will inevitably influence the culture and operation of the Department."  We achieve this by sending selected officers to work for about 11 months at a sponsoring corporation.


The 1997 – 1998 corporate sponsors included:  Andersen Consulting, DIRECTV, Mobil Corporation, Northrop Grumman, Sears, Roebuck & Co., and Southern Company.  Each has earned a reputation for quality long-range planning; undertaking organizational innovation and adaptation to remain competitive; successfully managing and exploiting the revolution in information and related technologies to become an industry leader.


Each Fellow has written an individual report on the observations and recommendations derived from the time spent at his own sponsoring company, group visits to all the other sponsors, and exchanges of information among the entire group of Fellows.  Throughout these reports are insightful observations about such topics as organizational reform, information technology, network development and security, biotechnology, strategic planning, acquisition, training, and personnel issues.  This document contains common findings that are shared across the group.  In keeping with the fundamental goals of the SDCFP, these findings are focused on the areas of Operational Change, Organizational Change, Transformation, and the implications for DoD and the Military Services.  Although the findings as presented represent the views of the 1999 – 2000 Fellows, the areas they cover are generally common across all years.  Each year’s group of Fellow has a unique viewpoint.  But, the overall commonality is shared across all years and re-enforces the validity of their findings   
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COMMON FINDINGS 
The fundamental objective of the SDFP is to build a cadre of future leaders who understand, not just the profession of arms, but also the organizational and operational opportunities made possible by the current revolutionary changes in information and other technologies and how these changes are affecting business and society in ways that will impact DoD.  During their time with sponsoring companies, the Fellows made numerous observations and derived recommendations relevant to DoD, which they have detailed in their individual reports.  From these, some common topics have emerged which appear in most, if not all, of the individual reports.  To a large extent, these topics repeat what previous year’s Fellows, independently, considered as their own observations and recommendations on how best to transform DoD. 

Y2K

In general, large businesses and prime government contractors have addressed the Y2K problem and taken remedial actions.  However, the situation at the supplier and subcontractor level remains more problematic to an extent that is largely unknown.  For example, major companies, like Sears, request their vendors to certify Y2K compliance, and they don’t even answer.  Major electric utilities, such as those in the Southern Company, are aggressively pursuing Y2K remedies, but the minor ones are still not expending the same level of effort.  The real lack of knowledge is what is going on down at the levels below the primes.  Industry itself really doesn’t know how far down through the chain of subs and suppliers compliance has been addressed and what all the ramifications and implications are.  Therefore, serious contingency planning for worst case scenarios should be done and exercises conducted to test these plans.  

No matter how good or bad Y2K awareness and remedial actions are in the US, the state of Y2K awareness overseas is far worse.  DoD should conduct contingency planning for overseas worst cases, such as what happens if the power grid or telecommunications systems in southern Italy go down?  How does that effect our bases in Naples and Sicily?    There is a very high potential for Y2K problems affecting our forces around the world because the rest of the world is, basically, way behind the US in taking action and, if the US is behind where it needs to be on the remedial time line, then the rest of the world is way, way behind.  

Y2K is a problem that actually could get worse as we approach the millennium because of the legal liability issues.  As the year 2000 approaches, awareness and the demand for fixes is sure to increase.  However, many reputable companies that could be in the business of developing and applying fixes today, aren’t, because of legal liability concerns.  At the same time, some companies that are in the fix business now are going to dissolve and go away before the year 2000 in an effort to evade legal problems if their fixes don’t work.  It may actually become harder instead of easier to implement Y2K fixes as we approach the year 2000 and DoD should plan and take actions accordingly.   

Research and Development

R&D is the key to corporate longevity.  Fencing R &D budget dollars is hard for any company facing the demands of today’s business.  But, that’s what companies do if they want to last.  They bite the bullet up front with the realization that the investment in R&D is the key to long-term survival.  For high technology companies, 15 % of profits for R&D is a common benchmark and for info-tech companies the percentage is often even higher.  It’s the same for DoD, and yet the R&D percentage of the DoD budget has been declining below these levels.  Using R&D accounts to pay for current Operations and Maintenance (O&M), taking them below sound benchmark levels, is not healthy in the long run for both industry and DoD. 

Innovation

A major difference from the way business is currently done in the military is that, in the commercial world, experimental developments are true experiments.  Failure is an expected and accepted alternative outcome.  An experiment is not just to prove that something is going to work no matter what the cost.  In innovative, leading edge corporations, if somebody works on an assigned project for a number of years and says, “Well, I worked on that hard, but it’s just not going to work as we had hoped,” that is not the end of his career.  They trust his judgement and let him go on with his career.  They may put him in charge of another experimental development.  It’s not the case in DoD where no program manager willingly admits failure to achieve objectives and the guarantor for success is an unlimited budget, not conceptual soundness.  Civilian companies also seem to be more flexible by doing experimental development in smaller packages.  They don’t wrap everything up in massive projects that make (massive) failure an unacceptable outcome.  They have lots of little experiments, some which may fail without jeopardizing the overall business.   The whole mindset with respect to innovation and experimentation is far different from the way we do it in the military. 

Change Management

Change is painful and cannot be made to happen if there is not a plan to manage the change and follow it through to completion.  It’s a long-term process that’s not easy at any stage.  It takes years (half a decade or more for a complete corporate turnaround) and requires the continual leadership from the top that is absolutely necessary to make it happen.   Administratively, there has to be a change management plan; management can’t simply issue orders for new ways of doing business and walk away expecting things to change as they would like. This may work in the operational side of DoD, but the business side behaves much like its civilian counterparts.  In the business world, the success rate without a change management plan is only one in three; succeeding with what is desired is going to be bound to fail 2 to 1.  This is a reflection of human nature and the natural resistance to change.  Implementing change by just issuing a new DoD Directive works no better than it would in the civilian world.  However, since DoD is subject to the same laws of human nature it can, therefore, achieve the same successes with change management that the business world does.  Educating employees on the real need for change (not just someone at the top’s new idea to be blindly carried out) and empowering them to be an integral part in making it happen are key. 

An important initial step in changing anything for the better is to know what is really going on in the first place.  Before processes can be changed, change management professionals examine the client to determine what the real organizational lines of authority are and what processes are actually being done, not what the “wiring diagram” may indicate.   

Incentives 

For change to occur there have to be positive incentives.  Fear is not enough, even in those companies that are on the verge of going bankrupt.  Even they have to have positive incentives for the employees to change.  This is far different from what we have in the military where are usually no incentives to change.  For example, if a military organization can save dollars in the way it does operations through improved practices, what happens to the dollars?  They get sucked up and get sent to somewhere else, possibly to an organization that is running short of funds because of poor practices.   In DoD, there isn’t the opportunity, in almost every case, to share the benefits from change and innovation.  Savings are not allowed to be kept where they are generated and are taken away and given to somebody else that the headquarters feels needs it more.  It doesn’t give the guys down in the trenches any incentive to make changes that save money.  That doesn’t happen in a business.  Everybody in the organization is incentivized to change.  Members are able to realize the benefits, both to themselves individually and as a team; if the team benefits they benefit.  DoD should revise its policies to do the same.  

Internal Organization

In the corporate world leading edge companies are characterized as being flexible and responsive.  The wave of the organizational future is collaboration and teaming, as opposed to a rigid, hierarchical stove-piped organization.  Projects are given to task-oriented teams with members taken from across all segments of the enterprise to solve the particular task at hand.  The old way of doing business would be to give the task to a standing organization with skills and resources limited to that organization.  Teaming wipes out these limitations and opens up the solution process to the best possible combination of talent and resources from across the entire enterprise.  The full realization of collaboration and teaming is what information technology and networking is making possible.  This is an example of new technology creating new organizations and processes, not just applied to improving old ones.   An impact on management is that information technology is making possible a much different way of running the company, as well as doing the business of the company.  Geographic separation is rapidly becoming irrelevant as both human and data base knowledge is available whenever and wherever needed, without limitations. The good news is that the Services are already working on this kind of organizational change for the military.  The Marine Corps is probably in the forefront of this change in leadership and management and techniques; General Zinni at Central Command is a leading proponent of doing business this way.     

Information Technology

The first point is to consider leasing as opposed to only buying everything.  In the corporate world, if you want, if you need, Information Technology  (IT) to be on the leading edge, than you lease it, you don’t buy it.  This is because the rate of improvement in IT capability is so fast today that the technology is outmoded long before the equipment wears out physically.  This makes it harder to replace outmoded hardware and software and still remain fiscally sound.  If it doesn’t matter if the technology is on the leading edge, then buying is usually better because the equipment lasts for a long time, and a full money’s worth is sure to be derived.  But, if staying up on the technology leading edge is critical to doing what is being done, then leasing becomes a fiscally sound alternative.  Today’s companies lease IT equipment for, 18 months, maybe 3 years maximum, and they have flexible lease length programs to stay up with advances as they occur.

An example of what can happen when DoD’s historic “buy in bulk to get the cheapest price” policy is mis-applied to IT occurred in the Fellows Program office this last summer.   “Brand new” computers right out of the box, which had never been used, were received.  When trying to replace one after about six months, it was discovered that, in fact, these computers: had not been manufactured for over 18 months, had half the memory capacity and speed of current computers, and cost $400 dollars more new than what current state of the art could be bought for.  DoD needs to rethink its whole procurement model when dealing with IT and take whatever steps, policy and legal, are necessary to make leasing an allowable option.

The second IT point to make is that, before a common administrative support process for travel, or pay, or whatever is set up, the basic IT architecture supporting the process has to be standardized.  This means starting with the same operating system, e.g., Apple or IBM – go one way or the other.    There also has to be a common, across-the-enterprise way of doing business with common office applications for word processing programs, e-mail, etc.  Basic fundamental systems and applications that are used in the computers must be standardized.  This has to be done first before trying to work up to the next level of applications for specific tasks.  The cost savings heard in industry are 30% off the top.  Enforcing commonality can save 30% of IT costs just by getting the basic fundamental standardized structure done from the bottom up before moving on to the admin function applications, such as payroll.   Commonality for these will also save a lot of money.  But, the order is really critical, which is the third point.  Common systems and basic office applications must come first.  Otherwise, interoperability problems end up multiplying geometrically when trying to move to the more complex applications.  With multiple operating systems there will inherently be trouble talking between systems no matter how many patches are employed that supposedly will cross connect systems to make it all work.  It just doesn’t always work; it just makes it all more complex and prone to failure.   Under the current acquisition process, the individual Military Services have the authority to develop their own unique requirements and they are doing so as they go their separate ways.  Seamless joint operations and efficient business practices cannot be realized without enforced standardization and common protocols to ensure interoperability.  

Finally, the answer to the question of whether the paperless, deskless, virtual office is the wave of the future is yes, but only when it makes sense.   It doesn't always make sense; human factors such as cognitive capability and the need for personal interaction will always remain.  But when it does make sense, reducing data and decision-making complexity through IT is certainly the way to go.  In industry, it’s a wave of the future that’s coming, but slowly.  

Strategic Planning 

This is done in various ways; by a select group as a collateral duty, by a specific organization within the company, or, simply by the head of the company himself.   The common factor is that it is done at the top of the organization.  It’s not a staffing process up the chain of command.  Planning for execution of the plan is more bottom up, but not developing the plan itself.  

Fiscal Planning 

Businesses simply don’t do half a decade long detailed fiscal plans, such as the Future Years Defense Plan (FYDP), anymore.  Even companies such as Georgia Power, an industry where the business model never changed because nothing ever changed in a regulated utility.  Now, with deregulation in the utilities, they are having to revise the way they do business in a much more dynamic changing environment and are going to a three-year plan.  Out in the business world, three years is at the furthest edge of the fiscal planning horizon.  The near, and far more common, edge would be down to 18 months, or even less, for a detailed fiscal plan.  No one, not even the largest companies with hundreds of thousands of employees, has a detailed FYDP like DoD.  The world is changing far too fast and businesses don’t have the time and money to waste on developing and then begin to constantly change massive plans even before their start date.   DoD should consider following the business world’s lead.

Outsourcing 

The bottom line is to first determine what your key core business is and then don’t outsource it.  This is not as easy as it may sound.    Human emotion often plays a big role and core businesses can change over time as events progress.  For example, one DirecTV’s satellite constellation was in place, its major core competency shifted from introducing groundbreaking communications technology to being a provider of service to customers. 


There are lesser, but still important, considerations as well.  Recognize that outsourcing is no magic bullet.  It is not always cheaper to outsource and it’s not a cure for in-house disaster.  An analytic assessment of the current situation and alternatives must be made.  Also, oversight and interaction must be maintained.  Contracts must be carefully written to ensure a win-win relationship, performance must be monitored and enforced, and modifications made when necessary.  Finally, outsourcing can be viewed, not as just a money saver, but also as a way to gain an immediate advantage or capability not currently held.  In this case, establishing a partnership or even building the capability in-house must be evaluated.

Demographic Imperatives

Industry is fighting for both skilled workers and even non-skilled and state as the booming economy and end of the post WWII baby boom workforce make it tougher and tougher.  It’s not a situation where the military leaders can just go out to the recruiters and unit commanding officers and say, “Do a better job; you obviously are not doing your job if you can’t get/keep these people in.”  Industry can’t get and keep all the workers they need, and they are paying them more and given them more benefits to start with.  So how is the military going to compete?  Not by treating its personnel the same old way or just throwing money at the problem.  The Air Force is having a problem trying to retain pilots and all the Services are hemorrhaging highly skilled personnel of all types.   But, the even bigger problem, which the military is just starting to face, is not being able to get people in the door in the first place, at all levels.  In the future, it’s a going to be both a recruiting problem and a retention problem.   The key point is that industries are having the very same competition problem amongst themselves.  So the problem is going to get even worse for the military, especially in the high technology areas.  DoD must admit that the problem exits, won’t go away, and that it must make fundamental changes necessary to compete with industry where employees are highly valued and treated and compensated (not just with pay) accordingly.
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