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Dr. William Perry, as Secretary of Defense, established the SDCFP in October 1994, based on his commitment to encourage the growth of a cadre of officers sensitized to the organizational and operational opportunities made possible by revolutionary changes in information and related technologies.  He wanted to acquaint highly successful officers with an operational command and staff background to enlightened perspectives that could be gained from the business and corporate community.  His intent was to allow future generals and admirals to step out of the sometimes rigid, unchanging career paths they tend to follow and have time to see how the revolution in information and other new technologies has caused a reshaping in organizational structures and methods of operations that provide for innovative and competitive advantages.

Annually, the Secretary selects one or two military officers from each Service for year’s assignment to the SDCFP.  These officers are in the pay grades of 0-5 or 0-6 and have demonstrated high flag or general officer potential. They spend the year of training with Corporate America in leading edge businesses in order to glean the best of change, innovation, and emerging business practices and bring that experience back and use it to help transform the Services. During the year they update senior officials in OSD and the Services on relevant observations and recommendations.  At the conclusion of the assignment, each member of the SDCFP submits a final report to the Secretary of Defense and the group as a whole provides a common report.  Each member also provides a formal briefing to the Secretary, Deputy Secretary, Service Secretaries and Chiefs, as well as other senior officials.

To date, Corporate Fellows have spent time with such diverse, innovative businesses as Andersen Consulting, Boeing, Caterpillar, Cisco, CNN, Citicorp, DirecTV, FedEx, Microsoft, Mobil, Oracle, and Sears.  Because of their experiences with these organizations, they have brought back the realities of the virtual workplace, change management, the importance of collaborative structures, and key insights into knowledge management and leveraging the best of workforce intellect.  And, they are applying that knowledge now in meaningful follow-on assignments.

Although the Corporate Fellows spend time in all different kinds of corporate structures, each is placed at the critical and sensitive leadership level around the senior leadership of their respective corporation.  In fact, some have had daily or weekly contact with the respective business CEO.  In this regard, the Corporate Fellows have provided DoD an opportunity to showcase some of its finest officers in the corporate world, allowing each to share his or her leadership capabilities, critical and analytical insights, and a general knowledge of military life.  The payback for such an experience is enormous for not only the respective officer, but also for the Services and DoD at large.  Additional information at: http://www.ndu.edu/ndu/sdcfp/sdcfhom.html.

FOREWORD


The 2000 - 2001 corporate sponsors included:  ABB, Accenture (formerly Andersen Consulting), Agilent Technologies, Caterpillar, Enron, Human Genome Sciences, and Northrop Grumman.  Each has earned a reputation for quality long-range planning; undertaking organizational innovation and adaptation to remain competitive; successfully managing and exploiting the revolution in information and related technologies to become an industry leader.


Each Fellow has written an individual report on the observations and recommendations derived from the time spent at his own sponsoring company, group visits to all the other sponsors, and exchanges of information among the entire group of Fellows.  Throughout these reports are insightful observations about such topics as organizational reform, information technology, network development and security, biotechnology, strategic planning, acquisition, training, and personnel issues.  This document contains the executive summaries from the individual reports.


Also contained, and derived from the individual reports, are common findings that are shared across the group.  In keeping with the fundamental goals of the SDCFP, these findings are focused on the areas of Operational Change, Organizational Change, Transformation, and the implications for DoD and the Military Services.  Although the findings as presented represent the views of the 2000-2001 Fellows, the areas they cover are generally common across all years.  Each year’s group of Fellow has a unique viewpoint.  But, the overall commonality widely shared across all years re-enforces the validity of their findings.  
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Transformation and Adaptation


This first section presents two strategic overviews.  In the first, Transformation to a Network Enterprise: An Integrated Approach, we place all of this year’s fellowship findings and recommendation into an overarching Department of Defense (DoD) context, making broad strategic recommendations for force structure and business theory.  Then in, Transformation and Adaptive Organizations, we offer senior leadership a roadmap to make the transformation happen.  Here, we discuss Corporate America’s attitude toward change and the methods used to cultivate a culture of continuous transformation.  We include the essential characteristics for adaptive organizations and prescribe recommendations to facilitate transformation within DoD.  


The succeeding topic areas; Leveraging Information Technology, Process Improvement, and Human Capital, present subject area overviews and specific topic area papers.  Topic papers present summaries of fellowship findings and recommendations.  Full discussions reside in individual fellow papers. 

 Transformation to a Networked Enterprise 

An Integrated Approach

The term “information revolution” was a popular term in the 1990’s.  Most people relate it to the shift from our traditional communications architecture (phones, faxes, and mail) to personal computers and massive interconnectivity enabling increased information flow, rapid knowledge sharing across geographical and organizational boundaries, and the rise of efficient distributed networks.  Additionally, the convergence of technologies and disciplines, specifically information science and physical science, enable greater automation of routine processes and increase the ability to operate vast physical networks or entities remotely.  Industries who integrate these technologies into their operations reap the benefits (revenue and increased competitive edge) of increased efficiencies from streamlining processes and resources.  These trends push humans from the physical realm into more of the knowledge realm.  This profound shift into the knowledge realm enabled by information technology and other convergent disciplines has other effects on the traditional enterprise architecture.  In the Knowledge Age, competitiveness is directly related to how well we organize and manage distributed human capital networks.  Old paradigms of people and organizational management are increasingly less effective as information technologies incorporate into every aspect of traditional business architectures.  Despite its heavy investment in technology, the defense architecture remains mostly a Cold War styled entity.  It is at a change or die juncture.  Past techniques of improving or “fixing” one functional area or adding technology to realize marginal gains in efficiency actually result in greater overall system inefficiency.  This increased inefficiency continues to degrade our competitive edge or effectiveness.  In a rapidly changing world, we will be increasingly hampered in spotting opportunities and dealing with challenges.  A total enterprise approach is needed to bring the Department of Defense (DoD) into the 21st Century.  


This year’s SECDEF Fellows’ common findings represent a holistic approach to mining industry’s best practices and knowledge and articulating them for application across DoD.  The nuggets of wisdom gained from this year’s corporate experience can be condensed into a few recommendations that encompass DoD’s strategy, goals, mission and how they do business or operate across the enterprise.  The first step, a move away from the old two major theater war (MTW) strategy and migration towards a new strategic framework that matches the current strategic landscape and emerging trends, is well underway.  Challenges and opportunities should match capabilities to sense, assess, plan, execute.  Core functions should also be identified within the strategic framework.  Non-core functions should be outsourced.   Next, build the Information/Knowledge Management backbone that must seamlessly support and integrate the dynamic, real-time requirements of the “business” and “warfighting” functions of the department.  The strategic value of this enterprise network can realize short to medium-term returns by; reducing administrative and other overhead costs, managing the exponential growth in information that comes with e-enabled workers in an innovative environment, enabling new business and warfighting practices that allow organizations to create and incorporate new value quicker, and rendering the complexity of DoD and inter-DoD activities completely transparent to users and customers. As DoD adopts the converged environment, it will have to decide if it will outsource the direct management of the network to third parties or if it will treat this as a core capability.  Fortune 1000 companies and small to medium-sized enterprises are turning to prime contractors and service providers who can package physical networking solutions, business applications, and executive management advice to meet the mission requirements of next-generation networked enterprises.  The final challenge will be to leverage the network resource to accomplish business and warfighting objectives.  

The networked backbone must do more than provide multimedia connectivity.  It must provide a platform that allows for critical decision-making as well as delivery of products and services to customers across the “value chain” of the organization.  Organizations and management methods will need adjustment to effectively manage knowledge and the people who create it.  This will include an on-going war to recruit and retain the human capital critical to success at all levels.  Skill sets will need alignment or realignment with job requirements. Implementation of new human capital management methods will need to include continuous learning access and a focuses on expanding cross-functional leaders vice perpetuating inflexible, rigid community management.  These current practices stifle innovation and do not provide opportunities to develop or apply a broader skill set.  And finally, leadership must create and maintain an environment that promotes innovation and eventual transformation of knowledge into value.

Transformation and Adaptive Organizations

Imagine listening to a jazz orchestra…all the instruments start out at the same tempo and beat, but then the trumpet breaks off for a divergent solo.  After a few chords, the rest of the combo harmonizes the beat.  Then the drummer breaks off for a riff and again the combo picks up on the cacophony and turns it into a rhythm.  Contrast that to a classical orchestra where every instrument has a fixed set of notes to play at the designated time, all directed by a single authority.  This comparison between the classical symphony and a jazz orchestra highlights the difference between the structured industrial age business model and the new flexible information age model.  Successful corporations today are incorporating into their structure the same traits that make a jazz orchestra work: intense communication in real time; a minimal number of structured guidelines that provide an overarching framework for operations; the latitude for individuals (or elements of the organization) to operate on their own within that framework; and an anticipation that the model may continuously morph into something different than what it started out to be.[
]  Many corporations are using the buzzword “transformation” to characterize their change activities, but the most successful businesses rely on something deeper than a major one-time change.  To survive in the competitive business environment--or, in the Department of Defense’s (DoD) case, to respond to asymmetric national security threats--an organization must transform not only its structure and processes, but its very core competency by turning itself into an adaptive organization, where change, flexibility, and adaptability are considered a strategic asset.  For these companies, change becomes part of the journey, not the destination.


Transformation is prevalent in the corporate world. Like the military, it too, struggles with altering long-held traditions, breaking up internal dynasties, and finding the right technology mix to leverage into market dominance.  The corporate world; however, views transformation as the first major muscle movement of long-term change and not the final state. Focusing on a singular massive change generally brings only incremental short-lived results.  If the transformation does not include sufficient time and process for altering the culture, norms, and values of the organization to assimilate the conversion, the effects eventually retrograde to the old status quo.  However, if an organization fosters a continuous change environment, they can put all the gears in motion at one time and leverage their forward momentum. Promoting an adaptive organizational culture is what keeps industry market leaders aware and responsive enough to stay ahead of the competition.

Most of this year’s sponsoring companies are using a “transformation” to characterize the fundamental change they are striving for in the way they do business--Enron did it for the energy service provider model, Agilent is doing it to integrate their many autonomous production processes, Human Genome Sciences is revolutionizing the biopharmaceutical development cycle, and Accenture is transforming its consulting model.  This “transformation” is just the tip of the iceberg.  Remaining competitive in a fast moving, often obscure, environment will require an even deeper level of commitment--a commitment to a culture of continuous change. Successful companies have realized that there is no finish line in the race for dominance in the information age marketplace.  It is a series of laps and splits and each requires a different aspect of strategic leverage, thus resulting in ongoing change management and adjustment. 

We observed ten essential characteristics that fellowship corporations use to infuse an ‘adaptive organization’ culture throughout the company and thus support continuous change management and the rapid acceptance of transformation efforts:

1. Top down involvement.  The entire senior management structure is totally committed to and actively monitors and resources the change effort.  A ‘guiding coalition’ of senior leaders champions and structures the change management.

2. Stimulating a “sense of urgency” for change.   Ideally, a crisis comes along which forces change.  In its absence, using hard-hitting research to show the necessity for changing now creates an urgent situation.  Speed is an essential element of creating the conditions for change.  The change management model is designed with ‘quick wins’ to leverage the value of change to the larger organization.

3. Accountability.  Change progress is ruthlessly measured at the highest levels and tied to employee evaluations/compensation and organizational performance measures. Accountability is pervasive, not tied to a hierarchical structure. 

4. Systems thinking approach.  Change ideas are encouraged to come from anywhere in the organization.  Thorough systems integration of people, structure, technology, funding, and processes is critical to gain the leverage that change brings.

5. Discipline, focus, persistence.  Investment and resources are committed to the change effort no matter what external factors may arise.  Staying the course in the face of tumultuous conditions emphasizes that change is here to stay.

6. Clear vision and values.  A driving vision with big, audacious goals and a value system that instills the concepts of speed, focus, and innovation as core to the organization’s culture.

7. Communication.  An easy way to share information and vet ideas between management and workers.  A knowledge management framework is essential to facilitate this exchange.

8. Technology.  A willingness to invest in cutting edge technology to enable change and the discipline to enforce the processes that the new technology requirements are necessary to achieve maximum effectiveness. 

9. Framework.  Enforcing tight control of a few key organizational components; financial and risk management, performance review standards, and legal obligations, provides the operating parameters for decentralized, empowered execution of all other facets of operations.  A robust knowledge management system facilitates the empowerment. 

10. Culture.  Leaders must foster a culture that embraces innovation and a tolerance for risk taking, recognize that the hardest part of change is getting the culture to incorporate it,place priority on the ‘people impact’ that the change involves, and understand how to leverage the culture’s strengths to ease transition into the transformed state and force the divestiture of dysfunctional aspects.  Committing to a sustained internal branding and communications campaign permeates an understanding of the change results.

The complexity of both the conventional and asymmetric national security environments is not unlike the challenges faced by corporations in the rapid pace of the competitive market.  To survive the constant onslaught of aggressive market forces, successful businesses will count  ‘adaptation’ as a core competency.  In DoD, we must respond to our future competitive environment with a similar mindset.  There are many guidelines available to assist in structuring a successful transformation program, but even more critical is setting the conditions to embed that change by fostering a culture of adaptation.  Leaders at all levels must have an open-mindedness about the pursuit of change.  Setting the conditions for change is particularly difficult in our environment for we have been incredibly successful for many years under the existing model of operations.  To support successful transformation, we recommend:

· Incorporate Revolution in Business Affairs case studies and change management proficiency in leader development programs at all levels.  Making the mental leap to apply a business case study to a military environment begins the process of opening up our traditional mindset to appreciate innovation from all sources. 

· Increase the use of executive internships as part of the professional development curricula for mid- and senior-level leaders--the level that must drive change.  Exposing DoD personnel to other environments will create the pre-conditions needed for culture change that accompanies transformation and the development of an adaptive environment.  A year in a successful corporation can reap untold benefits for future innovation incubation and cultivating advocates of change.

· Conduct a serious, thorough, and rapid streamlining of all operational and business processes to increase system flexibility and develop a sufficient, lean framework within which to empower people and organizations to optimize their contribution and innovation.  Our current operational structure does not promote flexible and adaptive responses to changing circumstances, particularly in the support and service areas.  The lack of a sufficient level of empowerment in our current structure is one of the major factors identified by those leaving the services early.

· The senior leadership, as a unified effort, must embrace the value of change and force accountability for it throughout the organization using organizational performance measurement and individual incentive programs. 

· Introduce more flexibility in the personnel management system to leverage the momentum of change by providing incentive, benefits, and performance programs that align to the transformation objectives. 

Reflecting on the image of a jazz orchestra--constant communication and constant adaptation--to model our decision-making and processes can help us visualize the culture of an adaptive organization.  Breaking away from the classical symphonymodel of an oftencumbersome and tightly controlled DoD system increases our chances for success in transformation by creating an adaptive culture, flexible and responsive enough to retain market dominance in the highly unstable and competitive world of national security.

Leveraging Information Technology


Information technology (IT) has come of age.  No longer is IT overhead, just an enabler of support functions and a necessary cost of doing business.  Today, IT is integral to mission performance and is often the mission itself.  Throughout this year’s fellowship companies, IT holds equal status with any core competency and is sometimes regarded as the company’s greatest strategic asset.   The papers in this section discuss four of the most critical challenges facing Corporate America and the Department of Defense (DoD); how do you organize for IT, what are its vulnerabilities, how can IT harness knowledge capital, and what new capabilities can be leveraged to truly do more with less.


In The Strategic Advantage of Information Technology we discuss the elevation of the chief information officer (CIO) from a support agency to a full operational business partner.  This transformation tasks the CIO to be a proactive catalyst for change, ensuring corporate understanding of technical opportunities and implications of IT decisions.  We also present the four pillars of good IT organizations; leadership, governance, technology, and competence.  Finally, we recommend four specific changes for DoD; elevation of the DoD CIO to the level of Undersecretary, greater authority and accountability for the CIO, establishing information superiority as a warfighting imperative, and increasing emphasis of IT in professional military education.  


With the organization and technology set, we then turn to Security in a Computer Enabled World.  Here we examine four overarching concerns fueled by the growing reliance on IT; ramifications of greatly increased Internet reliance, hidden dangers of IT outsourcing, reality of network attacks, and lack of needed security skills.  We present the problems and highlight opportunities for mitigation.   


Within Knowledge Management, we transition to discussions on the secure use of established IT.  We examine possible benefits of knowledge management to DoD and the status of existing department and service programs.  We then go on to prescribe a process by which DoD could fully capitalize on the possibilities, examining required cultural changes, infrastructure, and manpower.  


In Enterprise Resource Planning (ERP) we conclude this section by introducing the hottest thing in IT; systems that promise fully integrated business processes.  Fellowship companies use ERP to manage financial data, projects, materials, human resources, quality, manufacturing, maintenance, sales and distribution.  We discuss the benefits, present the challenges, and suggest possible uses of ERP within DoD.

The Strategic Advantage of Information Technology

There is an information transformation going on and it extends beyond the ubiquitous web-based devices and applications that are redefining our expectations of how we live and work.  This transformation cuts to the core of the traditional business-technology relationship. Business operations have conventionally viewed information technology (IT) as a cost drain and of concern--be it annoyance, frustration, or rage--only when the IT services didn’t work.  The IT operation has been accustomed to a passive role as a supporter of business, sometimes intransigent in responding to increasing demand and too specialized to translate highly complex technology into a proven business value that operators could understand and support.  However, in most of our corporations we have found, instead, that IT has made a metamorphosis from a cost to be controlled into a strategic investment. 

IT under girds everything a modern corporation does--Internet, ERP, e-biz, CRM, B2B, B2E, KM.[1]  Dependence of business success on information has changed the value and position of the information technology organization within the corporation.  In the most progressive companies, the Chief Information Officer (CIO) is engaged in every operational decision in the corporation and is a proactive, involved participant in business operations.  In some corporations, such as Agilent Technologies, IT has also taken on the role as a catalyst for change, responsible for driving the success of the corporation’s transformation.  Business managers have a more expansive understanding of the technical implications of corporate decisions and realize that their success is intricately intertwined with IT.  The seismic shift in these dynamics has elevated IT to full business partner status, necessitating increased power, leverage, and authority for the Chief Information Officer.  Under the old economy model, the CIO position was normally aligned under the Chief Financial Officer (CFO) as a cost center function.  But, in many enlightened companies the CIO now reports directly to the Chief Executive Officer (CEO) in recognition of the fundamental importance of IT to the corporation’s strategic advantage.  The CIO often controls all IT spending and decisions and has full authority to standardize technical architecture for interoperability and ease of support.  In some companies, such as Cisco and Human Genome Sciences, the CIO performs a business function as well as overseeing the IT function.

IT systems, processes, and objectives must be clearly aligned to the enterprise’s business objectives.  This symbiosis of IT and business operations requires slightly different skill sets and relationships than those needed in the traditional model.  Corporate lessons learned generally identify four ‘pillars’ of the new information-based corporation: [2]
· Leadership - strategic and technical vision, understanding of business strategy

· Governance - flexible funding models, business-functional decision structure

· Technology - rapid deployment; flexibility of support (i.e., outsourcing) responsive to changing technical needs 

· Competence - technology scanning, customer-focused, relationship management

Successful IT leaders must possess a business view, a customer-focus, and a strategic outlook--all skills that are anathema to the traditional IT ‘techie’.  IT investments are explained in terms of “business value” so that their impact on the overall success of the organization is more clearly understood.  IT must comprehend the business operations, be adept at technology scanning--identifying those emerging technologies that will have significant business impact--and skilled at translating the technical value to a convincing business case.  The current phase of IT evolution brings it to the level of corporate business partner.  Predictions for the next stage of evolution anticipate IT’s emergence as an “E-Knowledge Center” taking on a “strategic consulting role” in how to best use technology to create value and exploit opportunities. [3]
There is change happening among the business “operators” as well--a more comprehensive understanding of the value and complexity of the technology and the necessary strength of the relationship between technology and the achievement of business goals. Additionally, there is an acceptance of the discipline required to achieve the full potential of critical IT capability, such as the deep business process changes required to fully reap the future benefits of implementing an Enterprise Resource Planning (ERP) system. 

How the corporation treats IT in the wake of the recent economic downturn reveals the progress of IT’s ‘coming of age’ in terms of strategic advantage to the corporation.  The high technology sector has been particularly hard hit, including one of our sponsoring companies, Agilent Technologies.  Under the traditional business-IT relationship, IT would be an immediate target for cost control and program cutbacks.  While fiscal constraints have been imposed on every sector of Agilent, the Executive Committee actively decided to continue large-scale investment in IT programs realizing that this will proactively position the corporation for efficiencies that will enhance their future market leverage.  This conscious strategy clearly recognizes the value and degree of alignment between IT and corporate objectives.

DoD should emulate the corporate trend of embracing the strategic advantage of IT to achieve success.  This is a radical adjustment to the way IT organizations are traditionally viewed and managed in the department. There are four recommendations that will accelerate DoD’s evolution in leveraging the strategic advantages of information technology.

1. Elevate the position of the DoD CIO (ASD/C3I) to the level of an Undersecretary of Defense, with budget authority, to recognize the parity of the influential role of information technology with the operational functions of the department.[4]  Successful companies have championed the strategic value of IT in no uncertain terms in public and private, permeating that culture change--along with concomitant elevation in authority of the CIO--throughout the organization. 

2. Provide the DoD CIO with the full authority and accountability to enforce discipline in identifying and aligning IT expenditures to guarantee technology interoperability and the strategic leverage of information.  This changes the somewhat autonomous way DoD agencies and the military services have traditionally conducted their information technology operations.  Corporations have recognized that the (painful) discipline of standardizing architecture and centralizing IT decision making at the enterprise level is the only way to effectively build the strategic advantage of information technology operations and thus contribute to their bottom line and high growth objectives.  DoD, in transforming to better respond to the asymmetric environment, must adopt this discipline as well. 

3. Get serious about Information Superiority as a joint warfighting imperative by forging this alignment of IT forces (information warriors) and traditional operations forces (warfighters) in training.  The business world faces continual and rapidly adapting threats to its market dominance.  In DoD we face a similar type of circumstance in the guise of the asymmetric threat.  If we are to maintain our “market leadership” in this environment, all our capabilities must be brought to bear.  That will only happen successfully if the technology forces and the operations forces achieve a mutual alignment of focus.  Analyze the IT solutions and implications in all operational decisions--not just the traditional perfunctory review, but an active technology scanning to harness the most effective information power.  Incorporate realistic information dominance play into all service, joint, and combined exercises and fully involve the appropriate level CIO (S-6, N-6, G-6, etc.) in the operational decision-making process. 

4. Incorporate more emphasis on using information technology as a strategic advantage into DoD’s professional development programs.  Increase the throughput on the National Defense University’s Information Resources Management College CIO Certification course, an excellent program designed to empower senior IT leadership with the acumen to transition from technology management to value management. Require courses oriented towards maximizing the strategic value of information technology in all professional development programs, beginning at Command and General Staff course level, to increase the understanding of the leader/operators towards technology issues.  Leadership in an information dominant environment requires slightly different skill sets and relationships than those traditionally associated with conventional military operations.

Security in an Computer Enabled World

The tools the United States military uses to perform its mission and mission support functions are becoming virtual.  Personnel offices update records, members review information, and commanders make assignment recommendations via the Internet.  Supply orders transfer directly from requesters to vendors who arrange pre-approved transportation.  Mission plans, troop locations, and intelligence information pass around the world via secure channels.  Realities of worldwide operations, requirements for immediate information, and decreasing military manpower all drive the need for this virtual environment.  These realities also create the threat of interrupted access, deliberate disruption, or even mission failure.  Industry shares these concerns with the Department of Defense (DoD).

One of this year’s fellows participated in a forum hosted by Accenture and the Center for Education and Research in Information Assurance and Security, Purdue University.  The forum brought together a group of academic, industry and government experts in information assurance.  Chartered with exploring the security challenges created by the electronic world of the future, the group identified several concerns that have direct applicability to DoD.

“Billions of devices proliferate that are always on and always connected.”  Most technologists see a tremendous proliferation of electronic devices.  Personal digital assistants will track far more than calendars and phone numbers.  They will become an indispensable part of the shopping experience, knowing our shopping lists and alerting us to sales and vendors.  Cars and other machinery will perform self-monitoring and diagnostics and request maintenance automatically.  Smart tags will perform inventory functions and allow long distance tracking.  

These capabilities transcend the civilian to military boundary with each application having a direct counterpart on the military side.  In addition, the military environment will become even more complicated.  Every inventory item or person can be tracked and monitored real-time.  Soldiers will collect and receive information while in training or combat.  Supply ordering will become automatic with device-to-device interaction providing binding contracts.

This explosion of networked devices drastically increases the complexity and burden on networked systems.  Current e-mail traffic stresses server and router capability in many United States cities.  Additional electronic devices will further stress California’s power systems.  Because the experts predict additional devices and uses will far outpace infrastructure improvements, the addition of these “billions of devices” may cause severe power and network outages.  The Department is not isolated from these issues.  Its power comes from civilian suppliers and much of its network traffic travels over civilian systems.  Additional outsourcing will only exacerbate the problem, as entire systems become joint civilian-military providers.

“Complex outsourcing relationships extend trust boundaries beyond recognition.”  Both industry and the Department face scarcities of specialized personnel and increasingly complex infrastructure requirements.  Finding these requirements to be distracters from their core missions or competencies, they have sought outsourcing relationships.  While tremendously advantageous, these relationships also create a new threat by greatly increasing the number of organizations with information access and process control.  

Traditional contract oversight allows extensive visibility into the business practices of prime and subcontractors.  Outsourcing trends in the virtual market make such visibility much more difficult.  Suppliers provide some services in-house, subcontract for others, and establish backup or contingency relationships for emergencies.  These third party contracts create a vendor community with direct task support requirements often transparent to the initial customer.  These tiered relationships also greatly complicate business and security process flow down.

Understanding these relationships is the first step to creating solutions.  Specific agreements and accountability requirements can ensure some degree of protection.  Additionally, these issues drive the need for enhanced technology tools that offer remote system oversight.  These tools would provide configuration monitoring, and authority or access tracking.

“International criminals exploit lack of cooperation and compatibility of international laws.”  There are no laws to track and punish international hackers.  The creators of the I LUV YOU virus were eventually tracked and caught.  Yet, despite the billions of dollars of damage, they were not punished because the Philippines has no law to deal with this type of crime.  The United States and industry frequently trace Internet attackers across international boarders, but these borders often involve multiple governments who may be in conflict with each other and may even support the effort as industrial espionage or low-level electronic warfare.  

Technology can offer part of the solution.  Improved prevention and detection software can identify attacks before or during the incident.  Enhanced identification and tracking technologies can then pinpoint the criminals for investigation and punishment.  International standards for identification and authorization tools are needed to accelerate this capability.

 “Lack of security skills will compound weaknesses of delivered solutions.”  The electronic security environment is extremely complex.  Practitioners must fully understand the interactions of people, processes, regulatory guidance, and technology.  No longer can developers, implementers and managers work in isolation.  Only their joint efforts can ensure design, infrastructure, and execution all work together to protect an organization’s assets.  The problem, however, is that these cross-functional skills are rare and in extremely high demand.  

The solution here is investment in research and education.  The Department must team with industry to fund electronic security research, and demand universities develop curriculums that recognize the broader aspects of electronic security.  Beyond these long-term goals, outsourcing may provide both industry and DoD some relief.  Centralizing experts and capabilities at electronic warehouses maximizes their access.  Unfortunately, such centralization also makes any vulnerability more catastrophic.  

Electronic connectivity and its implications will continue to move at a rapid pace.  Thoughtful diligence remains critical, however, standards must be set quickly so as not to miss the opportunity entirely.  The key is DoD engagement with the international and industrial communities to jointly solve the problems and take advantage of the opportunities.

Knowledge Management (KM)


Intellectual capital provides today’s leading companies with their greatest strategic advantage.  They manage this capital through extensive Knowledge Management (KM) systems and invest heavily in both supporting technology and personnel programs.  Specifically, KM is a systematic process for creating, acquiring, synthesizing, sharing, and using information, insights, and experiences to achieve organizational goals.  Each of this year’s sponsoring companies considers their KM system as critical to their success.

KM also has direct applicability to the Department of Defense (DoD).  Mission effectiveness could increase through improved knowledge access and support.  Readily available information and expert collaboration would simplify tasks, and allow ceding greater responsibility to the front-line.  Innovation could also improve and spread more rapidly.  Individuals would identify problems, pose questions, collaborate, and share best practices.  It could provide a means to retain information from departing mid-level officers and non-commissioned officers.  With an institutionalized KM culture, these members would have routinely provided their best lessons to the database.  Finally, quality of life could improve.  Automated customer service centers would provide twenty-four hour access to personnel and financial services, fewer personnel would deploy for support functions, and families would have a place to turn for quick information and problem resolution.  The combined impact of these benefits can truly enable doing more with less and better support the realities of global operations.


 DoD and individual services already embrace several aspects of good KM systems and use them extensively for communications, the posting of information, and even mission requirements.  E-mail, voice-mail, and video telephony form the primary method of individual communication; supply system functions occur via the Internet; and mission plans, targeting, and battle damage assessments pass through secure electronic mediums.  Many military organizations have web-sites.  These sites provide information, offer on-line assistance, and even support electronic transactions.  Although these capabilities greatly increase efficiency and knowledge availability, they form only the first step; demonstrating the existence of the enabling infrastructure, viability of global communications, and the user’s desire to embrace such systems.

The next step, knowledge sharing, is also beginning in various communities.  Inspector general organizations create and maintain best practice and lessons learned databases, DoD’s Acquisition Deskbook offers relevant lessons learned and ensures availability to current reference material, and the Air Force’s Crossroads web-site provides a portal to information and services relevant to Air Force members and their dependents covering everything from buying a car to coping with separation.  While very well received and utilized, these examples represent individual service or organizational initiatives rather than a comprehensive corporate approach to KM.  This fragmented approach leads to redundancy of effort and fails to exploit current technological capabilities.

To more fully realize the proposed benefits, DoD must address several key questions related to strategy, processes, people, and technology.  An empowered joint program office may be the best means to facilitate the process.  It would identify critical military processes that could be addressed through KM, determine which initiatives offered the greatest value, and what investment would be required for fruition.  With strategy defined, the program office could turn to the interrelated issues of people, processes and tools.  

The greatest people issue in KM would be creating the culture needed to fully exploit it.  The program office would formulate a change management plan and identify senior leader champions.  They should use a top-down implementation scheme, deploy the most desired systems first to establish a large user pool, and ensure the right people are empowered to contribute and maintain the data.  Measurements would also be needed to determine and reward knowledge usage.  Overwhelming pressure to use the system, coupled with tremendously useful products is the only way to drive acceptance and begin the cultural change.  

Supporting the cultural change would be process development.  Processes must easily capture, update, maintain, and refine data into knowledge.  Experts should then package the knowledge for ease of use and community relevance.  Next, processes must ensure dissemination and application to deliver value.  Value delivery comes from replacing people driven functions with electronic delivery and increased efficiency.  Processes must also allow collaboration, challenging of data, and most importantly knowledge contribution.  The sums of these processes dictate the tools and technology required.

Fortunately, DoD already owns much of the required infrastructure.  KM systems reside upon common Internet server systems, operate from readily available commercial software, and use standard personal computers for interface.  The program office would need to determine requirements, perform a gap analysis, and then identify a plan of action.  The plan would require some additional infrastructure, however, most needed assets may be available by redistribution and usage of current service and department systems.  The key would be to ensure worldwide availability and interoperability.  These attributes are critical to facilitating the cultural change and process fulfillment.   

Finally, the program office would eventually grow into a distinct KM organization chartered and staffed to operate and maintain the system.  The organization would have a small headquarters and overarching technology infrastructure, but the majority of personnel would be deployed to bases and larger organizations.  Since this organization would replace current network and knowledge support personnel, manpower requirements could actually be reduced.  This reduction also helps alleviate DoD-wide computer expert shortages, and the technology solutions lend themselves to further outsourcing or privatization.  

The outcome of these steps should be a KM system that facilitates content usage and knowledge contribution.  The system would allow users to request or pull data as well as support automatic or triggered information distribution.  Likewise, contribution formats must support easy worldwide access for information submission, expert collaboration, and problem resolution.  Specific capabilities of the system should include reference databases, directories, discussion areas, and access to external information sources.

Today’s companies capitalize upon core competencies to create strategic advantage.  KM allows them to improve knowledge and information sharing, decrease response time, accelerate innovation, lower cost, reduce loss of intellectual assets from employee turnover, and gives them the means to function on a global market.  DoD faces many of these same challenges.  A properly structured and supported KM system could increase readiness and efficiency and have a direct impact on quality of life. 

Enterprise Resource Planning  

Enterprise Resource Planning (ERP) systems allow seamless communication among project managers, accountants, material managers and human resources personnel.  It is part of a corporate strategy to integrate business processes.  It improves the integration of sectors, increases visibility of processes, and increases responsiveness to market, while making the company’s operations more efficient and effective in the long run.  Four of this year’s fellowship companies have implemented Enterprise Resource Planning systems (ERP).  Everyone uses a common set of data that provides a common operational picture and supports detailed analysis as well.  A typical ERP system provides applications for financial accounting, controlling, project management, materials management, human resources (HR), quality management, plant maintenance, production, and sales and distribution. 

Before ERP, many companies were divided into multiple segments (departments) speaking their own languages and erecting barriers at their borders requiring paperwork to overcome.  As information completed its journey through a single department, a piece of paper had to be regenerated and placed in the next in-basket of the next department. The information would be re-keyed for handling in that department’s computer system making real-time communication impossible.  Benefits of ERP: 

· Integrates data.  ERP creates a single version of the truth that cannot be questioned because everyone is using the same system.  The impact of changes in any area, such as a production process, are instantaneously calculated and inserted into all other areas across the enterprise, such as HR and Finances.


· Standardizes management processes.  Using a single, enterprise-wide, integrated computerized, data system can save time, increase productivity and reduce headcount.


· Standardizes HR information.  Provides a unified, simple method for tracking employee time and communicating with them about benefits and services.  

· Allows companies to better understand their business.  Creates more efficient processes so companies can concentrate on serving customers and maximizing profit.

Challenges with ERP:

· ERP systems are technically complex and require an enormous commitment of resources: time, training, and money. 

· The implementation of an ERP system is very time consuming.  For example, the ABB U.S. Power Transmission and Distribution Segment took over 14 months for implementation in its five divisions and the Northrop Grumman Electronic Sensors and Systems Sector is taking several years.

· ERP systems may require customers to re-engineer their business practices to be compatible. 

· Selecting the wrong ERP software could result in an unwilling commitment to architecture and applications that do not fit with the organization’s strategic goals.  

The top five ERP vendors; SAP America, Oracle Corporation, Peoplesoft, Inc., J.D. Edwards & Company, and Baan International, account for sixty-four percent of ERP market revenue.  
In some companies implementation has been incremental; i.e., by business areas.  One of the companies in this years program, Agilent Technologies, has made a conscious decision to totally transform their business from autonomous to centralized, using Oracle’s ERP as the platform, while three of the other companies implemented SAP only in selected areas. 

As reality continues to pressure DoD to decrease defense expenditures, the services will be under close scrutiny to generate cost savings in their business processes.  ERP is one of the means corporations use to become more efficient and produce many of the desired results.  The bottom line benefit is that ERP forces corporations to get rid of autonomous, redundant, and cost draining activities and operations.  DoD has begun the process to implement ERP on an individual activity basis.  For example, DLA has started the process to totally transform the DoD wholesale supply system.  But, DoD has just scratched the surface on what needs to be done.  The intent of ERP is to tie all resources and business requirements under one system.  The main challenge for DoD is functional stovepipes and the need to replace these top- down driven systems with an integrated ERP system that allows seamless lateral communication among project managers, operators, accountants, logisticians and HR personnel.

ERP can be part of a corporate strategy to integrate all DoD business systems.  We recommend more effort be given toward replacing stovepiped systems with an integrated solution such as ERP.  Implementation can start with some well-defined business environments such as depot, installation, and defense agency activities.  Implementation could follow one of two options:

· Require the Services to conform to a specific ERP software solution.  Major cultural and other human factor issues are involved in this type of implementation.  However, most experts believe this is the only way to achieve the best results.

· Create specific ERP processes incorporating the unique goals and functions of DoD.  The diversity between vendors is great enough that with careful selection DoD it may be possible to find an ERP package, which requires only minor modifications, if any.

Realities of either choice:

· Integrated solutions change everything all at once, require enterprise-wide consensus, and, thus, require more time.  

· Innovation and changing any major system is a destructive/re-building process and require both organizational and cultural changes.   

· DoD will need to undergo major cultural and organizational changes to implement ERP.  

· Finally, it will be expensive up front to discard stovepiped systems and replace them with costly, but highly efficient in the long run, ERP systems.  However, staying competitive in the 21st Century with limited resources and undiminished requirements necessitate a move toward more effective and efficient integrated systems.  

Process Improvements


Reengineering, continuous change, increasing the competitive edge; are all phrases that echo through the halls of industry.  Corporate America lives or dies by its ability to rapidly adapt, innovate and economize.  Our fellowship companies use various processes to meet the challenge.  The papers in this section present four such processes; development and transitioning technology, operating globally, outsourcing, and Six Sigma quality.  We examine the corporate approach, and then evaluate the techniques for ways the Department of Defense’s (DoD) can increase its own competitive edge.


We begin with The Development and Transition of Technology where we examine the weaknesses in DoD’s current approach to technology development.  We believe that reduced science and technology expenditures, funding cycles, and inadequate user involvement all contribute to inefficiencies.  We then compare DoD’s process to that of industry and make recommendations for improvement.


Our second paper, Globalized Sourcing and Support, highlights the advantages our fellowship companies gain by being true global companies.  Not only do the companies buy and sell worldwide, but they also embed themselves into the host countries, hiring and training indigenous personnel and manufacture products locally.  Among the benefits gained are reductions in inventory, reduced operation and maintenance costs, quicker adaptation of technology, and lower transportation costs.  Our paper examines each of these benefits and prescribes ways that DoD could incorporate similar practices.  


Inherent in globalization is the topic of the third paper, Outsourcing.  Although DoD has long championed the process, there are still lessons to be learned from Corporate America.  Here we better illuminate the difference between core and non-core functions, and present the nontraditional view that outsourcing may not always save money.  We complete the discussion with special attention to DoD’s effort to privatize utilities.  Two of this year’s Fellows, at ABB and Enron, were assigned to outsourcing  proposal teams and they offer important insights into why the current outsource effort is failing.  


Six Sigma provides the final section topic, presenting the latest in quality management.  Even after the quality movement of the 1980’s and 1990’s, American manufacturing still produces with ten to fifteen percent defects.  Six Sigma moves the goal to virtually no defects.  However, the ideas of Six Sigma go far beyond manufacturing and are applied to cost, productivity, and services.  Our paper briefly examines DoD’s current quality programs and then presents requirements to integrate Six Sigma into DoD processes.

The Development and Transition of Technology


Since the end of the Cold War, the Department of Defense’s (DoD) investment in basic Science and Technology (S&T) has dipped to the lowest percent of the Gross National Product (GNP) in the last 50 years.  During this time, DoD has migrated most of its required investment in research to the shoulders of industry with the promise, ‘If you build it, we will come.’  The lack of adequate internal investment is compounded by a research and development (R&D) effort that continually stumbles in its attempts to put new tools on the hands of the warfighters.  DoD would be well served to allocate consistent levels of research funding, take a more participatory role early in the development of technologies with industry, and follow the example of industry in gaining an investment from the end user that will, in the long run, enhance the stability and success of acquisition programs. 

As in industry, there will always be a requirement for DoD to fund a significant amount of brainstorming and ‘blue sky’ work that ends up being written off as the price that must be paid in order to achieve the revolutionary leaps in science and technology.  Those dollars dedicated to pushing known envelopes and attempting to break through the limits of science often provide as much critical, useful information from what they fail to do as they do in meeting their stated goals.  Rather than spending its own money on basic research, frequently DoD turns to the US industrial base to provide the lion’s share of that initial investment.  Limited funding initially budgeted for S&T within DoD is frequently siphoned off to pay for Operations and Maintenance (O&M) costs for forward-deployed forces. Industry while funding the basic sciences, concentrates on those technologies that will allow retention of market share and the quickest path of return of invested dollars to the bottom line.  This approach has proven superb in supporting yearly solvency and stockholders who are content with their earning per share.  Unfortunately, industrial priorities for technological developments that make fiscal sense are not necessarily the same technologies required to shoot farther, move more quickly with less of a logistics tail, or operate more stealthily.


Programs that nominally follow the traditional pattern of development and acquisition must wade through internal DoD conflicts during every Program Objective Memorandum (POM) cycle.  War-fighting hardware requirements, articulated by the regional Commanders in Chief (CINC) whose mission is to fight the fight, come to the services in a short list of favored programs.  Strategies to support those requirements are initiated and defended by the Services who are assigned the missions of equipping and training forces.  This process would be better served with the services developing the technologies that best suit their own piece of a joint vision of how to equip forces to jointly fight and win battles, procuring that technology, and then providing the CINCs with a capability fight with.  Frequently, the only way a service’s internally supported programs can move forward is through a cat and mouse game with the CINC and his Science Advisor.  Too often, somewhere in the middle of the development process, either the CINC or his Science Advisor moves on.  Then some new, improved device or technology is touted, or a current program falls into disfavor and the bidding war begins anew.  The resulting fallout is a constantly changing list of requirements and/or priorities followed by dried up funding lines and the elimination of programs well on their way to success.  These short-circuits promote a feeling of frustration in those at the “pointy-end of the spear” that the development and procurement communities within DoD spend a great deal of money and time but infrequently provide better hardware.  This paradox is exacerbated whenever Congress insists on buying in uneconomical quantities, forces the continuation of programs that no service requests, or adds extra quantities of items for which no maintenance funds have been appropriated.  There needs to be a consistent and deliberate approach transition basic research into development, resulting in the acquisition of items better than existing ones, if we, as a military, are to continue to be successful.  “Buy-in” and then “pull” by the users should have as substantial an impact in the military system as it does in the commercial world.


For some of this year’s sponsoring companies, methods insure that, not only do those technologies emerging from pure research support the long range business plan, but that funding streams simultaneously develop to provide the best chance of success.  At established time intervals, usually semi-annually, meetings between the science side and the business side of the enterprise meet to discuss transitional opportunities.  When they have reached agreement on a number of transitional technologies, a funding stream is created for each.  The annual funding initially draws heavily from the science side with seed money from the business side.  Over time and the development of the technology, the greater share, and eventually all, of the annual funding emanates from the business side of the enterprise.  This shift in responsibility for funding insures the user is constantly pulling at the development cycle and also is allowed to be a stakeholder in the emerging technology.   


This then is the formula that spells success for DoD;  adequate and steady funding lines for R&D, procurement in quantities that make fiscal and tactical sense, and pull from the user.  The CINCs must articulate the capability sets they will need and then they must let the services work toward them.  Congress’ focus and oversight responsibility should be limited to approving an overall budget and investigating abuse of the rules.  They must get out of the business of unilaterally approving and fencing individual programs and trust the leadership in DoD to equip the forces.  Any less of a commitment and DoD will continue to spiral down a path of frustration.  

Globalized Sourcing and Support

The majority of this year’s corporate sponsors are global enterprises in every sense.  They develop,manufacture and sell equipment in an astounding number of countries and are often the leaders in breaking down trade barriers.  Further, these corporations hire, school and develop indigenous personnel in order to be sensitive to existing cultural idiosyncrasies.   Embedding themselves in the industrial framework of the host country, these enterprises offer several advantages to the Department of Defense (DoD).  The benefits to be gained from recognizing and using the global aspect of industry are many.  Reductions in standing equipment inventories, reduced levels of operations and maintenance (O&M) funding required to maintain those inventories, an enhanced ability to stay current in evolutionary commercial technologies, and reduced costs for transportation of exercise support equipment.  Admittedly, benefits may not always be applicable to military unique hardware such as planes, ships, tanks, etc.

Foremost of the benefits to be gained would be the reduction of standing inventories of commercially available hardware.  The availability of common equipment globally could drive a reduction in the quantity of material historically procured for War Reserves and to sit unused at Reserve and National Guard sites. The initial procurement of certain types of equipment could be drastically reduced as limited, essential procurement objectives are met. Buying only to training and pre-positioning requirements and then augmenting as required to contingency needs would save both procurement and O&M funding. Cheaper up front costs dedicated to procure a service-wide capability could directly impact an increased ability to re-capitalize the forces at greater frequencies, thus capturing the benefits of emerging, commercially available technologies.  The current practice of investing in large fleets of equipment necessitates replacement at extended intervals or going the route of rebuilding aged or used equipment.  Neither allows the services to gain from evolutionary technology improvements readily available in the commercial world.  Typically, when an item is rebuilt or refurbished what results is a 20-year-old technology with new paint.  And, most low-end equipment, such as engineer and motor transport, does not benefit from continual technology upgrades as do planes, ships, and tanks.

A corollary to reduced standing inventories is a significant reduction in the amount of O&M funding spent yearly to maintain all of the non-employed equipment.   The reduction in the amount of equipment requiring scheduled and unscheduled, preventive and corrective maintenance would additionally allow the maintainers to concentrate on excelling at their trades vice just patching and “band-aiding” equipment in time for the next mission, exercise or deployment.

A critical benefit gained from the reduced standing inventories would be the use of U.S. industry as a global commodity that could provide locally produced and stored spare parts and equipment overseas.  Utilizing global sales, rental and service networks, DoD could significantly reduce the logistical chain in relation to time and cost of transportation.  Use of local procurements could have a dramatic impact in the time delta between ordering a repair part and returning the damaged equipment to service.  The time gain results from potentially shorter travel distances and an industry that guarantees rapid and accurate delivery.  Similarly, the use of globally affiliated rental agencies to provide much of the equipment would mean it was immediately available for use when forces arrive.  Contracts providing this type of support could be written similar to the CRAF contract.  These contracts could also call for 100% availability, requiring contractor supported maintenance of the rented equipment and allowing the military mechanics to concentrate on military gear.  The resulting reduction in the amount of cubic footage that must be moved causes a substantial reduction in the number of transportation assets required to flow repair parts or replacement equipment from home base or depot facility to the requesting unit.  There may be instances where the unit cost of a locally produced item exceeds the cost of a like item from the U.S., but the savings in handling and transportation could more than offset the local cost.  


Much of the equipment and associated repair part inventories produced globally are built to U.S. standards using U.S. procedures.  Much of the output from part production facilities outside of the U.S. is already being incorporated in equipment being built worldwide.
 


Procurement of materials and equipment from local vendors has the additional benefit of establishing a great deal of goodwill.  Intelligence gained from humans thrives in a climate of trust, understanding and mutual benefit.


Though procurement of globally produced equipment does not necessarily apply to unique military equipment (combat aircraft, ships, tanks, armored personnel carriers, etc.), global commercial logistical services could, and should, be used to support them.  Monies saved in the resulting elimination of DoD logistic bureaucracies could also be put to better use enhancing the combat capabilities of the force.


Obstacles to these ideas will have to be worked through the Congress to allow strategic alliances driven by multi-year and/or contingency contracting.  Other changes to the Federal Acquisition Regulations (FAR) will have to be made to truly embrace acquisition reform and the incorporation of better business practices.  But, the cost savings and increased responsiveness of deployed operating forces are well worth the effort.  

Outsourcing


According to the Harvard Business review, outsourcing has become one of Corporate America’s most important management practices during the past 75 years.  In fact, it has been argued that to not outsource is the greatest risk a company (buyer) can take in the today’s new economy.  The difficulty arises in identifying core business functions from non-core business functions.  As a result, companies are taking a close look at their corporate strategy in an effort to differentiate the two.  Those functions identified as non-core are increasingly outsourced to suppliers who specialize in providing the specific service.  Everything from IT support to human resources and logistics has been divested.  

The rationales for outsourcing vary from company to company, but in general, they center on the desire to reduce costs, improve efficiencies, or enhance business.  It is important to note, however, that outsourcing does not always result in savings and should therefore be capabilities and not requirement driven.  The current focus is on more integrative outsourcing solutions that enable companies to free-up additional capital that can be reapplied into core business functions.


What distinguishes outsourcing from a typical business relationship is the transfer of ownership of a specific business process to a supplier.  This aspect can make an outsourcing contract for a specific business function difficult to manage; it is the area where companies get themselves in trouble.  The lesson for the Department of Defense (DoD), as the Services look to outsource more of the non-core functions, is to clearly articulate the requirements, metrics, and scope of service to be provided.  In addition, the actual cost of service needs to be accurately benchmarked, in order to determine whether outsourcing will be cost effective option.  Energy management is one example of a non-core function currently being evaluated by DoD for outsourcing.  In this situation, the lack of actual cost data will impact the price and level of service DoD receives.  

Any performance or service based outsourcing agreement must also include clearly defined penalties for non-compliance and be flexible enough to account for advances in technology that may impact the service provided by the agreement.  Given the rate of change occurring in today’s business environment, this concept is critical.  Once negotiated, the process should then be left to the supplier to provide the requisite services.  If executed correctly, DoD’s value will come from the supplier’s expertise, its ability to aggregate volumes, and in the economies of scale they are able to provide. 

Energy outsourcing is one of the latest trends impacting Corporate America.  For many commercial and light industrial enterprises, energy management is a non-core function.  As a result, companies find themselves financially limited by their energy supply chain.  This is a chain that is typically fragmented across the business and burdened with management risks and operational inefficiencies.  A growing number of companies have begun to outsource their energy requirements to suppliers specializing in providing a total value proposition involving commodity sourcing, energy service upgrades, and asset management (O&M).  

This is similar to what DoD is experiencing and attempting to remedy with its utility privatization initiative (mandated by Defense Reform Initiative Directive [DRID] No. 49).  Two of this year’s companies, Enron and ABB, had partnered with Del Jen and Black & Veetch in a joint venture to compete for these contracts.  These companies represent best in class capabilities when it comes to commodity sourcing, energy upgrades, power generation, water services, and wastewater management.  Their subsequent decision to withdraw from the privatization process altogether illustrates the frustration and difficulties many non-traditional defense contractors have when dealing with the government.  

Three primary Service level factors were responsible for their decision to withdraw.  First and foremost was the excessive amount of time the Services are taking to award contracts; on average 17 months with several RFPs reaching the two-year mark without award.  In today’s fast paced corporate environment, companies are growing increasingly reluctant to expend time, capital, and resources pursuing contracts that fail to be awarded in a timely manner (i.e. 6-9 months for commercial energy outsourcing contracts).  The second reason was directly attributable to a general unwillingness to allow for innovation in the RFP process that would result in greater efficiencies and economies of scale.  And finally, reluctance on the part of all three Services to negotiate key concerns with the RFP guidance that either adversely impacts a contractor’s ability to bid proposals or runs contrary to accepted commercial business practices.  The issues in question include restrictions on bundling of services and bases, reversion of title concerns, excessive small business percentages, access to capital limitations, and non-allowable interest charges. These issues need to be addressed if DoD is to fully achieve the benefits of utility outsourcing.  Failure to do so will likely lead to a further reduction in competition, and is certain to result in higher costs for services.  If these contracting issues at the Service level are not corrected, the problem will continue to grow as DoD looks to outsource more and more of its non-core functions.      

Given the difficulties encountered and the government’s narrow privatization focus (i.e. utilities only), DoD should reevaluate its current initiative in favor of a performance based total energy management outsourcing approach.  Although beneficial, improvements to only the utility infrastructure are certain to fall short of what could be achieved if DoD were to outsource its entire energy portfolio.  Greater efficiencies and increased savings could be generated through the integration of commodity pricing with capital improvements and asset management.  There are numerous examples where America’s most successful companies have fully embraced this concept as a means to divest themselves of non-core energy functions while at the same time generating additional savings that are being redirected to the core businesses.  

Budget shortfalls, aging equipment, contingency operations, and deferred maintenance are all combining to stress DoD’s ability to meet operational, training, and personnel requirements.  A total energy management outsourcing approach with its economies of scale and increased efficiencies has the potential to generate additional “in the box” savings that could be redirected to DoD’s core functions. DoD should consider designating Beta Test sites for a total energy outsourcing study.  The establishment of three Beta Test sites, one per Military Department and in states where deregulation has taken affect, would accurately assess the difference in savings between a total value proposition approach to energy management compared with the current DRID No 49 initiative.  If the goal of this fellowship program is to learn from Corporate America, then this is a clear example of an idea DoD should embrace.
Six Sigma

Six Sigma is a disciplined methodology for quality in every one of the company's products, processes, and transactions with the ultimate goal of virtually eliminating all defects.  In short, it means fixing things so that they are near perfect, and making sure they stay fixed. Sigma is a letter in the Greek alphabet used to denote the standard deviation of a process (standard deviation measures the variation or amount of spread about the process mean).  To achieve Six Sigma, a process must not produce more than 3.4 defects per million opportunities. A Six-Sigma defect is defined as anything outside of customer specifications.  A Six Sigma opportunity is then the total quantity of chances for a defect.  If you played 100 rounds of golf per year, and played at:

· 2 sigma - you'd miss 6 putts per round

· 3 sigma - you'd miss 1 putt per round

· 4 sigma - you'd miss 1 putt every 9 rounds

· 5 sigma - you'd miss 1 putt every 2.33 years

· 6 sigma - you'd miss 1 putt every 163 years

Six Sigma improves your score, in business as in golf.  Although started at Motorola, Six Sigma is most often associated with the success at GE, under its CEO, Jack Welch.  Other companies experiencing success using Six Sigma include Kodak, Allied Signal, and three of this year’s sponsoring companies.  Types of business success using Six Sigma methodologies include; cost reduction, productivity improvement, market-share growth, customer retention, and cycle time reduction, defect reduction, culture change, and product/service development.

The Department of Defense’s (DoD) use of strategic, integrated, management systems for achieving and maintaining quality has been sporadic.  Total Quality Management (TQM) techniques are used in organizations throughout DoD and some even use Six Sigma problem-solving techniques.  While successful DoD and commercial world quality programs have three common components; command emphasis, education, and projects, the biggest difference between DoD quality programs and Six Sigma implementation is the commitment of resources.  .

Corporations using Six Sigma devote enormous amounts of time to continuous improvement, innovation, and customer satisfaction.  Senior leaders call monthly meeting to discuss nothing but quality issues.  Senior Leadership is also responsible for the strategic plan and selecting potential six sigma project areas.  Once a Six-Sigma project is understood using Total Quality Management (TQM) tools, TQM techniques generate alternatives.  Improvements are then implemented.  This is the measure, analyze, improve and control sequence, which is similar to DoD’s Velocity Management philosophy. 

Major corporations incorporate Six Sigma quality programs as benchmarks for measuring performance.  A level of Six Sigma represents the apex of quality with the virtual elimination of defects from every product and process in a company.  It is estimated that companies operating at Three to Four Sigma level (today's U.S. Average) lose ten to fifteen percent  of their total revenue to defects.  Applying Six Sigma methodologies results in lower operating costs and reduces inefficiency in every aspect of the organization.

The Six Sigma philosophy provides the highest quality at the lowest cost.  This is achieved through a systemic approach to solving everyday problems in all areas of the organization.  As a company starts the process they need to know where they stand with others.  Six Sigma benchmarking studies identify best practices that can improve operations. 

Six Sigma implementation is performed through projects.  Projects can be of different size and duration and are defined as a structured and systematic approach to achieving levels of improvement.  Depending on the scope of the project, they are categorized as:

· Transactional Business Process Project--an improvement of a transactional business process that extends across an organization.

· Traditional Quality Improvement Project--aimed at solving chronic problems crossing multiple functions of an organization.

· Design for Six Sigma Project--a project aimed at incorporating the voice of the customer and Six Sigma level targets into the design of products, services or processes

Personnel are crucial to successful Six Sigma implementation.  The commonly used titles for Key Implementers are (in ascending order):

· Green Belt.  An employee of an organization that will participate on Six Sigma team.   

· Black Belt.  A managerial level or technical specialist assigned full responsibility to implement Six Sigma throughout the business unit.  Black Belts are on-site and have an in-depth understanding of Six Sigma philosophy, theory, strategy, tactics, and quality management tools.  Six Sigma implementation experts with the ability to:

· Develop, coach, and lead cross-functional process improvement teams.

· Mentor and advise management on prioritizing, planning and launching Six Sigma projects.

· Use, teach, and disseminate Six Sigma tools and methods to Green Belts and team members

· Master Black Belt.  Company-wide Six Sigma Quality experts.  The Master Black Belt provides leadership and is qualified to teach other Black Belts, Green Belts or Champions in the methodologies, tools, and applications at all functions and levels of the company.  A Master Black Belt has personally led multiple successful project teams.

· Champions.  Senior management personnel charged with driving and supporting Six Sigma to achieve business and operational objectives by driving out waste and increasing customer satisfaction.  They mentor and support Black Belts and their respective Six Sigma projects throughout the organization.

Companies that have not implemented quality improvement initiatives, such as Six Sigma, will find it tougher to maintain a competitive edge in the 21st Century.  They will continue to lose business to their competitors that can provide a better quality product or service at a lower price due.  Six-Sigma is for those companies that are serious about quality and are willing to pay the cost of resources up front for savings through quality in the long run. 

DoD TQM practitioners may be aware of the added power of Six Sigma, but often do not have the authority or the resources to implement it due to the demand on already over tasked resources.  Six Sigma requires a major cultural change towards looking at DoD business processes.  If this program was formalized in DoD, it would foster innovation because you would have a cadre of individuals (senior leaders on down) devoted to looking for new ideas and making change for the better.  It would require full time quality managers (which should be a new Military Occupational Skill) assigned in most units down to the brigade/squadron level.  These personnel would be the Master Black Belts of their organizations, capable of training Six Sigma leadership techniques to other Black Belts and Green Belts within their units.  These personnel would instill a sense of constant improvement within organizations.  The additional resources to make this happen would be a challenge.  But, the ends do “justify the means.”  

Human Capital

Highly skilled people and the knowledge they produce are the foundation of the Knowledge Economy.  As such, they are the most important element in the value chain.  Value creation is fueled by the workforce’s ability to innovate and apply leadership and technical skills across every area of the enterprise.  Most companies have come to realize that a key factor in their competitive edge is the quality of their people.  As the economy expands and becomes more interconnected globally, the need for talented people is increasing.  The effect of this 21st century reality presents numerous challenges to traditional methods of educating, recruiting, managing, and retaining this talent.  The supply of appropriately skilled people to fuel the continued economic expansion falls short of current demand.  Faced with these challenges, more and more companies are focused on identifying people hurdles and applying innovative solutions that ultimately enhance mission accomplishment and their bottom lines. 

In Managing a Strategic Resource we discuss the realization that in the ongoing War for Talent old methods of managing people and intellectual capital do not necessarily work in the new environment.  Human Resources departments of the past were usually assigned responsibility for finding the necessary talent and creating programs to retain it.  Today, corporate managers at all levels need to be aggressively involved in the essential aspects of the war for talent.  Some important trends observed in industry this year also apply to the Department of Defense (DoD): the dynamics of today’s marketplace are creating new employer/employee relationships; increasing workplace and workforce complexity require innovative and targeted HR policies and practices.  We examine these trends and offer specific recommendations for recruiting and retention initiatives that DoD should adopt.

A common theme among the companies participating in this year’s program was the growing importance innovation plays in the new knowledge based economy.  One of this year’s sponsoring companies, Enron, has been recognized by Fortune magazine as “America’s Most Innovative Company” for the past four years.  How successful an organization is in achieving its goals depends to a large extent on developing a culture that embraces innovation and drives change.  In Fostering Innovation we provide a compilation of the key elements sponsoring companies in this year’s program are using to be innovative.

Managing A Strategic Resource

The War for Talent
 
Successful corporate leaders agree.  Regardless of the business model they prefer, or to which theory of business management they subscribe, the key to honing a competitive business edge is recruiting and retaining a quality workforce. Highly skilled people and the knowledge they produce are the foundation for the Knowledge Economy.  They are the most important element in the value chain.  Professional journals and business school publications further the case, publishing a multitude of pieces and interviews on the subject.  Although it is receiving a lot of press lately, the need to gain and retain skilled people is timeless.  So why the increased emphasis?  Why are CEOs “awake at night” worrying about getting and keeping talent?  The reason is a change in environment that is dramatically affecting corporate strategies.


Some attribute this landscape change solely to a booming economy.  Clearly, as the economy has grown, the supply of talent has not kept pace with demand.  However, while closely tied to economic factors, there are significant social and technological changes that have had an undeniable impact.  Society has changed.  Expectations have changed.  College graduates have more visibility into more choices than ever before.  They have been told to expect a career in which they will be well compensated, professionally challenged, and given  more control over their professional lives than their parents ever had.  Also, via the abundance of aggressive on-line “headhunters,” job seekers are armed with technology that exposes them to hundreds of opportunities in, literally, hours.  The result is a more informed, better-connected recruit with higher professional and personal expectations and with many job offers.  Today, successful corporations acknowledge these changes in the landscape and understand that traditional attitudes and rules regarding human capital management simply do not apply.  They recognize that, in order to win over high quality people, they must treat the competition for talent as an all out war, i.e., a "War for Talent."  In order to win this war, CEOs see the old tactics of managing people and intellectual capital will not work in the new environment.  In the past, human resources (HR) departments were responsible for programs to find and retain the necessary talent.  Today, corporate managers at all levels are aggressively involved in War for Talent battles.   These battles are fought every day with innovative Human Relations “big ideas” across industry.  
The War for Talent is not exclusive to Corporate America.  The Department of Defense is also in the fight and must continue to attract and retain the best the nation has to offer.  Unfortunately, inescapable constraints on DoD complicate the fight.  Deployments, remote tours, and limited pay and benefits are unique challenges – some of which are admittedly beyond the control of DoD.  However, a great many of the “big ideas” observed in this year’s sponsoring companies can apply to the Department as well.  Clearly, Corporate America and DoD are competing in the same marketplace for talent.   To survive, we must examine and learn from our competition’s tactics in order to hold its own in the War for Talent.  

Value of Overall Culture and Environment

 An interesting lesson that came out of the recent talent war between the “dot.coms” and the rest of Corporate America was that corporate cultures and environments emerged as a competitive advantage.  Most corporations acknowledged that while they could not pay the unusually high salaries that “dot-coms” were offering, they could offer values, culture and security in their established enterprises.  Some companies even told those leaving that they could return “home” after they had tried the other side and experienced the lack of security and culture.  Some did return, but others decided to remain; they valued their new cultures and believed that they were contributing to the team.   Our host firms are proud of their culture and work very hard to develop, maintain, and advertise it.  Common themes have been:  clear, honest communications up and down the organization,  senior management’s sense of responsibility for the health of the enterprise, and a belief that the organization should treat its employees as individuals.  This sense of community and trust enhances all other Human Resource (HR) programs, even as those programs help create the culture.  We have seen that one cannot exist without the other.  These cultural synergies are very powerful.  We observed people reject more lucrative job offers, and even take pay cuts, to keep their organization strong and to avoid losing any teammates!

This year marked the demise of many “dot.coms” and the vindication of the rest of Corporate America’s value proposition claims.  DoD should learn from the asymmetric warfare the corporations waged.  Just as the rest of Corporate America could not match the “dot.com’s” compensation packages,  DoD cannot outbid Corporate America.  Just as those companies battled the “dot.coms,” it must look instead for those areas where we can make a difference and where we are unique.  Many of the areas will be difficult to address and will require open-minded thinking and hard work to release the shackles of the past.  The “I had to put up with it, so should they” attitude simply will not work.  The battlefield has changed and we must adapt as successful firms have adapted.  What follows are programs and initiatives we observed this year.

Recruiting

Like many other programs, recruiting was historically the responsibility of HR departments.  As the competition for skilled talent increased, recruiting became a critical part of corporate strategic plans.  In many cases we observed CEOs becoming directly involved in recruiting efforts and programs.  One company president insisted that “everyone is a recruiter” and has set up a series of programs to train and encourage employees to build their company’s future in human capital.  Many are helping shape school curriculums to produce graduates that can be hired with “ready-to-work” skill sets.  Some go deeper into the system and conduct programs in which company professionals mentor high school students who are planning to pursue college degrees in targeted fields of study.  Still more are rewarding employees with a “bounty” for tips leading to new hires.  Hiring bonuses and education packages are also being used to bring in talent.  Branding (the public identification of a company with specific attributes) is used to attract candidates more easily.  Workers “branded” by virtue of their employment at a company are often highly sought after by competing companies. A few firms offer professionals a program that moves them through the company, allowing them to try different assignments until they find the best fit.  Throughout the recruiting process, all the companies underscored their culture and values along with emphasizing predictable career progression and control and visibility into assignments and advancement.  Finally, most have orientation programs that welcome new hires to the team.  Today’s corporate recruiting programs are multifaceted, involve the entire enterprise and its people, and are in continuous process review and improvement.  


We in DoD can adopt many of these recruiting tools, some at little cost.  Everyone in DoD is, and should be a recruiter and we should greatly expand some existing programs to take advantage of this.  All Servicemembers should be given time off to travel and recruit in their hometowns whenever and wherever appropriate.  While offering a bounty may not be possible, successful recruiting efforts could be rewarded with follow-on recruiting trips being paid for by DoD.  Mentoring relationships in local communities can also be established through programs in tutoring, sports, community service, and other activities.  Some of these exist, but they should be further developed, sponsored and financially supported by the Department and the Services.  Consider that if only one out of one hundred people in the Air Force recruited just one person each last year, we would have welcomed nearly 3600 recruits,  over ten percent of the Air Force’s new ascensions goal for the year.  Not only would these recruits come at very little cost, but the added benefit would be an improvement the culture through a keener interest and pride in ownership of the service.  Additionally, “branding” through the use of the media and advertising should focus on highlighting the values, teamwork, pride, and sense of mission typical of military personnel.
Retention

Assuming talent is attracted to the enterprise, the next step is to keep it.  Not surprisingly, our host firms had many programs targeting retention.  Each emphasized their entire enterprise was responsible for cultivating the firm’s human capital.  All offer competitive compensation, continuous learning, flexible work schedules, childcare, great health and retirement benefits, stock packages, and performance bonuses.  Incentives that represent the minimum of what has become to be expected.  However, the truly exceptional companies also expend the effort to provide a great place to work, where the employees can optimally apply their knowledge and skills to enhance the business and their own self-worth.  Culture and the contributors to people’s perception of the culture, emerge as the most important factors to retaining talent.  

Building a company culture that people want to be a part of is a vital part of retention.  Most companies begin the first day of a new hire’s career by orienting them to the firm’s values and culture.  A follow-on to this orientation is mentoring.  This year we observed various forms, degrees and mixes of informal and formal mentoring.  Whatever the approach, the programs were designed to accelerate knowledge transfers and to develop future company leaders.  As a result, employees have become better connected to the culture and a  personal responsibility for the organization’s overall success begins to develop in the work community.  Employees become vested in the firm’s success, more than just financially through stock options.  A mentoring relationship also provides a chance for mentors to see and act on minor problems long before they become major issues that might affect retention.  Another important factor in retention, as well as a part of a firm’s culture, is the employee’s perception of their importance as an individual in the enterprise.  Exceptional firms make mutual trust and respect for employees professional and personal needs a top priority.  Simply put, they know that if they take care of the people, the people will take care of the business.  We observed many techniques companies use to show their people that they are an important part of the team and are not just a “number.”  All of the firms clearly defined standards of behavior and performance and many have 360-degree evaluations to ensure that employees and their leaders are held accountable in a timely review and counseling system.  This  effectively gives people visibility into and control over their career and  future.  

Highly successful firms retain people by demonstrating their personal value.  We saw countless efforts to keep employees professionally challenged and equipped with the latest tools, equipment and technologies.  Exit interviews highlight people’s need to remain on the leading edge of their field.  Neglecting these needs and challenges is a frequent reason for talent to leave.  If highly skilled people believe their careers, training, and education  are stagnant, they will see their ability to compete in the job market threatened.  This lack of security compels many to leave before “the world passes them by.”  Firms that recognize this strive to show their employees that they will always be in the forefront of their fields, so there is no reason to leave now.  Additionally, companies invest in broadly developing employee skill sets and provide opportunities for movement into other areas of the company. Corporations are accomplishing this with aggressive training and education programs.  All fully funded and often without any strings attached.  Still another way companies demonstrate commitment to their workforce is to listen to their needs and accommodate them whenever possible.  In one example, a company was faced with losing engineers in a plant where production was to be shut down.  It concluded that the engineers were too valuable and that engineering work could be transferred in from other parts of the corporation where engineers were in short supply.  This resulted in a “design anywhere, build anywhere” philosophy that has enabled the company to retain talent that traditionally would leave the firm instead of relocating.  Corporations are also working to accommodate people by acknowledging that not all technical people want to become supervisors.  In the past, highly skilled people would be neglected as they turned down offers to lead.  Many firms that have created two track systems in which technical people can still “move up” in qualifications and professional status, while being able to stay in their chosen technical field.

Awards and incentives were the last focus areas we observed successful corporations using to retain talent.  Bonuses, pay raises and stock options are often used to reward team or individual achievements.  However, recognition and other non-monetary programs are also widely used to reward employee contributions.  Leadership, service, sales, and team awards are used by most of the companies we observed.   Some of the awards entitle the winner to attend educational and training programs, thereby expanding skills and creating new a knowledge base that further drives up value creation throughout the enterprise. 


DoD can use many of these retention initiatives to implement an overall strategy to make the service a “great place to work.”  First, we must continue to emphasize that an environment that values service, integrity and teamwork is a great place work.  Next, we can look for opportunities to enhance our culture and demonstrate commitment to the individual.  We must emphasize personal management over personnel management.  An important step in this process is the implementation of a strong mentoring program.  Traditionally, mentoring in the military has been misunderstood and at times equated to favoritism.  Therefore, it is usually informal and rarely discussed.  However, the benefits corporations have experienced translate well to the Services.  Understanding these benefits is essential, and we must promote this awareness through open discussions and education.  Implementing a mentoring program just because headquarters orders it will doom it to failure.  Next, we can begin cross-functional and cross-organizational mentoring.  Our leaders will gain a greater appreciation for what our junior members are faced with, while our junior members will have the opportunity to learn from someone out of their chain of command. 

Leaders across the organization must be committed to move talent where it is needed even if it means crossing community lines. This program will feed into and out of every other retention initiative we implement.  Parallel to the mentoring, DoD must strive to show that members are individuals who have a voice in the organization and in their own future and advancement.  People must have visibility into assignments and promotion systems.  Not everyone gets an assignment they want or a promotion they think they should, but if they receive personally delivered insights into the reasons for actions, they will be much more apt to understand and accept them.  Unknowns breed contempt and in many cases, gross misunderstandings and misinformation can spread through organizations like a cancer.  

Along with increased visibility and personal attention, 360-degree evaluations should be put into use.  These evaluations hold everyone accountable to peers and subordinates, as well as superiors.  The added benefit is everyone will see that people must be treated as valued individuals, not commodities in a food chain. 

 Also, DoD should examine industry’s “design anywhere, build anywhere” efforts.  Admittedly, congressional politics force basing decisions, but technology will enable more support work to be completed offsite. This is fertile ground and must be aggressively examined.  

The next area to consider is the continued enhancement of an individual’s personal and professional worth.  As in industry, members are tempted to leave when they see their professional growth is stagnant.  Unlike the successful corporate model, we force our officers into a period of indentured servitude following every training and education program in which they enroll.  People often make snap career decisions when forced into long term service commitments at points in their career when they were otherwise satisfied and not thinking of getting out.  In effect, the military is actually creating opportunities to leave, not reasons to stay.  If DoD can get out of the business of forcing people to make these career and professional decisions prematurely, satisfaction with the Department and retention will rise.   The strings attached to training and education are also factors in individual’s perception of how their community treats them versus their expectations.   

Another system that should be reviewed is the universal “up or out” policy for a skills and specialties.  While successful corporations recognize the changes in landscape have necessitated separate tracks for technical professionals that simply do not want to manage.  For example, the Services still have no “pilot-only” career option for aviators.  This up or out system forces scores of pilots, who enjoy flying in the military, to leave each year, even as all the Services face a severe shortage of pilots.  For the Air Force, the shortage has become so severe that it has established a “de facto” pilot-only career track and the majority of AF pilots are now restricted from career enhancing and broadening positions out of the cockpit.  Promotion boards are instructed to consider that lack of staff experience should not prevent a pilot from being advanced in rank.  We must stop making the case for why we do not have a career-pilot track and begin creating one.  

The Road Ahead

The tactics required to win the battles in the War for Talent have changed.  In fact, the entire battlefield has changed.  In many ways, Corporate America is defining the winning tactics and shaping the expectations of tomorrows recruits.  To complicate matters, the impending changes to defense and military strategies and the transformation to a networked enterprise will create different requirements for skill sets and their distribution across the Department.  Successful management of knowledge and the human capital that creates knowledge will become increasingly more critical to sustaining our competitive edge in a networked environment.  Departmental leadership will be challenged be to build the capabilities necessary to attract, develop and manage human capital.  DoD must review and overhaul outdated and ineffective HR policies and practices immediately in order to stop and reverse the flow of experienced human capital out of the Department.  This review of DoD’s HR program should not be conducted as a “separate HR issue” but should be conducted as an enterprise-wide effort that links human capital requirements to strategy, mission areas, capabilities, and execution methodologies.  DoD will need industry-experienced people and top-level commitment to find and fix the root causes of its recruitment and retention issues.  If the Department of Defense is to continue attracting and retaining the best the nation has to offer, it must learn from corporate successes and begin effecting changes immediately.   

Fostering Innovation

A common theme among the companies participating in this year’s program was the growing importance innovation plays in the new knowledge based economy.  Intellectual assets surpass physical assets in overall importance resulting in a dynamic shift in the way companies compete.  Knowledge is now the most important competitive advantages a company possesses and establishing a culture within the organization that supports and promotes innovation may very well be key to survival in the new economy.  How successful an organization is in achieving this goal depends to a large extent on developing a culture that embraces and drives change.  The following is a compilation of the key elements the companies in this year’s program are using to foster innovation.

· Empowerment.  Simply defined, empowerment in the context of fostering innovation is the process of placing greater responsibility for the success of an organization in the hands of its employees.  Defining empowerment and encouraging its implementation is the responsibility of leadership.  If implemented correctly, empowerment has a positive impact on initiative, involvement, and enthusiasm and contributes to accomplishing the organization’s mission.  Successful empowerment relies on several critical elements.  Those elements include hiring the most talented people, and putting them in challenging environments so they can perform to the best of their abilities; flattening the traditional organizational hierarchy to encourage personal accountability, efficiency, and motivation, and finally, adopting the best systems and technology available. 

· Communication.  No longer just a buzzword, communication is the engine of innovation.  Several of this year’s sponsoring companies include communication as a core value along side such traditional values as integrity, excellence, and respect.  The free flow of communication, both horizontally and vertically, is absolutely essential for creativity and innovation to thrive.  This is especially true given the global orientation of most of today’s major companies.  Using integrated information management systems, employees can now tap the combined intellectual capital of an entire company twenty-four hours a day, seven days a week.

· Tolerance for failure.  Realizing that risk is an inherent part of innovation, several of this year’s companies expressed an increased willingness to accept, and in some cases, reward failure as part of the innovative process.  This is a shift in corporate philosophy away from the "avoid risk at all cost" approach.  Companies are adopting what is being referred to as a "lose/tight" system allowing individuals greater latitude to pursue initiatives through increased access to resources including financial, legal, accounting, and e-powered tools.  On the tight side, companies learn to apportion just the right amount of oversight at key junctures in the development process to mitigate potential losses without stifling creativity.  The "lose/tight" system is being implemented through organizational changes that enhance communication and simplify decision-making.

· Cross Business Learning.  Companies employ varying methods to help build competencies that transcend organizational boundaries.  Planned position rotation, advanced degree programs (some mandatory), management curriculums, formal mentoring programs, and implementing integrated information management systems are just a few examples of the methods being used.  Programs such as these help foster innovation through an understanding of the organizations overall operation and the development of multiple skill sets that can be employed throughout the company.  


There is much that DoD can learn on how best to develop organizational cultures that champion and foster innovation.  Innovation is predicated on an organization’s ability to establish a workplace environment where communication and self-worth are valued and promoted.  Removing the barriers to communication, managing talent, and rewarding innovation are critical steps in the process.  For DoD to be successful, several changes need to occur.  

· DoD needs to reevaluate how talent is managed.  For the most part, the services are organized and managed within "community" boundaries.  This stovepipe approach limits the optimization of talent across the Service.  The funneling of individuals into specific “tracks" or "community pipelines” further inhibits the process.  As equipment and platforms are phased out, some talent gets "cross-decked" but most is lost to the civilian world.  In contrast, Corporate America mines its talent from across organizational boundaries utilizing appropriate talent where needed.  In the information age, management of knowledge becomes the competitive edge and will therefore require a different personnel management structure as DoD transitions to network centric warfare.  
· The services need to improve the way information is managed.  In Corporate America, this is achieved through the use of integrated information management systems.  These systems are not unlike our NIPRNET and SIPRNET systems but incorporate far greater levels of standardization across the entire organization specifically with the collection, order, and dissemination of the information.  As previously discussed, information management systems also serve as conduits for accessing the intellectual capital of an organization.  This is an area that DoD has yet to realize (exploit) and one with tremendous potential benefit for the services.

· The services need to establish new and less beauracratic avenues for the exchange of ideas and initiatives both vertically and horizontally through the chain of command.  Most, if not all, of America’s successful companies have adopted flat organizational structures to enhance the flow of information and improve communication.  Flat organizational structures also serve to speed the approval process by placing responsibility for decision-making at the lowest possible levels.  However, since flat organizational structures do not lend themselves effectively to military application, the services need to be creative and use information management systems to establish e-portal avenues for personnel to have their ideas and suggestions heard without having to endure the current chop chain process.

· Leadership must promote an environment where creative ideas “bubble-up” from below and are measured for their value-added potential.  Everyone must be given the opportunity to contribute.  Therefore, it is incumbent upon leadership to establish the strategic framework, which provides direction and focus for the moving parts of the organization.  Once this is done, it needs to be communicated to all so that the entire unit understands the “bounds of the vision” in which they operate. 
· Innovation needs to be recognized and rewarded by the leadership in order to foster and maintain a culture of innovation.  This includes rewarding individuals for taking risks to improve operations, functions, and processes even if the initiative fails to achieve the desired or optimal effect.  The services should explore new methods of recognition that encourage innovation beyond the traditional means currently employed.  Possible suggestions include modifying existing performance evaluation reports to include a grade for innovation, monetary incentives, special perks such as time-off or an award of additional leave, or points toward advancement examinations.

ABB Group

LTC Dallas Edwards, USA

This report is an overview of my observations while on a fellowship ABB Power Transmission and Distribution (T&D) Company in Raleigh, North Carolina, from August 2000 to June 2001.  I was assigned to Transmission Service and Support (TSS) Division; I worked primarily as a project manager working military privatization of utility projects supporting a business partnership between Enron, Black & Veatch, and ABB Power T&D.  Additionally, I was able to observe the workings of the firm at a higher level through attending meetings, video teleconferencing, emails, and interviews during the course of the year.  During this year, I chose to focus my efforts on ABB’s ongoing transformation activities, SAP implementation, Six-Sigma deployment, and the many issues involved in DoD privatization of utilities on military installations.  These subjects are of great concern to the Defense Department as well as private industry.  

ABB is a global Technology Group serving manufacturing, process and consumer industries, utilities, and oil and gas sector, with 160,000 employees in over 100 countries.  ABB had over $22.0 billion in annual revenue in 2000. ABBs Earnings before interest and taxes (EBIT) rose 23% in 2000.  Revenues were six percent lower than 1999.  This past year ABB divested its share of ABB Alstom Power to Alstom of France and finalized the sale of nuclear activities, completing its exit from the large-scale power generation field.  Key acquisitions included software technologies for the pharmaceuticals industry from Base Ten Systems of the U.S.; polypropylene technology from BASF of Germany; a U.S. – based provider of utility eBusiness software called Energy Interactive; a Norwegian oil and gas service company; and a 35-percent stake in the Swedish Expert Credit Corporation.  ABB entered several joint ventures, including one with Chevron to develop a special hydrocracking technique for leaner fuels, and with SKYVA International, a U.S. –based software technology company specializing in eBusines and collaborative commerce.  ABB Introduced several new technologies in 2000, including a high-efficiency generator for wind power, a high-precision robot control system for laser cutting, and intelligent sensors for detecting faults in power lines. Finally, the company launched a family of software products as part of its IT strategy, aimed at integrating all of the company’s processes into one single real-time information system, as well as linking companies with their suppliers and customers into a network of collaborative commerce 
One of the major projects that I worked on this year was military privatization of utilities.  The Defense Reform Initiative will privatize all utility systems on military installations, except those needed for unique security reasons or for which privatization is uneconomical.  One benefit of the privatization is that competition among potential bidders should result in lower overall energy costs and increased quality of services for the Government.   There are initial up front cost to bring the utility systems up to efficiency and industry standards.  Over the long run, utility system will be more reliable and less expensive to operate and maintain.  It will get DoD out of some of its non- core businesses. 

· During the last couple of years the program has encountered numerous challenges primarily due to a lack of unity of effort.   The program initially started with Army, Navy, and Air Force doing their own separate RFPs.  Over time the Air Force and the Army started to use the Defense Energy Support Center (DESC) at DLA for their RFPs.  The DESC RFP was closer to commercial business model than earlier privatization RFPs.  

· Commercial terms and conditions are the biggest issue facing the privatization initiative.  Some these issues include: private financing of capital improvements, transfer title of utility systems, and overall RFP procedures.

· The contractor is expected to finance capital improvements and upgrade projects.  The solicitations to date have not addressed this issue.  There is no statutory prohibition against inclusion of such finance cost in  a government contract. However, in several instances, the government has pointed to the FAR cost principle at FAR  31.205-20 “Interest and Other Financial Cost” and proposed to disallow such interest cost. Recommend DESC submit waiver to the FAR to allow contractor to charge interest to the government.

· RFPs transfer title of utility systems to the contractor without any reversion of title.  In the event of termination of the contract or expiration of the contract the contractor still owns the utility system. Recommend  that the Government amend current RFPs and change future RFPs in order to include a reversion of title  to the Government of the utility systems upon termination of the contract to prevent the Government among other things from paying twice for its own utility system

· Award timetable has been running between 18-24 months and longer.  RFP Due dates are extended and amended numerous times due to the need to correct errors,  provide clarification, and supply missing information.   Recommend we get the RFP to award compressed to 9 months. Centralizing the process at DESC can do this.  It will enable the Services to meet the legally mandated deadline.  It will accelerate the savings available to the government resulting from privatization, and it will increase bidding from the private sector.   ABB worked with Enron on MDW RFP for over two years  and was not awarded the contract.  Unlike the defense industry, private can’t afford nor do they want to spend that much time and effort on one proposal with limited to zero results.

· Almost all installations require some capital upgrades to make the systems more efficient and meet industry requirements (for example: the National Electrical Safety Code,  Code of Federal Regulations, and American Water Works Association to name a few).  Most of the RFPs require cost for capital improvements to be leveled off over a number of years.  The contractor would have to pay for the projects up front and be repaid on a leveled schedule over a number of years.  In effect, the government is borrowing money from the contractor and repaying in installments. This issue is very unattractive to private business.  It would greatly increase the number of parties able to participate in these RFPs and leverage off of the contractor-supplied dollars.

· The O&M part of the RFPs is not as attractive as the capital projects due to revenue potential.  The O&M is relatively more clearly defined with very little risk as opposed to the Capital projects that are less defined and with more risk, which translates to an opportunity to make more profit.  The local utility can add the installation to their servicing area with minimal cost to them. The risk is decrease; therefore the potential to make a profit is also decreased.  The modest profits made in the O&M only RFPs are not as attractive to private business.  Most remote installations will probably go sole source with the local utility or not be privatized due to any bids.  The capital projects are a necessary piece to get the most competition, but the terms and conditions of the loans would need to be changed to allow interest. These conditions are virtually eliminating the competition.

· Should private industry partner with the other companies to bundle the proposal for bid.  Privatization of utilities uses the term bundle to define when a contractor is either submitting a bid for multiple utility systems at one installation  (i.e. gas, electric, and water), or when a contractor submits a bid of any combination for multiple installations (i.e. Texas Demonstration, MDW, and Georgia Demonstration etc.) However, there is no incentive to bundle system proposals in the RFP process, but there are superb economies of scale that can be obtained by bundling which translates to saving to the government through reduction in overhead expenses. 

· Many RFPs do list any capital project.  They rely on the contractor windshield tours of the base and whatever research they can gather from the installation tech library.   The local utility may have the advantage because they already have most of the information on the system if they have done work on the system prior.    I recommend providing CD technical data packages with RFPs to level the playing field.

· Players like Enron, ABB, and Black and Veatch are already staring to shy away for the utility privatization.  I worked ABB's input to the Texas Demonstration, Bolling AFB, and parts of MDW.  I think it is too late to save this program without some drastic changes.  I believe that many installations will not privatize due to the lack of bids, and most of contracts will go to the local utilities primarily due to convenience.  Capital projects will be minimal due to lack of funds to finance the projects.  Infrastructure will be maintained at minimal levels with limited improvements.  We need the big players in the competition to get the state of the art technology incorporated in the government systems; they won’t play under the current rules and restrictions.  

· The use of energy consultants can be extremely helpful in formulating complex RFPs like the privatization initiative.  Many of them understand both industry and DoD acquisition procedures.   

These are some of the many lessons DoD can learn from industry.   Understanding the commercial environment and reducing the complexity in which DoD conducts its business operations will go a long way toward bridging a widening gap between DoD and private industry.    

Accenture

Col Terry Feehan, USAF


This report is an overview of my fellowship conducted at Accenture (formerly known as Andersen Consulting) in Northbrook, Illinois, from August 2000 to June 2001.  During my assignment I was assigned to Accenture’s Center for Strategic Technology and Research, and worked directly with the center’s managing partner and director.  Working within the center afforded the opportunity to view operations across the company from the consulting practice to product development.  These experiences exposed me to a wide range of issues; staff recruiting and retention, technology planning, ventures and alliances, information technology product development, and global operations.  Additionally, I participated in Accenture’s technology working groups, technical evaluation counsels, and government business development workshops.  Through this assignment, I’ve gained unique insights into exploiting leading edge technology, leading diverse world-wide operations, rapid business process innovation, and corporate human resource and financial issues.  


Accenture was created in 1989 by the restructuring of Andersen Worldwide into two business units, Andersen Consulting and Arthur Andersen.  The two were to operate in a complementary arrangement but with separate identities and management.  Accenture would provide strategy, business process and technology consulting, and Arthur Andersen would continue as a tax and accounting firm.  The split gave Accenture a strong start.  They began existence as a one billion dollar company with over ten thousand employees.  Their primary business was systems integration and technological innovation of business and business support systems.  In 2000, Accenture completed its split with Arthur Andersen with both firms becoming fully independent.  On January 1, 2001, Accenture adopted its new name.


Today, Accenture is the world’s leading consulting firm with over seventy thousand employees operating in forty-eight countries across six continents.  Their revenues exceed ten billion dollars and reflect continued double-digit growth.  Their success comes from their reputation for quality and value.  Like Microsoft Chief Executive Officer, Steve Ballmer, said, “Nobody… can do consulting like Andersen Consulting.”  Moving beyond their core consulting and technology practice, Accenture’s offerings now also include outsourcing services, alliances, and venture capital.  


My assignment with Accenture provided specific insight into three areas applicable to the Department of Defense (DoD); knowledge management, computer security, and enterprise architecture.  I’ve summarized these topics here and offer expanded discussions in my full report.

Knowledge Management


 Intellectual capital provides today’s leading companies with their greatest strategic advantage.  They manage this capital through extensive knowledge management systems and invest heavily in both supporting technology and personnel programs.  Specifically, knowledge management is a systematic process for creating, acquiring, synthesizing, sharing, and using information, insights, and experiences to achieve organizational goals.  

Knowledge management also has direct applicability to DoD; mission effectiveness could increase through improved knowledge access and support, innovation could spread more rapidly, information from separating personnel could be retained, and quality of life could be improved.  The combined impact of these benefits can better support the realities of global operations.


 DoD and individual services already embrace several aspects of good knowledge management systems and use them extensively for communications, posting information, and even mission requirements.  These capabilities greatly increase efficiency and knowledge availability, but they form only the first step; demonstrating the existence of the enabling infrastructure and the user’s desire to embrace such systems.

The next step, knowledge sharing, is also beginning.  Inspector general organizations maintain best practice databases, DoD’s Acquisition Deskbook offers relevant lessons learned, and the Air Force’s Crossroads web-site provides information relevant to members and their dependents.  While well received, these examples represent individual organizational initiatives rather than a comprehensive corporate approach to knowledge management.  This fragmented approach leads to redundancy of effort and fails to exploit current technological capabilities.

To more fully realize the proposed benefits, DoD must address several key questions related to strategy, processes, people, and technology.  An empowered joint program office could facilitate the process.  It would identify critical military needs that could be addressed through knowledge management, determine which offer the greatest value, and what investment is required for fruition.  

The outcome should be a knowledge management system that facilitates content usage and knowledge contribution.  The system would allow users to request data as well as support automatic distribution.  Likewise, contribution formats must support worldwide access, expert collaboration, and problem resolution.  Specific capabilities of the system should include reference databases, directories, discussion areas, and access to external information sources.

Security in a Computer Enabled World

The tools the United States military uses to perform its mission and mission support functions are becoming virtual.  Realities of worldwide operations, requirements for immediate information, and decreasing military manpower all drive the need for this virtual environment.  These realities also create the threat of interrupted access, deliberate disruption, or even mission failure.  The following issues represent key threats in this area.

“Billions of devices proliferate that are always on and always connected.”  Most technologists see a tremendous proliferation of electronic devices.  This explosion of networked devices drastically increases the complexity and burden on networked systems.  Current e-mail traffic stresses server and router capability in many United States cities.  Additional electronic devices will further stress power systems.  Because experts predict additional devices and uses will far outpace infrastructure improvements, the addition of these “billions of devices” may cause severe power and network outages.  DoD is not isolated from these issues.  Its power comes from civilian suppliers and much of its network traffic travels over civilian systems.  

“Complex outsourcing relationships extend trust boundaries beyond recognition.”  Both industry and DoD face scarcities of specialized personnel and increasingly complex infrastructure requirements.  Finding these requirements distracters from core missions, they have sought outsourcing relationships.  While advantageous, these relationships also create new threats by increasing the number of organizations with information access and process control.  

Understanding these relationships is the first step to creating solutions.  Specific agreements and accountability requirements can ensure some degree of protection.  Additionally, these issues drive the need for enhanced technology tools that offer remote system oversight.  

“International criminals exploit lack of cooperation and compatibility of international laws.”  There are no laws to track and punish international hackers.  The United States and industry frequently trace Internet attackers across international boarders, but these borders often involve multiple governments who may be in conflict with each other and may even support the effort as industrial espionage or low-level electronic warfare.  

Technology can offer part of the solution.  Improved prevention and detection software can identify attacks before or during the incident.  Enhanced identification and tracking technologies can then pinpoint the criminals for investigation and punishment.  International standards for identification and authorization tools are needed to accelerate this capability.

 “Lack of security skills will compound weaknesses of delivered solutions.”  The electronic security environment is extremely complex.  Practitioners must fully understand the interactions of people, processes, regulatory guidance, and technology.  The problem, however, is that these cross-functional skills are rare and in extremely high demand.  

The solution here is investment in research and education.  DoD must team with industry to fund electronic security research, and demand universities develop curriculums that recognize the broader aspects of electronic security.  

These issues loom large on the near horizon.  DoD must engage with government, industry, and academia to ensure solutions are identified and its interests represented.

Enterprise Architecture

Successful organizational change requires full enterprise solutions, holistically evaluating every aspect of the organization to identify not only the symptom of problems but their root and contributing causes as well.  The key rests in establishing an underlying strategy, determining the current baseline, identifying issues and opportunities, and holistically implementing change.  

Enterprise architecture is the bridge between strategy and delivery.  It matches an organization’s mission or purpose with its personnel, processes and technology resources.  It maximizes these resources through a blueprint that incorporates all of the enterprise’s components; strategy, culture, organization, competency, process, application, facilities, equipment, delivery vehicle, and measurement.  Successful change comes from evaluating each individually and then in concert with each other.  

The enterprise evaluation process occurs in three phases; assessment, blueprinting, and detailed planning.  Assessment provides a full understand of the mission, the strategy for its accomplishment, and an evaluation of current capabilities, resources, and operating environment.  Blueprinting is the iterative process to fully develop and integrate the functional components.  Finally, detailed planning involves formulating a value realization plan that ties each proposed major initiative to a firm requirement and presents its value criteria.  

Accenture stresses three lessons learned in this area.  First, leadership and communication are key throughout the process.  Leaders must set the vision and then drive the process and implementation.  Second, changes should be value focused.  Value will drive stakeholder approval and frontline support.  Finally, one should plan for “quick-wins.”  These are initial implementation tasks designed to demonstrate concepts quickly and deliver real value within a few months.

Rapidly changing missions, advancing technology, inconsistent deployment locations, personal shortages, outsourcing and privatization, and downsizing all drive frequent change in DoD organizations.  Enterprise architecture offers one method to deliver those changes by using a holistic approach to identify issues, redesign functional components, and implement initiatives.  DoD should embrace the process to ensure greatest efficiency and mission capability.  

Agilent Technologies

LTC(P) Jane Maliszewski, USA


This report is an overview of my observations while on fellowship with Agilent Technologies in Santa Clara, California from August 2000 through June 20001 as part of the Secretary of Defense Corporate Fellowship Program. I was sponsored by the Chief Information Officer (CIO) and exposed primarily to Information Technology issues.


Agilent became a corporation in November 1999 as a “spin off” of Hewlett-Packard (HP). Agilent Technologies is essentially the original test and measurement business of HP, begun in 1939 in the famous ‘garage of innovation’ in Palo Alto. This business sector produced over $8 billion in revenues and grew to $11 billion in its first operating year. Agilent has over 47,000 employees based in 40 countries worldwide and customer markets in 120 countries. In their first year of operations, Agilent earned a place on the Forbes Platinum 400 list and was ranked #46 on Fortune’s Top 100 Best Places to Work. Agilent’s 80 product lines focus on advanced test and measurement equipment for the communications-electronics sector, semiconductor products, and analysis tools for chemical/life science industries. The company devotes 10-12% of its annual revenue to research and development concentrating on future technologies through the Agilent Labs. 

Agilent is in the midst of a massive “Transformation”. The split from HP became the precipitating crisis to build a totally new corporate model. The HP structure was one of mostly autonomous business groups, each with its own business-specific functional organizations, processes, and structure. Many of the business and manufacturing processes were custom-designed resulting in over 2000 unique applications—a nightmare for Y2K and legacy maintenance, and an increasingly inefficient information structure. The transformation strategy instituted a new governance framework that ties the different business groups into an enterprise structure and simplifies processes, systems, and geographic locations. All common functions were pulled into single integrated global service lines responsive to enterprise, not individual, business priorities. An Executive Committee is the guiding body for corporate strategy and priorities. The foundation of the Agilent transformation lies in the pursuit of operational excellence characterized by three focus areas: 

· Making the company “Easy To Do Business With”. This initiative includes a consistent and responsive Internet presence, standardized sales force tools, geographic simplification of processes, and improvements in supply chain visibility and execution. To capture global data visibility that support improvements in the customer experience, Agilent is in the midst of a monumental re-engineering of processes and structure to implement Oracle’s Enterprise Resource Planning system throughout the organization.

· Setting aggressive operational goals. The new governance model, real-time rolling forecasts, measurement programs, and infrastructure improvements have enabled their future investment goals. The ERP, Agilent.com web site, Customer Contact Program, and Service and Support administrative improvements concentrates on both a better customer experience and providing superior operations at lower cost.

· Cultivating leadership. Shaping the culture change necessary for the transformation to succeed and last is a critical aspect of their leadership focus. Another important element is the deployment of a global web-based HR system that brings B2E (business to employee) to the desktop with seamless consistent service worldwide. 

Agilent’s experience provides a very valuable example for studying transformation. They have struggled with the structure, process, and culture change inherent in moving autonomous units into a joint operational environment—an undertaking DoD faces daily in attempting to meld Service and OSD processes into a seamlessly integrated operation. The company had very few standard operating processes suitable to service a global enterprise and developed their new strategy, goals, and objectives after extensive research of best in class operations. I liken their mission of standing up a new enterprise in the face of persistent and unforgiving market pressures with standing up an Army Corps while fighting the war—neither one has any leeway for failure and requires continuous obsessive focus on both the long and short-term outcomes. They have made impressive progress in the ten months that I have been associated with the company. I attribute their success to ruthlessly executing the ten key change management and transformation principles that we described in detail in the “Transformation and Adaptive Organizations” finding. There are three in particular that I think have especially reinforced their success:

· Foremost is resolute executive level support and involvement in the transformation activities. Progress towards objectives is continually tracked and measured at the highest levels. They have not wavered in their commitment to transformation, even in the face of the severe economic downturn that has hit the technology sector. If anything, this has forced some even tougher, more far-reaching choices that will move them towards their desired end-state, such as prioritizing baseline operations and investments to allow the flexible funding needed to pursue their long-term goals in the short-term. 

· Recognizing the cultural impact of the transformation. An internal branding and communications campaign and a series of management training programs helped people understand the new expectations. A combination of “heritage” values and “new” values made the transition away from “the HP Way” more sustainable.

· Senior management demonstrating the discipline, commitment, and singular focus required to change their entrenched business model to something as yet unproven. This willingness to risk the comfort and success of their current business operations and allow the good of the enterprise to take precedence is a very challenging adjustment. Achieving the anticipated benefits of the ERP, for example, requires massive change in the business processes. The previously autonomous business groups must adjust to fit the enterprise model, rather than adapting the enterprise system to the intricacies of each business groups’ requirements, which is how they operated in the past. 

 
Agilent’s HP heritage—and specifically ’the HP Way’ tradition—is pervasive. Agilent capitalized on this phenomenon by incorporating HP’s ‘heritage values’ of innovation and contribution; trust, respect and teamwork; and uncompromising integrity into there culture branding. The company is trying to divest itself of what it perceives as dysfunctional aspects of the heritage culture—a tendency to overanalyze, a need for consensus in decision-making, and a shared burden of responsibility—replacing these with the new values of speed, focus, and accountability. The HP culture—and now the Agilent culture as well—is characterized by very strong loyalty, almost family-like. It is notable—and very much in keeping with their culture--that Agilent chose to impose a temporary 10% across-the-board pay cut when economic conditions worsened rather than laying off a part of the workforce to save money as most other technology companies have done. Many employees view this decision as an exhibit of loyalty from the senior management who would rather keep the team together and weather the storm for the long-term objectives than adopt the short-term fix of massive layoffs. I find this situation emblematic of the level of trust that permeates interpersonal and manager-employee relations in the company.

The people I have known truly believe that they are an integral part of the Agilent vision, “to revolutionize the way people live and work through technology.” I was surprised to find so much stability in the workforce. The “war for talent”, particularly high tech talent, challenges Agilent as it does the rest of us. They have used a combination of compensation, benefits, and development opportunities to attract and retain good talent. The pay is very competitive with the best in the industry, but is not best in class. Stock options are used to tie an employee to the success of the company and also to liberally reward extraordinary performers. I think what really keeps people here is a variety of intangibles: the corporate culture, the ‘brand’ reputation, the appreciation for individual contribution, the freedom to seek challenging work, support for personal development efforts, the flexibility in work environments (flexible office hours, telecommuting)—in short, a system with the flexibility to adjust to each individual’s development and personal needs. Their view of equality is indicative of this individual-focused care and concern—equality is giving each person whatever it is they personally need to succeed, not making everyone conform to the same model. 


I observed first-hand the evolving role and expectations of Information Technology (IT) and the Chief Information Officer (CIO). IT organizations are undergoing their own transformation from industrial age ‘service support centers’ to information age ‘business partners’; and there is an expectation that in the knowledge age IT will become a ‘strategic knowledge consultant’. Agilent’s CIO is in a very enviable position, having made the giant leap to business partner status with commensurate visibility at the executive level. In fact, IT is the foundation of all the enterprise priorities and thus has become the catalyst for the transformation. IT consolidated as a global centralized function accountable for specific financial commitments with full authority to enforce the architectural discipline needed to effect efficiency and effectiveness of systems. This has been an immense undertaking—consolidating dozens of different IT organizations into ONE IT, splitting apart the worldwide HP/Agilent network, identifying for the first time the value and funding of IT systems, moving from over 2000 legacy applications to 20 standard leveraged systems. In contrast to the traditional view of IT as a necessary cost to control, reinforced by an organizational structure that places the CIO under the direct supervision of the Chief Financial Officer, IT at Agilent is treated as an advantage to be leveraged strategically. The CIO reports directly to the Chief Operating Officer, recognizing the importance IT plays in achieving enterprise objectives. Aligning IT to enterprise commitments has caused IT to fundamentally change—a change that has been wildly successful thus far.


My experience at Agilent has exposed me to several progressive corporate concepts that are applicable to issues facing DoD:

· Transformation requires an integrated, top supported, committed effort among the whole organization. More specific discussion is included in the common finding paper on “Transformation and Adaptive Organizations.”

· Making an organization “easy to do business with’’, whether for customers, users, employees, or suppliers, is a major driver of change and process simplification. Optimizing the ‘customer’ experience is the new standard of excellence. 

· Tailored incentive packages are the key to keeping quality talent. A positive and supportive command climate and corporate culture provides the intangible factor that enhances the tangible incentives.

· IT can provide substantial strategic advantage if it is leveraged and optimized. The CIO must have authority, responsibility, and accountability to bring this about. Operational and IT decisions must be mutually supporting and contribute to integrated enterprise objectives. More specific discussion is included in the common finding paper on “The Strategic Advantage of IT.”

Caterpillar, Inc.

Col Dan Brush, USMC

Since the middle of the 1980’s, American industry has increasingly sought a bigger foothold in old and new markets outside of the physical boundaries of the continental Unite States. Most of those markets have been opened by the establishment of joint ventures between a U.S. firm and a host nation firm, the procurement of raw materials or parts from local suppliers, the construction of local end-item production facilities and the establishment of local sales and maintenance offices/facilities.  Any one, or a combination of any, of the preceding reasons have helped to establish a world-wide presence of most of the industries from whom the Department of Defense procures non-combat specific equipment and supplies.

This report provides an overview of my observations while assigned to the Secretary of Defense Corporate Fellowship Program (SDCFP).  My fellowship was served at Caterpillar Inc.’s Technology Services Division (TSD) located in Mossville, Illinois, a short twenty-minute drive from the corporate headquarters in Peoria, Illinois. 

 My assignments within Caterpillar have been as diverse as the company itself.  I have had the opportunity to participate with a group that planned and implemented the deployment of a new management strategy called Six Sigma.  Six Sigma is a method of using analytical tools to reshape processes and procedures to eliminate defects or errors.  It began as a manufacturing tool in the late 1980’s with Motorola and has evolved to address all actions within a company from manufacturing to processing sales to accounts receivable.    I have spent time looking at prognostics technologies and applications, the ability of a machine to evaluate its own health, predict remaining life or catastrophic failure and schedule itself for maintenance.  Caterpillar is currently enjoined in a prognostics project with the Office of Naval Research (ONR) and will probably expand that program to also include the Defense Advanced Research Projects Agency (DARPA) this summer.  The third opportunity I was offered was to work toward the creation of a national, future vision statement for construction equipment.  Key to the vision effort was coordinating the participation of a trade association; in this case, the Construction Industry Manufacturer’s Association and the Department of Energy’s Office of Industrial Technologies.  The intent of the future vision was to achieve long-term energy saving goals, emission standards, and safety standards, while reducing operating costs, by focusing emerging technologies as enablers.

Outside of the projects, the year at Caterpillar, Inc. has provided a superb opportunity to watch a global enterprise at work.  Caterpillar’s focus on developing long lasting relationships and providing dedicated customer support has been the hallmark of their rise to prominence.  From their early beginning in farming equipment in the 1920’s to their concentration in earthmoving equipment in the 1940’s, Caterpillar has been rightfully recognized as standing behind their products.  When Caterpillar products played a large roll in both World War I and World War II, an international market for their machinery opened and drove the worldwide expansion of their dealer network.  Caterpillar’s first foray into a foreign venture took place in 1950 with the establishment of Caterpillar Tractor Co. Ltd. in Great Britain.  Caterpillar Tractor Co. Ltd. was created to help manage foreign exchange shortages, tariffs, import controls and to better serve customer needs around the world.  Shortly thereafter, manufacturing plants were established in strategic regions around the world with the current spread of manufacturing capability at over 40 plants outside and 38 plants inside the United States.  Today approximately half of its sales income is generated from overseas sales with just over half of its employees and manufacturing sites located outside of the continental United States.  Caterpillar’s parts distribution centers are located in 11 countries and support over 195 dealers, two thirds of which operate outside of the United States.

Caterpillar currently enjoys dominance in several industries brought about through adherence to their core strengths and products, strategic alliances, acquisitions and new product introductions.  Though constantly evolving, Caterpillar’s people and organizations can always reach back to a few touchstones, it’s business mission and business ethics.  Quickly summarized, Caterpillar’s business mission statement is:

1. Provide differentiated products and services of recognized superior value to discriminating customers worldwide.

2. Pursue businesses in which we can be a leader, based on one or more of our strengths.

3. Build and maintain a productive work environment in which high levels of personal satisfaction can be achieved.

4. Achieve growth and above-average returns for stockholders—resulting from both management of ongoing businesses and a studied awareness and development of new opportunities.

Provide superior value, be a leader, and achieve high levels of personal satisfaction.  All are dictums that resonate throughout the framework of the Department of Defense (DoD).  Likewise, Caterpillar’s business ethics echoes the thoughts of some of our military services:



The company’s most valuable asset is a reputation for integrity….We will

 keep our word……We won’t promise more than we can reasonably expect to deliver…. The ethical performance of the company is the sum of the ethical performance of the men and women who work here.

That said, Caterpillar is not an enterprise that is quick on its feet.  Its strength lies in its ability to thoroughly evaluate an opportunity and then, when the time is right, commit completely.  Big, yellow, iron products aside, Caterpillar is succeeding in three areas that do not immediately come to mind when thinking of this company; electrical power generation, helping customers exchange resources other than currency in order to gain the ability to buy Caterpillar products, and logistical support services.


Recent astute acquisitions have expanded the line of power generation equipment and moved Caterpillar into the role of a major power provider.  In the last three years, Caterpillar has provided 15% of the new power generation capability worldwide.  Able to utilize either diesel or natural gas, this significant growth of market share is driven by the ability to tailor to the customer and situation.  Caterpillar has become the dealer of choice for those requiring back up power for communications, manufacturing, and Internet support sites.  As distributed power generation networks flourish, as a result of the current energy crisis in the western United States, Caterpillar is able to position itself to team with power distribution providers and install networks that can satisfy local requirements and sell back excess power into the network.

Caterpillar’s World Trading Corporation sole mission is to facilitate the sale of Caterpillar products through the use of various nontraditional and innovative trading concepts on a worldwide basis.  They achieve this by leveraging Caterpillar’s global strengths in finance, marketing and purchasing to help a potential customer market its own goods or services to Caterpillar facilities, suppliers or third parties in exchange for the purchase of Caterpillar products and services.  Items as diverse as timber, steel, energy, scrap, coal, gold, Sony televisions and old USMC Raco vibratory compactors have been taken in trade or sales brokered allowing the purchase of new items.  

The third area of rapid growth is the ability to capitalize on its distribution network and superior ability to support its own products.  In CY99 Caterpillar spent over $700 million dollars in transportation costs alone.  The logistics support business is growing so rapidly that Logistics and Product Services Division is projecting hiring between 800 and 1500 new employees a year for the next several years.  Caterpillar Logistics has developed such a well tuned organization that it is able to now market itself to outside companies and is teaming with others looking to fine tune their own supply support.   Caterpillar Logistics has recently signed teaming agreements with commercial entities, Kodak, U.S. Cellular, Mitsubishi Caterpillar Forklift America Inc., and defense contractors, LPD-17 team, JSF team.

The goal of the SDCFP is to observe strategic planning as it occurs in a commercial industry leader and to perhaps glean opportunities for DoD to capitalize on industry initiatives.  In my observations I have come to the conclusion that DoD should take advantage of global companies like Caterpillar in the procurement and support of Commercial Off the Shelf (COTS) type equipment.  The U.S. Army, along with Reserve and National Guard partners, possesses 3.5 billion dollars of construction related equipment.  The Marine Corps holds half a billion dollars of inventory of the same assets.  Could we not modify our procurement practices to achieve better utilization of a smaller fleet of equipment while providing long term arrangements to augment that fleet as required for exercises and contingencies around the world?

This paper will, utilizing my assignment to Caterpillar, Inc., examine the worldwide presence of an American industry.  It will offer examples of how DOD could capitalize on this presence in the areas of supplies and Commercial off the Shelf (COTS) procurements thus saving both procurement and operations and maintenance money.  These examples will be mutually specific to the industries that Caterpillar, Inc. has established itself in and generalized to a number of non-defense pure industries.

Enron Corporation

CAPT(S) Mike Moran, USN


This report is an overview of my observations while on fellowship at Enron Corporation in Houston, Texas from September 2000 to May 2001.  During my tenure, I had the opportunity to serve in two of Enron’s four major business units.  My first assignment was in Enron Broadband Services where I worked directly with the entertainment on demand project team on a joint venture agreement with Blockbuster Incorporated to develop a nationwide content in context service.  While assigned to Enron Energy Services I was assigned to the Federal Solutions Team (FST) preparing proposal submissions for DoD’s utility outsourcing contracts under Defense Reform Initiative Directive 49 (DRID 49).  My time with FST afforded me the opportunity to learn the commercial energy outsourcing market.  My exposure was specifically in the fields of origination, financial structuring, risk management, and energy technology. 

Enron Corporation was formed in 1985 following the merger of two natural gas pipeline companies whose combined revenues exceeded $10 billion.  Today Enron sits atop of the global energy market as the world’s leading wholesaler of energy and natural gas with revenues in excess of $100 billion.  Its worldwide operations encompass 30 countries; supported by a workforce of 20,000.  The 1990s were a period of explosive growth for the company fueled largely by its emphasis on innovation and its use to transform regulatory and legacy markets.  The company’s rapid success and unique approach to business has earned Enron numerous honors including Fortune magazine’s “Most Innovative Company in America” award that they have won for six consecutive years.  The company’s status as the leader in innovation is the result of an entrepreneurial culture developed over several years.  And it continually strives to develop and establish new products and services ahead of its competitors.  

Today’s new economic business model is fundamentally different than the old.  Successful companies have made the transition from the old asset based economy to new knowledge and network-based businesses.  The transition has resulted in larger incremental returns and a greater share of the overall market with its corresponding scale and scope advantages.  Intellectual capital, technology, and innovation are critical to compete in the new economy especially in markets where “Winner Take All” outcomes are becoming more frequent.  

For its part, Enron has concentrated on removing traditional workplace barriers and encouraging innovation across business units.  Communication, empowerment, risk tolerance and continued education are top priorities and enable Enron to leverage its intellectual capital to grow traditional businesses while expanding into new markets through product/service differentiation.  By transforming existing markets Enron creates value, supporting the company’s unique competitive advantage.

Based on my experiences gained through direct observations of and involvement in both the Entertainment on Demand and utility outsourcing projects, there are several lessons and applications for DoD.   Notable among these are the tremendous benefits to be gained throughout DoD by establishing a culture that promotes and fosters innovation within and across Services.  This is particularly true as we focus on knowledge superiority and develop the requisite information management systems needed to maintain our warfighting advantage in the 21st Century.  There is much that DoD can learn from the companies in this year’s program on how best to achieve this goal.  Most importantly is the fact that innovation is predicated on the ability to establish workplace environments where communication, empowerment, and self-worth are valued and promoted.  Removing barriers to communication, managing talent effectively, and rewarding innovation are critical steps in the process.  For DoD to be successful, it is imperative that the leadership embraces and champions these tenets.

With regard to technology, the development of intelligent broadband networks and entertainment on demand (EoD) products will offer DoD a unique opportunity to improve quality of life (QOL) for our service members.  From the latest movies to professional sporting events and concerts, entertainment on demand offerings will give our troops access to a wide variety of media content.  The greatest benefit however, lies in its potential as a medium for distant learning.  The addition of both graduate and undergraduate level degree programs from a range of universities and colleges affords troops the opportunity to pursue secondary level degrees during off-duty hours and at their own convenience.  Several companies are competing to field the first EoD product.  Broadcast mediums vary from fiber optic networks to satellite-based systems and combinations of both, which would give DoD the ability to access the service from anywhere including while deployed at sea.     

Enron’s active involvement in Defense Reform Initiative Directive 49 and its subsequent decision to withdraw from future participation in the program illustrates the difficulties many non-traditional defense contractors have dealing with the government.  The decision by Enron and its major partners (ABB, DelJen, Black & Veetch) to withdraw was based on three primary factors.  First and foremost was the excessive amount of time the Services are taking to award contracts; on average 17 months.  In today’s fast paced corporate environment, companies are growing increasingly reluctant to expend time, capital, and resources pursuing contracts that are not awarded in a timely manner (i.e. 6-9 months for commercial energy outsourcing contracts).  The second reason is directly linked with a general unwillingness to allow for innovation in the RFP process that would result in greater efficiencies and economies of scale.  And finally, reluctance on the part of all three Services to negotiate key concerns with the RFP guidance that either adversely impacts a contractor’s ability to bid proposals or runs contrary to accepted commercial business practices.  The issues in question are items such as restrictions on bundling of services and bases, reversion of title concerns, excessive small business percentages, access to capital limitations, and non-allowable interest charges. These issues need to be addressed if DoD is to fully achieve the benefits of utility outsourcing.  Failure to do so will likely lead to a further reduction in competition, which is certain to result in higher costs for, services.  If these contracting issues are not corrected, the problem will continue to grow as the Services look to outsource more and more of their non-core functions. 

The utility outsourcing program has also highlighted the need to reevaluate our overall approach to energy management and outsourcing.  Instead of focusing on individual components of the energy supply chain (i.e. the utility infrastructure only) the government may be better served in pursuing an integrated solution or total value proposition that combines commodity sourcing with energy service upgrades, demand side management, and O&M.  This approach to energy management has already been accepted by a large number of today’s most successful corporations as a way to generate additional savings through divestiture of non-core functions.  Energy outsourcing in the commercial sector typically results in savings of 8-15%; money that a company can then reinvest back into its core business functions.     


The following recommendations are based on my experiences: 

Energy outsourcing

· DoD needs to establish a senior energy management team within the Office of the Secretary, or a joint panel of senior contracting representatives from each Service, to address the aforementioned issues of concern with the utility outsourcing process.  Timeliness of awards, restrictions on bundling, small business percentages, due diligence process, and a focus on best business practices are all issues in need of immediate attention.

· DoD should rethink its current approach to energy management and outsourcing in favor of a more integrated solution involving commodity, energy service upgrades, and asset management.  The current program is certain to benefit DoD, but those efforts will fall short of what could be achieved if DoD were to outsource the entire energy supply chain.  Total energy privatization will generate greater “In the Box” savings, monies that could be redirected to core functions such as equipment modernization, training, operations, and QOL.  

· DoD should consider designating three bases (one per Service) as beta test sites for a total energy outsourcing study.  Results could be compared to savings generated under DRID 49 and the Energy Savings Performance Contract program to determine future feasibility and benefits for DoD.

Quality of Life Improvements  

· DoD should monitor developments in EoD markets and explore options for making the service available to our forces worldwide.  EoD would give our troops, especially junior personnel with limited funds and mobility, greater access to QOL activities; most importantly distant learning curriculums.
Fostering Innovation

· DoD needs to apply the lessons of the new economy.  Information management systems and the establishment of innovative cultures significantly impact an organization’s ability to maximize knowledge capital.   Success depends on our willingness to make the necessary changes in the way information is communicated, talent is managed, and risk, whether successful or not, is recognized and rewarded.   

Human Genome Sciences, Inc.

CAPT Linda Lewandowski, USN


The biotechnology sector represents a rapidly evolving, leading edge area where convergence of information science, physical science, biology, healthcare, and public policy show tremendous promise in greatly improving human health and transforming our lives over the next few decades.  Armed with new knowledge and powerful tools from areas such as genomics, advanced computer technology, and nurtured by a free-market system that encourages innovation, companies will discover, develop, and bring to market new therapeutic products that will enable patients to lead longer, healthier, happier, and more productive lives.  These discoveries will accelerate the shift from diagnosing and treating disease to predicting and preventing disease.  As a relatively new area of science translated into medical and health applications, biotech business models will continue to undergo continuous change and restructuring as scientific research into genomics and proteomics progresses.  Turning knowledge of our body’s natural substances—genes, proteins, and antibodies—into drugs will require highly skilled talent and adaptive organizations whose leadership fosters a culture that embraces continuous change and innovation. As a knowledge-based industry, competitiveness will be directly related to how well companies organize and manage human capital and distributed human capital networks.  Old paradigms of people and organizational management will become increasingly less effective as information and knowledge management are incorporated into every aspect of traditional business architectures. The transformation witnessed across Corporate America, primarily driven by forces in the external environment, is not isolated to the business world.  These change drivers are pervasive throughout every facet or our world as well as our lives.  The Department of Defense (DoD) is not immune to these forces.  A total enterprise approach is needed to ensure DoD has the capability to respond to national security challenges in a highly competitive and dynamic environment. 

In today’s complex, dynamic, and networked world, DoD must adapt and transform its culture, organization, and operations in order to stand ready to deal with both conventional and asymmetric opportunities and challenges.  A revision of the current strategy is well underway but the follow-on process of strategic assessment and adjustment cannot be done like it has in the past.  A continuous information gathering, assessment, and adjustment process is needed.  It must support rapid decision-making across a distributed network of people, processes, and physical assets.  Information technology will be the enabler.  Processes and organizations will require adjustment to allow smooth and effective operations across this networked enterprise.  Knowledge and the people who produce knowledge will require different management paradigms.  And finally, leadership must create and maintain an environment that promotes innovation and eventual transformation of knowledge into value.

Lessons learned from this year’s industry are directly applicable to DoD’s transformational challenge.  The Department must find ways to work closer with industry as well as other government agencies and private organizations.  One specific area where this year’s experience focused is the compelling need to leverage industry’s wealth of knowledge and expertise in countering the biological threat.  The capability of the U.S. pharmaceutical industry to discover and develop new treatments for disease and other pathogens is a vital resource.  The biological threat to the U.S. population at home and abroad is real and no coherent, national level capability exists to substantially prevent or treat infection of its citizens.  No single Federal agency has the talent or expertise to effectively plan for and counter the threat posed by biological agents.  At the national level, executive leadership should develop and implement a plan that identifies, prioritizes, and focuses efforts across civil, Federal, and Defense organizations in the areas of policy, R&D, intelligence, disaster preparedness and response, and operations.  Effective partnering with industry would mobilize, organize, and focus the best research and development capabilities of the U.S. towards countering biological threats and combating infection.     
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This report is an overview of my observations while serving as a Secretary of Defense Corporate Fellow at Northrop Grumman’s Electronic Sensors and Systems Sector (ES3) in Linthicum, Maryland from August 2000 to June 2001.  

Sector President, Dr James Roche, charged me with gaining maximum exposure to the people, operations, facilities and issues of the sector.  To that end, I conducted over fifty one-on-one office calls with leadership throughout every business and manufacturing area.  I served on the Sector’s Executive Council and on two major Integrated Process Teams, attended all sector-level Long Range Strategic Planning meetings as well as many division staff meetings. ES3 gave me complete access to their entire nationwide network of manufacturing and engineering facilities.  I visited twelve geographically separated activities and was briefed on their operations and products.  I flew with the Flight Test Division.  I also participated in formal classroom training on strategy, budgeting and value creation, as well as leadership and change management workshops, including battlefield staff rides and Shakespearean team-building seminars.  

This fellowship was a once in a lifetime opportunity to see the inner-workings of major engineering and manufacturing concern, literally from the inside and from many levels and perspectives.  Interestingly, as a consequence of this access, I saw how the strategy, plans and policies of top leadership translated to lower levels in the sector.  This experience was a tremendous opportunity to see how leadership of a successful corporation works to identify its challenges, shape its environment and deal with unexpected challenges.

Northrop Grumman, headquartered in Los Angeles, is a $15 Billion global aerospace, defense, marine and information technology corporation divided into four sectors; the Integrated Systems Sector, in Dallas, Texas; Logicon, Inc, in Herndon, Virginia; the recently acquired Litton Sector, in Woodland Hills, California; and the sector I was assigned to, the Electronic Sensors and Systems Sector (ES3), in Linthicum, Maryland.   In three short years, Northrop Grumman transformed itself from an aerostructures company and electronics supplier attempting to remain relevant with a (failed) merger with Lockheed Martin, to the world’s number two defense electronics corporation.  ES3 is the fastest growing sector, employing over 13,000 people across 28 operating locations and 19 international offices.  These numbers will grow as the sector incorporates newly acquired Litton business areas.  ES3 provides the US Government and international customers with systems and integration systems solutions dealing with sensors, munitions, countermeasures, marine propulsion, communications, and space.  The sector also provides the US postal service and other bulk mail and package carriers with automation, distribution and material handling systems.  

The following represents business practices the ES3 leadership team uses to plan and shape the sector’s future and to manage the challenges along the way.  Accompanying each area is my recommendation for how DoD can leverage and learn from these experiences. 

Cultivating and retaining a high quality workforce
 Recruiting and retaining talent is the openly stated number one leadership priority in ES3.  Dr Roche and his staff recognize that getting and keeping a quality workforce starts with creating a “great place to work.”  Efforts to create a culture that attracts people are primary discussions in most sector meetings.  Employees are reminded that they all have a stake in the knowledge capital of the company and they are all recruiters.  Credibility, values, accountability, shared responsibility, and active mentoring are stressed.  They use innovative programs to build teams and to identify and develop leaders.  The sector has instituted a “design anywhere, build anywhere” philosophy that allows it to retain critical skills by standing up small engineering centers apart from the manufacturing operations.  Thus if the talent does not want to relocate they are not forced to leave the company.  This not only retained many skilled employees, but it attracted others from their competition.  Education and training and are provided to keep people in the forefront of their field, and professionals are allowed to choose between professional and managerial advancement tracks.  ES3 looks and listens intently for ways to keep every single person they can, they take their exit surveys very seriously, and supervisors are formally held accountable for retention.


Recommendations:  Emphasize that DoD is a great place to work and cultivate and sell the culture – integrity, values, teamwork and great opportunities.  Use technology and process analysis to reduce relocations and to give people more choice.   Stop looking for reasons for not having dual track career paths (such as a pilot-only track in the AF) and create a workable system.  Happy people will serve as good recruiters.  Remind people they have a vested interest in getting good talent to serve alongside them.  Train, educate, and equip members with the latest equipment and technology so they aren’t forced to separate before their skills become obsolete.  Stop requiring active duty service commitments for every training or continuing education class. Consider personal management versus personnel management.  Mandate mentoring so that it becomes part of our culture. 

Shaping the future and dealing with uncertainty with Change Management 

 Successful corporations are able to; 1) make change happen when and where necessary and 2) deal with change when it is forced on them.  ES3 understands that in order to manage change, education and training in the art and techniques is essential.  In addition to classroom discussions in the in-house ES3 University, the sector conducts battlefield staff rides and Shakespearean team-building seminars to discuss how to manage change.

Recommendation:  DoD needs to insert CM into formal training curricula and get it into the mainstream.  Change Management (CM) is not in the exclusive domain of the acquisition community, yet the DoD Change Management Center is an acquisition effort, run by acquisition people and hardly anyone else knows it exists.  Leaders and potential leaders in the field need to understand that studying CM can give them a tremendous leadership and organizational toolkit. 
Using Enterprise Resource Planning to improve process efficiency and effectiveness 

ES3, along with many leading corporations, is implementing the Enterprise Resource Planning System known as SAP.  SAP is allowing the sector to integrate their accounting, controlling, manufacturing, procurement, and human resources areas, to name a few.  Essentially it is putting everyone in the sector on the same sheet of music.  While, implementing ERP represents a significant up-front cost in time and money, ES3 believes that once SAP is in place, it will be able to measure savings in millions of dollars over the initial cost.  Additionally, in the implementation process has produced an unexpected benefit.  As some of the processes have been prepared for SAP implementation, the sector discovered there were procedures not being followed and that some processes were outdated or not documented correctly.  In essence, the self-examination in the preparation stage has already produced a payoff.

Recommendation: Assign a lead agency to study industry’s reasons for implementing ERP and their experiences and lessons learned in the process.  The concepts and systems have tremendous potential to eliminate outdated legacy systems and to improve efficiency and effectiveness throughout the Department.  However, implementation is commonly fraught with problems.  DoD can and should use ERP, but should not leave it up to individual organizations to learn and re-learn the same lessons.  To save time, money and frustration, the lead agency should also develop standards of use and implementation.

Developing a win-win relationship between DoD and industry

After spending nearly a year with ES3, I can say that I do not understand why anyone would want to be in the defense business.  That opinion is supported up by the dramatic decrease in the number of firms willing to be in the direct defense business as well as the difficulties defense company’s face with recruiting, retention and the advanced age of their workforce.  ES3 is struggling to hire talented engineers, in part because of the FAR guidelines and limitations on salaries and recruiting costs.  Problems with diminishing and disappearing suppliers, slow cash flows and payments, unrealistically delayed production schedules, and unpredictable programs procurement are well known.  These and other problems were well documented by the Defense Science Board Task Force on Preserving a Healthy and Competitive Defense Industry to Ensure our Future National Security in November, 2000.  


Recommendations:  Do not allow the DSB Task force recommendations to be lost in the bureaucracy.  In addition to from their recommendations, increase the number and scope of industry outreach and exchange programs such as this Secretary of Defense Corporate Fellowship, Education with Industry (AF), and Training with Industry (Army).  These programs will go a long way is getting grid of the “us versus them” mentality that has existed for so long.  Military leaders will manage programs and make better decisions for our nation if they understand the effects of those decisions are on industry.   
� The image of a jazz orchestra is used by Shona L. Brown and Kathleen M. Eisenhardt in their book, Competing on the Edge: Strategy as Structured Chaos (Harvard Business School Press, Boston, MA, 1998) to describe the difference between the traditional model of corporate incremental or singular change efforts and that of ‘structured chaos’ which is becoming prevalent in market dominating companies today.





1 ERP-Enterprise Resource Planning; e-biz-electronic business; CRM-Customer Relationship Management; B2B—Business-to-Business; B2E-Business-to-Employee; KM-Knowledge Management.





2 Four pillars of ‘NetReadiness’ as identified in Net Ready, Amir Hartman, John G. Sifonis, John Kador, 2000.


3 The three phases of IT evolution are discussed in “The Evolving IT Organization: What Lies Ahead?” Mary Hartman and Thomas Murphy, an International Data Corporation Opinion Paper, 1999, and is consistent with other analyst opinions on how the role of information technology will expand.





4 Information Technology, in the DoD context, encompasses all information technology service and support, including but not limited to telecommunications, space-based information systems, data network systems, commercial-off-the-shelf and military specific C4 systems. 
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