




b. If any NDU account holder is in receipt of data prohibited by NDU policies, the receiving 
user is responsible for removing the infonnation from the NDU environment and notifying the 
sender to cease transmitting. 

c. ITD will periodically review NDU systems for well-known non-compliance issues and an 
ITD POC will provide notification to individuals who are not compliant within three (3) working 
days. 

d. If any identified data compliance issue is a "false positive," meaning that an automated
tool or manual review has identified a file as being non-compliant when in fact it is compliant, 
the user must provide explanation to the ITD POC that contacted them within three (3) days of 
the notification as verified by email receipt. 

5.  For questions about NDU's technology and computing environment, please contact the ITD 
Service Desk at 202-685-3824.

ROBERT KANE 
Chief Operating Officer 

CF: 
CIO Cybersecurity Team 
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